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Preface

With the software-defined networking (SDN), network function virtualization
(NFV), and fifth-generation wireless systems (5G) development, the global net-
work is undergoing profound restructuring and transformation. However, with the
improvement of the flexibility and scalability of the networks, the ever-increasing
complexity of networks makes effective monitoring, overall control, and optimiza-
tion extremely difficult. Recently, adding intelligence to the control plane through
AI and ML becomes a trend and a direction of network development.

In this book, we apply different machine learning approaches to investigate
solutions for intelligent monitoring, overall control, and optimization of networks.
We focus on four scenarios of successfully applying machine learning in network
space.

Intelligent Network Awareness In the network, different applications produce
various traffic types with diverse features and service requirements. Therefore, in
order to better manage and control networking, the intelligent awareness of network
traffic plays a significant role. In Chap. 3, we discuss the main challenge of network
traffic intelligent awareness and introduced several machine learning-based traffic
awareness algorithms, such as traffic classification, anomaly traffic identification,
and traffic prediction.

Intelligent Network Control Finding the near-optimal control strategy is the most
critical and ubiquitous problem in a network. However, the traditional works on
the control plane are largely relied on a manual process in configuring forwarding,
which cannot be employed for nowadays network condition. To address this
issue, several artificial intelligence approaches for self-learning control strategies
in networks are introduced in Chap. 4.

Intelligent Network Resource Allocation Resource management problems are
ubiquitous in the networking field, such as job scheduling, bitrate adaptation in
video streaming, and virtual machine placement in cloud computing. Compared
with the traditional with-box approach, ML methods are more suitable to solve
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the complexity of network resource allocation problems. Part of these works is
introduced in Chap. 5.

Intent-Based Networking Management Future networks need to capture busi-
ness intent and activate it network-wide in order to bridge the gap between
the business needs and the network deliveries. Therefore, in this book, semantic
comprehension function is introduced to the network to understand the high-level
business intent. Part of these works is introduced in Chap. 6.

The topic of AI-driven networking is quite hot in current academia. We can
now find many books on this topic. The following two features make this book a
unique source for students and researchers. This book presents a four-tier network
architecture named NetworkAI, which is applying AI and ML to deal with different
level challenges of today’s networking. This book presents a formalized analysis
of several up-to-date networking challenges like virtual network embedding, QoS
routing, etc. Some machine learning methods were introduced to effectively solve
these challenges. These successful cases show how the ML can benefit and
accelerate the network development.

Overall, this book aims at giving a comprehensive discussion on the motivation,
problem formulation, and research methodology on applying machine learning in
the future intelligent network. Although we made an earnest endeavor for this book,
there may still be errors in the book. We would highly appreciate if you contact us
when you find any.

Beijing, China Haipeng Yao
Beijing, China Chunxiao Jiang
Omaha, NE, USA Yi Qian
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Chapter 1
Introduction

1.1 Background

The current Internet architecture established from TCP/IP has gained huge success
and been one of the indispensable infrastructures for our daily life, economic
operation and society. However, burgeoning megatrends in the information and
communication technology (ICT) domain are urging the Internet for pervasive
accessibility, broadband connection and flexible management, which call for poten-
tial new Internet architectures. The original design tactic of the Internet, which is
“Leaving the complexity to hosts while maintaining the simplicity of network”,
leads to the almost insurmountable challenge known as “Internet ossification”: soft-
ware in the application layer has developed rapidly, and abilities in the application
layer have been drastically enriched. By contrast, protocols in the network layer
lack scalability and the core architecture is hard to modify, which means that new
functions have to be implemented through myopic and clumsy ad hoc patches in the
existing architecture. For example, the transition from IPv4 to IPv6 is difficult to
deploy in practice.

To improve the performance of the current Internet, novel network architectures
have been proposed by the research communities to build the future Internet, such
as Content Centric Networking (CCN) and Software-Defined Networking (SDN).
Specifically, the past few years have witnessed a wide deployment of software
defined networks. SDN is a paradigm, which separates the control plane from
the forwarding plane, breaks vertical integration, and introduces the ability of
programming the network. However, the work on the control plane largely relies
on a manual process in configuring forwarding strategies. With the expansion of
network size and the rapid growth of the number of network applications, current
networks have become highly dynamic, complicated, fragmented, and customized.
These requirements pose several challenges for tradition SDN.

Recently, AlphaGo’s success comes at a time when researchers are exploring
the potential of artificial intelligence to do everything from drive cars to financial

© Springer Nature Switzerland AG 2019
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2 1 Introduction

market. Therefore, we ask if machine learning can provide a feasible alternative
to a manual process for networking control and management. In other words, can
software defined networking learn to manage resource on their own by machine
learning technology? The recent success of using machine learning in many
challenging domains suggest that this aim may not be impossible. Therefore, in this
book, we focus on how machine learning can revolute networking development.

1.2 Overview of SDN and Machine Learning

In this section, we provide a more detailed view on software defined networking and
machine learning.

1.2.1 Software Defined Networking (SDN)

SDN is a new type of network architecture. Its design concept is to separate the
control plane of the network from the data forwarding plane, so as to realize the
programmable control of the underlying hardware through the software platform
in the centralized controller and realize flexible network resources. On-demand
deployment. In the SDN network, the network device is only responsible for
pure data forwarding, and can use common hardware; the operating system that
is responsible for control will be refined into an independent network operating
system, which is responsible for adapting different service characteristics, and the
network operating system and Business characteristics and communication between
hardware devices can be implemented programmatically.

As shown in Fig. 1.1, the SDN consists of three layers, forwarding plane, control
plane and application plane.

Forwarding Plane Only responsible for network forwarding, not for the lowest
infrastructure layer responsible for flow table-based data processing, forwarding,
and state collection.

Control Plane The controller centrally manages all the devices on the network.
The virtual entire network is a resource pool. The resources are flexible and
dynamically allocated according to the different needs of users and the global
network topology. The SDN controller has a global view of the network and is
responsible for managing the entire network: for the lower layer, communicating
with the underlying network through standard protocols; for the upper layer,
providing the application layer with control over the network resources through the
open interface.

Application Plane The top layer is the application layer, including various services
and applications; the middle control layer is mainly responsible for processing the
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Fig. 1.1 The architecture of SDN

data plane resources, maintaining the network topology, state information, etc.; DN
application layer through the programming layer provided by the programming
interface The underlying device is programmed to open the control of the network to
the user, and to develop various business applications based on the above, to achieve
rich and colorful business innovation.

In addition, SDN includes two interfaces:

Southbound Interface The southbound interface is the channel through which
the physical device and the controller transmit signals. The related device status,
data flow entries, and control commands need to be communicated through the
southbound interface of the SDN to implement device control.

Northbound Interface The northbound interface is an interface that is open to
the upper layer service application through the controller. The purpose is to enable
the business application to conveniently call the underlying network resources and
capabilities. The service is directly applied to the service application, and the design
needs to be closely related to the service application requirements.

The traditional network adopts a three-layer distributed network, a core layer,
an aggregation layer and an access layer. Without a unified central control node,
devices on the network learn the direct routing information advertised by other
devices, so that each device decides how to forward it. This makes it impossible to
control traffic from the perspective of the entire network. The typical architecture of
SDN is divided into three layers: Forwarding plane, Control plane, and Application
plane.

Therefore, compared with traditional networks SDN has the following advan-
tages: first, the device hardware is normalized. The hardware only focuses on
forwarding and storage capabilities and decouples from the service features. It can
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be implemented using a relatively inexpensive commercial architecture. Second, the
intelligence of the network is all implemented by software. The types and functions
of the network devices are determined by software configuration. The operation
control and operation of the network is performed by the server as a network
operating system (NOS). Third, the service response is relatively faster, and various
network parameters such as routing, security, policy, QoS, traffic engineering, etc.
can be customized, and configured in real time to the network, and the time for
opening specific services will be shortened.

The essence of SDN is to enable users/applications to fully control the behavior
of the network through software programming, to make the network software and
agile. Its typical features are as followed. Control and forwarding are separated. The
forwarding plane consists of controlled forwarding devices. The forwarding mode
and service logic are controlled by the control application running on the separated
control plane. An open interface between the control plane and the forwarding
plane. SDN provides an open programmable interface to the control plane. In this
way, the control application only needs to focus on its own logic, without having
to pay attention to the underlying implementation details. Logically centralized
control. The logically centralized control plane can control multiple forwarding
plane devices, that is, control the entire physical network, thereby obtaining a global
network state view, and implementing optimal network control according to the
global network state view.

Based on the above points, SDN has the following advantages for the network
as followed. First, SDN provides more flexibility for the use, control, and how to
generate revenue for the network. Second, SDN has accelerated the introduction of
new services. Network operators can deploy related functions through controlled
software without having to wait for a device provider to add a solution to their
proprietary device as before. Third, SDN reduces the operating expenses of the
network and reduces the error rate. The reason is that the network is automatically
deployed and the operation and maintenance fault diagnosis is realized, and the
manual intervention of the network is reduced. Fourth, SDN helps to realize the
virtualization of the network, thus realizing the integration of computing and storage
resources of the network, and finally, the control and management of the entire
network can be realized by a simple combination of software tools. Fifth, SDN
makes the network and even all IT systems better oriented to business goals.

1.2.2 Machine Learning

Over the past few decades, machine learning techniques have attracted lots of
attention from both academia and industry. Machine learning was proposed in the
late 1950s as a key approach for Artificial Intelligence (AI) for the first time. The
classical definition of ML can be described as “The development of computer
models for training data that provides solutions to the problems of knowledge
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Fig. 1.2 Evolutions of machine learning techniques

acquisition and enhances the performance of developed systems without being
explicitly programmed to”.

We will have a look at machine learning’s evolutions from the 1950s until now
in Fig. 1.2. The first appearance of ML happened in the 1950s, and some early
researches had been done from 1950 to 1980. With the emerging of data mining,
there was a phenomenal burst of research and development in ML. Data mining
is a group of algorithms about extracting the useful and unknown knowledge from
datasets. Before this, ML was only used in classifying and predicting based on the
known properties extracted from the training data, which needed the appropriate
problem formulations, while data mining was used to discover the unknown
properties from datasets. Data mining does not need to build an appropriate problem
formulation but focuses on discovering valuable knowledge. During this period,
mobile data communication technologies (e.g., LTE and LTE-A) developed rapidly,
and the users’ data exploded in both volume and speed, which enabled to be used
to understand the performances and interests of users. Thus, the first practical
applications appeared, such as advertisements and recommendations toward users’
behaviors.

From the 2010s until now, an even more intelligent branch of ML, called as
deep learning, has attracted the whole world’s attention. If we need the novel
insights from data to construct the computational models aiming at the high-
level data abstractions, one tool for this is deep learning, hierarchical learning.
Deep learning enables to use the unlabeled data to discover the intermediate or
abstract representations in a hierarchical manner with deep neural networks. The
higher-level features are defined based on the lower-level features to improve the
classification or modeling results. Especially, there is a breakthrough when the
distributed version of AlphaGo defeated the European Go champion Fan Hui for
the first time. AlphaGo utilizes the Monte Carlo tree search algorithm and artificial
neural networks to find the optimal moves.
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Fig. 1.3 Various machine learning algorithms and their corresponding classification and applica-
tions

After reviewing the evolution of machine learning, some items about ML
algorithms will be presented. Existing machine learning techniques can be classified
into supervised learning, unsupervised learning, and reinforcement learning. In
supervised learning, algorithms need the labeled training datasets to construct the
system models about the relations among inputs, outputs, and parameters. On
the contrary, unsupervised learnings are not provided with labels and their main
applications are to classify the sample sets into the different clusters based on
the investigations of similarity between inputs. The third category, reinforcement
learning, is another area of ML, where the agent takes actions in an environment
to maximize the cumulative reward. Finally, in order to understand ML algorithms
systematically, various ML algorithms, their corresponding classification and appli-
cations are illustrated in Fig. 1.3.

1.2.2.1 Supervised Learning

Supervised learning is the process of adjusting the parameters of a classifier to the
desired performance using a set of samples of a known class. Supervised learning
is a machine learning task that infers a function from the labeled training data.
The training data includes a set of training examples. In supervised learning, each
instance consists of an input object (usually a vector) and the desired output value
(also known as a supervisory signal). The supervised learning algorithm analyzes
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the training data and produces an inferred function that can be used to map out new
instances. An optimal solution would allow the algorithm to correctly determine
the class labels of those invisible instances. This requires learning algorithms to be
formed in a “reasonable” way from one training data to invisible.

The training set requirements for supervised learning include input and output,
and can also be said to be features and goals. The goal of the training set is to
be labeled (scalar) by the person. Under supervised learning, the input data is called
“training data” and each set of training data has a clear identification or result. When
establishing a predictive model, supervised learning establishes a learning process,
compares the predicted results with the actual results of the “training data”, and
continuously adjusts the predictive model until the predicted outcome of the model
reaches an expected accuracy.

Supervised learning is divided into classification algorithms and regression
algorithms: For classification, the target variable is the category to which the sample
belongs. In the sample data, the characteristics of each sample are included, for
example, the training samples of various data input to the model are generated,
and the data of one person is input to determine whether or not the patient has
the data. As a result of cancer, the results must be discrete, with only “yes” or
“no.” For regression, regression is for predicting, for example, a training sample that
inputs various data of a person into a model, and produces a result of “inputting one
person’s data and judging the future economic ability of the person 20 years later”,
and the result is continuous. Often get a regression curve. When the input arguments
are different, the output dependent variables are not discretely distributed. The
difference between classification and regression is that the target variable of the
classification is discrete, and the target variable of the regression is continuous
numerical.

1.2.2.2 Unsupervised Learning

Compared with supervised learning, the unsupervised learning training set has
no artificially labeled results. In unsupervised learning, data is not specifically
identified, and the learning model is used to infer some of the inherent structure
of the data. Common application scenarios include learning of association rules
and clustering. Common algorithms include the Apriori algorithm and the K-Means
algorithm. The goal of this type of learning is not to maximize the utility function,
but to find the approximate point in the training data. Clustering often finds fairly
good visual classifications that match hypotheses. For example, aggregates based
on demographics may form a rich aggregate in one group, as well as other poor
aggregates.

Unsupervised learning seems very difficult: the goal is that we don’t tell the
computer what to do, but let it (computer) learn how to do something. There are
two general ideas for unsupervised learning: The first idea is to not specify a clear
classification when guiding the Agent but to adopt some form of incentive system
when it succeeds. It should be noted that this kind of training is usually placed in
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the framework of decision-making problems because its goal is not to produce a
classification system but to make the decision to maximize returns. This kind of
thinking is a good summary of the real world, Agent can motivate those correct
behaviors and penalize other behaviors.

Commonly used unsupervised learning algorithms mainly include principal
components analysis methods such as PCA, equidistant mapping method, locally
linear embedding method, Laplacian feature mapping method, black plug local
linear embedding method and local tangent spatial permutation method. A typical
example of unsupervised learning is clustering. The purpose of clustering is to bring
together similar things, and we don’t care what this class is. Therefore, a clustering
algorithm usually only needs to know how to calculate the similarity and can start
working.

1.2.2.3 Reinforcement Learning

Reinforcement learning is a reward-guided behavior in which the agent learns in
a “trial and error” manner, and the goal is to maximize the reward of the agent
through the interaction with the environment. Reinforcement learning is different
from the supervised learning in connected learning. It is mainly reflected in the
teacher’s signal. The enhanced signal provided by the environment in reinforcement
learning is to evaluate the quality of the action (usually a scalar signal), rather
than telling the reinforcement learning system RLS (reinforcement learning system)
how to generate the correct action. Because the external environment provides very
little information, RLS must learn on its own experience. In this way, RLS gains
knowledge in an action-evaluation environment and improves the action plan to
adapt to the environment.

Reinforcement learning is developed from theories of animal learning, parameter
disturbance adaptive control, etc. The basic principles are: If a certain behavioral
strategy of the Agent leads to a positive reward (enhanced signal), then the trend of
the Agent to generate this behavioral strategy will be strengthened. The goal of the
Agent is to find the optimal strategy in each discrete state to maximize and reward
the desired discount.

Reinforcement learning regards learning as a process of tentative evaluation.
The Agent selects an action for the environment. After the environment accepts
the action, the state changes, and at the same time, an enhanced signal (a reward
or punishment) is sent to the Agent. The agent re-intensifies the signal and the
current state of the environment. Choosing the next action, the principle of choice
is to increase the probability of being positively strengthened (award). The selected
action not only affects the immediate enhancement value but also affects the state
of the environment at the next moment and the final enhancement value.
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1.3 Related Research and Development

1.3.1 3GPP SA2

3GPP SA2 set up a research project “Study of enablers for Network Automation for
5G (eNA)” on 5G network intelligence at the Hangzhou conference in May 2017.
The project belongs to 3GPP Rel 16, SA2 has officially discussed the project at the
Gothenburg meeting in January 2018.

The project background of the project is that 3GPP SA2 introduces Network Data
Analysis Function (NWDAF) in Rel 15’s 5G core network. At present, the main
application scenario of the function is a slice network, which provides network slice
state analysis results to the policy control function and the network slice selection
function by automatically analyzing the network data related to the network slice.
On the other hand, in the 5G network architecture research of Rel 15, SA2
introduced some new requirements, such as on-demand mobility management, non-
standardized QoS, traffic offloading and offloading. Without network data analysis,
it is difficult to actually deploy and implement these requirements. Therefore, in
order to make the 5G network more flexible and intelligent, Huawei has led the
establishment of the eNA project in SA2.

The research goal of the eNA project is to collect and analyze network data
through NWDA, generate analysis results, and then use the analysis results for net-
work optimization, including customized mobility management, 5G QoS enhance-
ment, dynamic traffic grooming and offload, and user plane functions. Select, based
on the service usage of the UE, traffic policy routing and service classification.

1.3.2 ETSI ISG ENI

Recently, the European Telecommunications Standards Institute ETSI officially
approved the establishment of a new industry standard group ENI (Experiential
Networked Intelligence). The working group’s goal is to align the scenarios and
requirements of the network intelligence, define a closed-loop control model based
on “observation-judgment-decision-action” and simulate human brain decision-
making, and continuously optimize the network environment and continuously
optimize decision-making results. Means to effectively cope with complex network
management and control challenges and improve network operation management
efficiency and experience.

The research scope of the working group includes analyzing the operational
and operation and maintenance requirements of operators’ traditional networks
and SDN/NFV networks and guiding operators to build an architecture including
adaptive sensing, flexible policy definition support, and intelligent decision-making
and execution. The architecture should fully support operators’ flexible business
strategies and intelligent, self-optimizing, and autonomous smart network concepts.
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At the same time, the architecture will also promote the development of technologies
such as telemetry remote sensing, big data collection and management, and machine
learning algorithms to support intelligent analysis and decision making. The unified
strategy model is one of the core research technologies of network artificial
intelligence.

The current ENI work process is divided into two phases: the first phase defines
and describes the use cases and requirements, and makes them agree, analysing the
gap between use cases and requirements and liaising with relevant standards groups.
In the second phase, ENI will define the corresponding network architecture based
on the results of the first phase, and design the use cases and requirements defined
in the first phase. Currently, ENI has launched four related technical manuscript
projects: use cases, requirements, context-aware strategy management gap analysis,
terminology. At present, the drafting of these four manuscripts has come to an end,
and the manuscript will be released after being reviewed. At the same time, ENI
launched the architecture project in January 2018.

1.3.3 ITU-T FG-ML5G

During the ITU-T SG13 meeting in November 2017, representatives of business
experts from different countries such as Germany, South Korea, China, Tunisia,
and Africa proposed the establishment of a machine learning-network focus group,
which was officially approved by the SG13 plenary discussion. The official name of
the focus group is Machine Learning for Future Networks including 5G, referred to
as FG-ML5G.

The FG-ML5G is a working platform open to both ITU and non-ITU members.
The goal is to analyze how to apply machine learning to future networks, especially
5G networks, to improve network performance and user experience. Specific work
includes analyzing and collaborating with current industry standards organizations;
researching machine learning scenarios, potential needs, architectures, and specific
interfaces, protocols, algorithms, data structures, and personal information protec-
tion in future networks; analyzing machine learning Impact on autonomous network
control and management.

FG-ML5G is the focus group under SG13. It has three working groups internally
to study application scenarios and business requirements, data format, machine
learning technology, and network architecture. The research period is 1 year, and it
can be determined by SG13 if necessary. Whether to postpone. The research report
and draft standard of the FG-ML5G output can be used as input for subsequent
research on SG13.
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1.4 Organizations of This Book

This book is organized as depicted in Fig. 1.4. We first propose the concept of Net-
workAI, a novel paradigm that applying machine learning to automatically control
a network. NetworkAI employs reinforcement learning and incorporates network
monitoring technologies such as the in-band network telemetry to dynamically
generate control policies and produces a near optimal decision. We employ the SDN
and INT to implement a network state upload link and a decision download link to
accomplish a closed-loop control of a network and build a centralized intelligent
agent aiming at learning the policy by interaction with a whole network.

Then, we discuss the possible machine learning methods for network awareness.
With the rapid development of compelling application scenarios of the networks,
such as 4K/8K, IoT, it becomes substantially important to strengthen the manage-
ment of data traffic in networks. As a critical part of massive data analysis, traffic
awareness plays an important role in ensuring network security and defending traffic
attacks. Moreover, the classification of different traffic can help to improve their
work efficiency and quality of service (QoS).

Furthermore, we discuss how machine learning can achieve network auto-
matically control. Finding the near-optimal control strategy is the most critical
and ubiquitous problem in a network. Examples include routing decision, load
balancing, QoS-enable load scheduling, and so on. However, the majority solutions
of these problems are largely relying on a manual process. Therefore, to address this
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issue, in Chap. 4, we apply several artificial intelligence approaches for self-learning
control strategies in networks.

In addition, resource management problems are ubiquitous in the networking
field, such as job scheduling, bitrate adaptation in video streaming and virtual
machine placement in cloud computing. In Chap. 5, we focus on how machine
learning can optimal resource management decision.

Finally, in order to reduce network complexity and improves automation by
eliminating manual configurations, we discuss the intent-based networking which
allows a user or administrator to send a simple request—using natural language—
to plan, design and implement/operate the physical network. For example, an IT
administrator can request improved voice quality for its voice-over-IP application,
and the network can respond. For intent-based networking, the translation and
validation system take a higher-level business policy (what) as input from end users
and converts it to the necessary network configuration (how) by natural language
understanding technology. To achieve intent-based networking, in Chap. 6, we focus
on how machine learning can technology can be used in the natural language
understanding in translation and validation system.

1.5 Summary

In this chapter, we mainly introduce the background. We first introduce the moti-
vation of this book. Based on the motivation, we propose the coordinated network
architecture and discuss the key technologies and challenges in the architecture.
Then, the related research and development are provided. Finally, we give the
organizations of this book.



Chapter 2
Intelligence-Driven Networking
Architecture

Network architecture provides a full picture of the established network with a
detailed view of all the resources accessible. The architecture of software defined
network facilitates separation of the control plane from the forwarding plane.
However, the work on the control plane largely relies on a manual process in
configuring forwarding strategies. To address this issue, in this chapter, we propose
NetworkAI, a new network architecture exploiting software-defined networking,
network monitor technologies and reinforcement learning technologies for con-
trolling networks in an intelligent way. NetworkAI implements a network state
upload link and a decision download link to accomplish a closed-loop control of
the network and builds a centralized intelligent agent aiming at learning the policy
by interacting with the whole network.

2.1 Network AI: An Intelligent Network Architecture for
Self-Learning Control Strategies in Software Defined
Networks

Recently, Software Defined Networking (SDN) has received a large amount of
attention from both academia and industry. The SDN paradigm decouples control
plane from data plane and provides a logically-centralized control plane, wherein
the network intelligence and state are logically centralized, and the underlying
network infrastructure is abstracted for the network applications and services [1, 7].
This logically-centralized control mechanism provides the efficient use of network
resources for network operators and the programmability brought by SDN simplifies
the configuration and management of networks. Therefore, network operators can
easily and quickly configure, manage and optimize network resource in SDN
architecture [3]. However, even though a separation of the control plane from the
forwarding plane facilitates large scale and dynamic networks, a challenge that
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remains un-tackled is that the work on the control plane relies heavily on a manual
process in configuring forwarding strategies.

Finding the near-optimal control strategy is the most critical and ubiquitous
problem in a network. The majority of approaches to solve this problem today
usually adopted the white-box approaches [5, 6]. With the expansion of network
size and the rapid growth of the number of network applications, current networks
have become highly dynamic, complicated, fragmented, and customized. These
requirements pose several challenges when applying these traditional white-box
algorithms [4]. Specifically, a white-box approach generally requires an idealized
abstraction and simplification of the underlying network; however, this idealized
model often poses difficulties when dealing with a real complex network environ-
ment. In addition, the white-box method presents poor scalability under different
scenarios and applications.

Owing to the success of Machine Learning (ML) related applications, such as
robotic control, autonomous vehicles, and Go [8], a new approach for network
control through ML has emerged. This new networking paradigm using is firstly
proposed by Mestres et al., which is referred to as Knowledge-Defined Networking
(KDN) [9]. However, KDN and some other similar works [10, 12] just proposed
some concept, no detail was described in these papers and no actual work has been
implemented.

In this part, we propose NetworkAI, an architecture exploiting software-defined
networking, network monitor technologies (e.g., traffic identification, In-band Net-
work Telemetry(INT)), and reinforcement learning technologies for controlling net-
works in an intelligent way. NetworkAI implements a network state upload link and
a decision download link to accomplish a close-loop control of network and builds
a centralized intelligent agent aiming at learning the policy by interacting with the
whole network. The SDN paradigm decouples control plane from data plane and
provides a logically-centralized control to whole underlying network. Some new
network monitor technologies, such as In-band Network Telemetry(INT), [2, 11, 13]
can achieve millisecond uploading of the network state and provide real-time packet
and flow-granularity information to a centralized platform [14]. In addition, a
network analytical platform, such as the PNDA [15], provides big data processing
services via some technologies such as Spark and Hadoop. SDN and monitor
technologies offer a completely centralized view and control to build the interaction
framework of a network, thus enabling the application of ML running in a network
environment to address the network control issues.

NetworkAI applies DRL to effectively solve real-time large-scale network
control problems without relying on too much manual process and any assumptions
of the underlying network. RL involves agents that learn to make better decisions
from experiences by interacting with the environment [13, 17]. During training, the
intelligent agent begins with no prior knowledge of the network task at hand and
learns by reinforcement based on its ability to perform a task. Particularly, with the
development of deep learning (DL) techniques, the success of combined application
of RL and DL to large-scale system control problems (such as GO [8] and playing
games) proves that the deep reinforcement learning (DRL) algorithm can deal with
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the complicated system control problem. DRL represents its control policy as a
neural network that can transfer raw observations (e.g., delay, throughput, jitter) to
the decision [16]. Deep learning (DL) can effectively compress the network state
space thus enabling RL to solve large-scale network decision-making problems that
were previously found difficult in handling high-latitude states and motion space.

In NetworkAI, the SDN and new network monitor technologies are employed
herein to construct a completely centralized view and control for geographical
distributed network and build a centralized intelligent agent to generate a network
control policy via DRL. The NetworkAI can intelligently control and optimize a
network to meet the differentiated network requirements in a large-scale dynamic
network.

Different from the traditional white-box approaches, this part proposes a new
network paradigm (i.e. NetworkAI) in applying ML to solve network control
problem. The main contribution of this section can be summarized as follows:

• We employ the SDN and INT to implement a network state upload link and
a decision download link to accomplish a close-loop control of a network and
build a centralized intelligent agent aiming at learning the policy by interaction
with a whole network.

• We apply DRL to effectively solve real-time large scale network control prob-
lems without too much manual process and any assumptions of underlying
network, where the DRL agent can produce a near-optimal decision in real time.

2.1.1 Network Architecture

In this subsection, we firstly introduce the NetworkAI architecture and elaborate
how it operates. The model of the NetworkAI is shown in Fig. 2.1. This model
consists of three planes called the forwarding plane, the control plane, and the AI
plane. And then, we will give a detailed description of each layer.

2.1.1.1 Forwarding Plane

The function of the forwarding plane is forwarding, processing, and monitoring data
packets [18]. The network hardware, which is composed of line-rate programmable
forwarding hardware, only focuses on simply data forwarding without embedding
any control strategies. The control rules are issued by the SDN controller via
southbound protocols such as OpenFlow [23] or P4 [24]. When a packet comes
into the node, it will be forwarded and processed according to these rules. Besides,
there are some monitoring processes embedded in nodes. The network monitor data
will be collected and sent to the analytical platform. Thus, it can offer complete
network state information to facilitate the AI plane to make decisions.
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Fig. 2.1 The NetworkAI architecture

2.1.1.2 Control Plane

The function of the control plane is to connect the AI plane and the forwarding
plane. This plane provides abstractions for accessing lower-level geographical
distributed forwarding plane and pools the underlying resources (such as link
bandwidth, network adapter, and CPU capacity) to the AI plane. The function of the
SDN controller is to manage the network through standard southbound protocols
and interact with the AI plane through the northbound interfaces. This logically-
centralized plane eases the burden of the network control problem imposed by a
geographical distributed network. Thus, the policies generated by the AI plane can
be quickly deployed into the network.

2.1.1.3 AI Plane

The function of the AI plane is to generate policies. In the NetworkAI paradigm, the
AI plane takes advantage of SDN and monitor techniques to obtain a global view
and control of the entire network. The AI agent learns the policy through interaction
with the network environment. While learning the policy is a slow process, the
network analytical platform provides a big data storage and computing capacity.
Fundamentally, the AI agent processes the network state collected by the forwarding
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plane, then transforming the data to a policy through RL and using that policy to
make decisions and optimization.

2.1.2 Network Control Loop

In the NetworkAI architecture, we design the network state upload link and
the decision download link to accomplish a close-loop control of network. The
NetworkAI architecture operates with a control loop to provide an interactive
framework for a centralized agent to automatically generate strategies. Now, in this
subsection, we will detail how the NetworkAI architecture implement a control
loop of the whole network and how the intelligent agent learns the policy by RL
approach.

2.1.2.1 Action Issue

In traditional distributed networks, the control plane of the network node is closely
coupled with the forwarding plane which has only partial control and view over the
complete network. This partial view and control can lead to no global convergence
of learning result. The AI agent need to continually converge to a new result when
network state changed which will lead to a bad performance in real-time control
problem. For purpose of achieving global optimum, the controlling and managing
of the whole network is premise. SDN is a paradigm which separates the control
plane from the forwarding plane and therefore breaks the vertical integration. The
SDN controller treats the entire network as a whole. In this manner, the SDN acts
as a logical-centralized agent to control the whole network. The SDN controller
issues a control action through an open and standard interface (e.g., OpenFlow, P4).
These open interfaces enable the controller to dynamically control heterogeneous
forwarding devices, which is difficult to achieve in traditional distributed networks.

As demonstrated in Fig. 2.2, the agent can issue control actions to the forwarding
plane via southbound protocols according to the decisions made at the AI plane, the
network node at the forwarding plane operates based on the updated rules imposed
by the SDN controller [9]. In this manner, we realized the global controllability of
the entire network.

2.1.2.2 Network State Upload

In the SDN network architecture, the controller can send an action decision
to the underlying network with an aim to acquire a complete network control.
Furthermore, obtaining the complete real-time view of the whole network is also
crucial to make near-optimal decisions. The most relevant data that should be
collected is network state information and traffic information. To this end, we
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Fig. 2.2 The action issuing process

designed the upload link to access fine-grained network and traffic information. In
this subsection, we will introduce how the NetworkAI architecture achieves network
state upload.

1. Network Information: Network information mainly refers to the status of the
network device (information below the L2 layer), including the network physical
topology, hop latency, and queue occupancy. In our architecture, we borrow in-
band telemetry technology to achieve fine-grain network monitoring.

Obtaining fine grained network monitoring data of dynamic networks is a
concern of NetworkAI. The traditional monitor technologies are commonly
based on out-band approaches. In this way, monitoring traffic is sent as dedicated
traffic, independent from the data traffic (“probe traffic”), such as SNMP,
synthetic probes. These methods bring to much probe traffic in networking and
overhead computation to control plane in large-scale dynamic networking which
extremely degrades the performance of real-time controlling.

In-band network telemetry is a framework designed to allow the collection
and reporting of network state by the data plane, without requiring intervention
or computation by the control plane. The core idea of INT is to write the network
status into the header of a data packet to guarantee the granularity of monitoring
the network at the packet level [25]. The telemetry data is straightforward adding
to the packet. Therefore, the end-to-end monitoring data can be retrieved from the
forwarding node through Kafka or IPFIX directly to AI plane’s big data platform
without intervening by the control plane.

The INT monitoring technology model is illustrated in Fig. 2.3. From the
Fig. 2.3, we can see that a source node embeds instructions in the packets, listing
the types of network information needs to be collected from the network elements
(e.g., hop latency, egress port TX link utilization, and queue occupancy). Each
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Fig. 2.3 The collection process of network information

network element inserts the requested network state in the packet as it traverses
the network. When the packet is sent to the INT Sink, the load data is sent to the
user and the telemetry data is sent to the network analytical plane.

Data collection can be realized based on the actual traffic. INT provides
the ability to observe and collect real-time and end-to-end network information
across physical networks. In addition, the mechanism of INT vanishes the over-
head communication of probe traffic and overhead computation of control plane.
Due to borrowing from INT technology, the AI plane can obtain millisecond fine
grain network telemetry data, which gives the possibility to react network in time.

2. Traffic Information: Traffic information mainly include service-level infor-
mation (e.g., QoS/QoE), anomaly traffic detection information(e.g., elephant
flow), etc. In network, different applications produce various traffic types with
diverse features and service requirements. In order to better manage and control
networking, the identification of network traffic plays a significant role [26].
For instance, elephant flow is an extremely large continuous flow established
by a TCP (or other protocol) flow [27]. Elephant flows can occupy network
bandwidth and bring seriously congestion to the network. Therefore, it is of great
significance for AI plane to detect or even predict the elephant flow in time and
take the necessary action to avoid network congestion.

In our architecture, as illustrated in Fig. 2.4, several monitor processes
embedded in some nodes to transfer the raw traffic data (e.g., flow granularity
data, relevant traffic feature, and Deep Packet Inspection (DPI) information) to
the traffic information via data mining methods, such as traffic classification and
traffic anomaly detection [28, 30]. Then, the traffic information will be upload to
the network analytical plane to assist AI plane in decision making.
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Fig. 2.4 The collection process of traffic information

2.1.2.3 Policy Generation

With the aim to apply ML method to realize an intelligent network control, we have
already constructed the interaction framework between an AI agent and the network
environment. In this part, we will describe how to use ML method to generate
the network policy. The machine learning methods contain three approaches,
supervised learning, unsupervised learning and reinforcement learning. Compared
to supervised and unsupervised learning, reinforcement learning is more suitable for
close-loop control problems. In particular, with the development of DL, the success
of combining DL and RL for applications in decision-making domains (Playing
Atari with Deep Reinforcement Learning by DeepMind at NIPS 2013 and the 2016
Google AlphaGo success on Go) demonstrates that DRL can effectively solve large-
scale system control problems. Thus, we apply RL method to solve the large-scale
network control problem.

RL based learning tasks are usually described as a Markov decision process,
as shown in Fig. 2.5. At each step, an agent observes the current state st from the
network environment and the agent takes an action at according to a policy π(a|s).
Following the action, the network environment transfer to state st + 1 and the
agent observes a reward signal rt from environment. The goal of the reinforcement
learning is to obtain the optimal behavior policy that maximizes the expected long-
term reward. Specifically, in the network scenario, the state is represented by the
network state and flow information, the action is by network behaviors (e.g., CDN
selection, routing selection) and the reward is based on the optimal target.
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Fig. 2.5 The reinforcement learning process

The RL agent uses a state-action value function Q(s, a) to measure the actions
expected for a long-term reward on the state s. Starting from a random Q-function,
in q-learning algorithm, the agent continuously updates its Q-values by:

Q(st , at )
α← rt+1 + λQ(st+1, at+1) (2.1)

where x
α← y ≡ x ← x + α(y − x) and λ is the discount parameter. Using

these evolving Q-values, the agent chooses the action with the highest Q(s, a) to
maximize its expected future rewards.

Particularly, the combination of DL and RL takes a step further in complex
system control. The traditional RL algorithm records the reward of (state, action)

through the table-based method, which will lead to complexity issues that the RL
is not designed for, namely memory complexity, computational complexity, and
sample complexity, as its use was inherently limited to low-dimensional problems
[31]. Specifically, in a large-scale and highly dynamic network, there are too
many (state, action) pairs. It is often impractical to maintain the Q-value for all
possible (state, action) pairs. Hence, it is common to use a parameterized function
Q(s, a; θ) to approximate Q(s, a). Deep neural networks have powerful function
approximation and representation learning capabilities [32]. The DL algorithm
can automatically extract low-dimensional features from high-dimensional data.
Therefore, DL can effectively compress the network state space, as illustrated in
Fig. 2.6, thus enabling RL to solve large-scale network decision-making problems
that were previously found difficult in handling high-latitude states and motion
space.

Based on such reinforcement learning framework, the data flow in NetworkAI
is described as follow. The network monitor data and traffic information will be
collected by the upload link, the decision for each flow calculated in AI plane
send to SDN controller via northbound Interface. The SDN control then issue the
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Fig. 2.6 The compress process of mass states

rule through southbound interface. Thus, this data flow achieves RL agent through
interaction with the underlying network. Different applications just need craft the
reward signal to guide the agent toward good policy to meet their objectives.

In our architecture, we apply deep reinforcement learning to generate network
policy. Combining RL with DL leads to a general artificial intelligence solution for
solving complex network control problems. We believe that introducing DRL for
network decision making presents two main advantages.

First, the DRL algorithm is a black-box approach. The DRL agent only need to
have different network decision tasks and optimization goals in designing action
spaces and rewards without changing the mathematical model. In addition, because
an artificial neural network has the characteristic of expressing arbitrary nonlinear
mappings, the DRL agent can understand a nonlinear, complex, multi-dimensional
network control problem without the need of any simplifications. On the contrary,
traditional white-box approaches require assumptions and simplifications of the
underlying network aiming at building the equivalent mathematical model and
tailoring for a problem that has to be optimized.

Second, the DRL agent does not need to converge again when network state
changed [22]. Once the DRL agent trained, an approximate optimal solution can be
calculated in single step through matrix multiplication where the time complexity is
only approximately O(n2), where n is represented by number of network nodes. In
contrast, the heuristic algorithms need take many steps to converge to a new result,
where leads to high computational time cost. For example, the time complexity of
ant colony algorithm is O(n × (n − 1) × mt), where n is represented by number
of network nodes , m is number of ants , t is number of iterations. Therefore, DRL
offers a tremendous advantage for the real-time control of a dynamic network.

Above all, the NetworkAI achieves applying RL approach for the real-time
control of the network. The SDN, INT and traffic identification technologies are
used to implement the network state upload link and the decision download link
respectively with an aim to obtain a centralized view and control of a complex net-
work systems. In addition, DRL agent in AI plane can effectively solve complexity
network control problem without the need of any simplifications of real network
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environment. Furthermore, that a near-optimal solution can quickly be calculated
once it is trained represents an important advantage for the real-time control of
the network. Thus, the NetworkAI facilitates an automated control of a large-scale
network.

2.1.3 Use Case

The main objective of this use case is to demonstrate that it is possible to model the
behavior of a network with the proposed NetworkAI architecture. In particular, we
present a simple example in the context of QoS routing, where the NetworkAI was
used to make intelligent decisions to select the best routing path aiming at satisfying
the QoS requirements.

The traditional Internet design is based on end-to-end arguments with an aim to
minimize the network supports. This type of architecture is perfectly suited for data
transmission where the primary requirement is reliability [10]. However, with the
proliferation of various applications (such as multimedia transmission application,
where timely delivery is preferred over reliability), the demands of each application
are different. Thus, the network should support QoS in a multi-application traffic
scenario [21]. However, the question of how to support end-to-end QoS is an on-
going problem.

QoS routing mainly involves path selection that meets the QoS requirements
arising from different service flows. It is a mechanism of routing based on QoS
requests of a data flow and the available network resources. The typical QoS
indicators for applications in the network are different, as demonstrated in Table 2.1
in which we list the QoS requirements for several applications.

The dynamic QoS routing can be seen as a Constrained Shortest Path (CSP)
problem, which is an NP-complete problem [33]. Although researchers from both
academia and industry have proposed many solutions to solve the QoS limitations
of the current networking technologies [19, 20, 33], many of these solutions
either failed or were not implemented because these approaches come with many
challenges. The tradition heuristic methods bring high computational time cost

Table 2.1 The QoS indicator for several applications

QoS

Application Delay Throughput Jitter Losses

Realtime multimedia
√ √ √

Augmented reality or virtual reality
√ √ √ √

VoIP
√ √

Scheduling in datacenters
√ √ √ √

Internet of vehicles
√ √
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Fig. 2.7 The experiment example

in network control, which is difficult to apply to real-time dynamic network
environment.

The NetworkAI paradigm can address many of the challenges posed by the QoS-
Routing problem. RL approach can calculate an near-heuristic solution in one step,
which can benefit for real-time control to large-scale network. And the closed-
loop architecture in NetworkAI provide an interaction framework which achieves
applying DRL in geo-distributed network. In our experiment, we applied the Deep
Q-learning algorithm in a central agent, aimed to select the best routing path to
minimize the network delay [21, 29, 34].

Methodology We simulated a network with 36 nodes and 50 full-duplex links,
with uniform link capacities and different transmission delay. One of these nodes
applied DQN and the others run short path algorithm. In addition, we devised ten
traffic intensity (TI) levels, ranging from 1 to 10, which represent the volumes of the
network traffic at different times. The traffic generated randomly in each node and
volumes is subject to poisson distribution.

As shown in Fig. 2.7, it is a part of the whole experiment topology. We applied
DQN to guide node i’s routing action. In our experiment, state is represented by the
link delay, node processing delay, which is up to 8620 states. Action is represented
by the tuple of node which univocally determine the paths for the source-destination
node pairs. As shown in Fig. 2.7, the action space for the node i to destination j is
(i, k, j), (i, l, j) and (i,m, j). In addition, reward is represent by the delay from the
source to the destination node.

In our experiment, we employed a neural network that has five fully connected
hidden layers with a sigmoid activation function as well as a trained DQN on the
gym platform [35] and Keras [36]. In addition, we devised ten traffic intensity (TI)
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Fig. 2.8 The DRL learning process

levels, ranging from 1 to 10, which represent the volumes of the network traffic at
different times. The DRL agent was trained for 200K steps for each TI.

Experimental Results and Analysis The DRL learning process is demonstrated in
Fig. 2.8. This relevant outcome is that the DRL performance increases with training
steps and the DRL agent be convergence when the training step more than 200K.
The reason is that the DRL learning is a process that the result is close to a near-
optimal strategy by interacting with the environment. The second simulation results
are demonstrated in Fig. 2.9. It can be seen that the average transmission time of the
network increases with the increase of network traffic load. When the load level is
low, with the increase of network load, the increase of average transmission time is
stable. But when the network load continues to increase, the average transmission
time increases sharply, due to the fact that the network capacity is close to saturation.

In our experiment, the benchmark algorithm is the shortest path algorithm. When
the network load is low, there is no congestion in the network and the shortest path
is the optimal path. So, the benchmark result is better. With the increase of network
load, congestion occurs on the shortest path of the network, and the network agent
will have to choose non-congested links for transmission. Thus, in this situation, the
DRL performance performs much better than the benchmark.
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2.1.4 Challenges and Discussions

In this subsection, we proposed a new network paradigm named NetworkAI. We
introduce this architecture to effectively solve the two main problems when apply
ML in network, how to run ML on distributed network and how to generate complex
strategies. Through the technologies of SDN, monitor technologies, and RL, the
intelligent agent can automatically generate network strategies for network control
and management. Moreover, through a use case, we have demonstrated that a fully
automated DRL agent can provide routing policy that tends to minimize the network
delay.

Compared with the traditional network architectures, we apply SDN and monitor
technologies to implement a completely centralized view and control for distributed
network systems and build a closed control loop for real-time upload of network
state info and download of actions.

At the same time, DRL is introduced to effectively generate control policy in
network systems. Benefit from the DL method with powerful function approxima-
tion and representation learning capabilities, the massive state space of the network
can be effectively compressed. In addition, due to the black-box feature of RL
approach, for different network decision tasks and optimization goals, only the
action space and reward have to be designed. Furthermore, the near-optimal solution
can be calculated in single step once the DRL trained. Compared with the traditional
heuristic algorithms, this feature presents a huge advantage for real-time network
applications.
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The NetworkAI paradigm brings significant advantages to networking. However,
it also meets some challenges that need to be addressed further.

2.1.4.1 Communication Overhead

The communication overhead for retrieving and issuing data is a serious problem in
SDN architecture. While the convenience brought by centralized framework, it leads
to too much interaction between centralized controller and distributed forwarding
unit. The performance of NetworkAI will be degraded as a result of the rapid flow
table update to all forwarding unit. To address it, NetworkAI can borrow some
technologies from SDN. One possible solution is segment routing technology, which
implements the source routing and tunnel method to effectively reduce the flow table
update. Another way to alleviate this problem is to employ a cluster of controller to
handle larger flow tables [37].

2.1.4.2 Training Cost

RL approach provides flexible tools to address network control problems. Nonethe-
less, RL method involve a large amount of training cost, especially in network
scenario where exists mass applications and services. When new businesses or
services appears, the agent requires a significant level of training cost which weaken
the flexibility of NetworkAI. In this context, the NetworkAI paradigm requires
mechanisms to reduce the training cost to satisfy mass of new network applications.
A notable approach to address this problem is adding prior knowledge to accelerate
the training process, such as transfer learning, imitation learning [38]. In this sense,
these trick may reduce the training cost when new businesses or services appear and
essentially in taking a step further in performance of NetworkAI.

2.1.4.3 Testbeds

To evaluate the performance of new network designs and algorithms, testbeds are
more convincing for network experiments compared with simulators and emulation
platforms, because testbeds can incorporate real traffic and real network facilities
[39]. Building a complex experimental environment will be the most critical issue
for applying AI in a network. In particular, due to the fact that the NetworkAI
architecture is aimed at a complex, highly dynamic multi-application network
environment, it is difficult to obtain convincing experiments through the network
simulator. Therefore, in the immediate future, we plan to build a large-scale real
NetworkAI testbed to expand our experiments.



28 2 Intelligence-Driven Networking Architecture

2.2 Summary

In this chapter, we presents NetworkAI, an intelligent architecture for self-learning
control strategies in SDN networks. NetworkAI employs deep reinforcement learn-
ing and incorporates network monitoring technologies such as the in-band network
telemetry to dynamically generate control policies and produces a near optimal
decision.
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Chapter 3
Intelligent Network Awareness

In the network, different applications produce various traffic types with diverse
features and service requirements. Therefore, in order to better manage and control
networking, the intelligent awareness of network traffic plays a significant role. Net-
work traffic information mainly includes service-level information (e.g., QoS/QoE),
anomaly traffic detection information, etc. In this chapter, we first present a multi-
level intrusion detection model framework named MSML to address these issues.
The MSML framework includes four modules: pure cluster extraction, pattern
discovery, fine-grained classification and model updating. Then, we propose a novel
IDS framework called HMLD to address these issues, which is an exquisitely
designed framework based on Hybrid Multi-Level Data Mining. In addition, we
propose a new model based on big data analysis, which can avoid the influence
brought by adjustment of network traffic distribution, increase detection accuracy
and reduce the false negative rate. Finally, we propose an end-to-end IoT traffic
classification method relying on deep learning aided capsule network for the sake
of forming an efficient classification mechanism that integrates feature extraction,
feature selection and classification model. Our proposed traffic classification method
beneficially eliminates the process of manually selecting traffic features, and is
particularly applicable to smart city scenarios.

3.1 Intrusion Detection System Based on Multi-Level
Semi-Supervised Machine Learning

With the rapid development of the Internet, the number of network invasions greatly
increases [1]. As a widely-used precautionary measure, intrusion detection has
become an important research topic. Machine learning (ML), which can address
many nonlinear problems well, has gradually become the mainstream in the field of
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intrusion detection system. Many existing models based on ML employ supervised
learning algorithms to train an intrusion detection classifier using a set of labeled
training samples, then use this classifier to classify unlabeled test data.

There are two main problems in network traffic, which affect the robustness of the
ML model. Firstly, network traffic has a severe class-imbalance problem. It means
that some categories have much more samples than others. This problem is also
called ‘elephant traffic’ and ‘mouse traffic’ problem. The generated ML model will
suffer because the model will be much more suitable for ‘elephant traffic’ rather
than ‘mouse traffic’. Secondly, training data and test data can have a non-identical
distribution problem. It means that our training data and test data are generated
by two different probabilistic distributions [16, 31]. The independent identical
distribution is an extremely important premise of statistical machine learning. Non-
identical distribution problem can cause a decrease in accuracy rate. Unfortunately,
the distribution of network traffic is not static because the uncertainty of users’
behaviors leads to the variable distribution of network traffic. The high cost of expert
system determines that it is not possible to mark a large amount of network traffic
in real-time [39]. We usually train the model using historical labeled data.

In this section, we propose a novel intrusion detection system based on a
multi-level semi-supervised machine learning framework (MSML) to tackle with
aforementioned problems. The main contributions of this part are described as
follows:

• In order to alleviate the class imbalance problem, we propose a concept of
pure cluster, and propose a cluster-based under-sampling methods, which is a
hierarchical, semi-supervised k-means clustering algorithm. There exists a large
number of samples in pure cluster. Furthermore, these pure cluster samples can
be predicted accurately using our proposed method.

• For the non-identical distribution problem, a method is proposed to distinguish
known and unknown pattern samples in the test set. We can obtain a guaranteed
high recognition accuracy for known pattern samples. Also, the unknown pattern
samples could be fine-grained classified.

In this part, the MSML framework is experimented and evaluated on the KDD-
CUP99 dataset. The results show the proposed framework significantly outperforms
our baseline method and many other existing models in the respect of overall
accuracy, F1 score and unknown pattern discovery ability. The results also show
that when the non-identical distribution problem do not occur, our framework is
still suitable and well-performed.

3.1.1 Proposed Scheme (MSML)

In this subsection, we introduce our proposed MSML framework, as shown in
Fig. 3.1. The data generator process for MSML is also shown in Fig. 3.1.
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Fig. 3.1 The MSML framework

The aim for data generator process is to generate the required training set and test
set for the MSML framework. Due to the semi-supervised property of the MSML,
the training set consists of labeled samples and unlabeled samples. The training
labeled data was labeled in the past, reflecting the distribution of historical known
network traffic. The training unlabeled samples and test samples are all generated
by the network traffic generator, which reflects the distribution of current network
traffic. The data preprocessing module is devised to do something necessary before
training model such as normalization and data cleaning.

The MSML consists of four modules including pure cluster extraction, pattern
discovery, fine-grained classification and model updating. The pure cluster extrac-
tion module aims to find large and pure clusters. In the pure cluster module, this
section defines an important concept of “pure cluster pattern” and proposes a hierar-
chical semi-supervised k-means algorithm (HSK-means), aiming at finding out all
the pure clusters. In the pattern discovery module, this section defined the “unknown
pattern” and applied cluster based method to find those unknown patterns. The fine-
grained classification module achieves fine-grained classification for those unknown
pattern samples. The model updating module provides a mechanism for retraining.
For any test sample, once labeled by one module, will not go on any more; and
all test samples will be labeled in pure cluster extraction module, pattern discovery
module and fine-grained classification module.
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3.1.1.1 Pure Cluster Extraction (PCE)

The pure cluster can be defined as a cluster where almost all samples have the same
category. The potential samples located in this pure cluster can be considered to be
the same category as the other samples in this cluster [33].

Given a training labeled set, Dl = {l1, l2, · · · , lN }, which consists of N labeled
samples and a unlabeled training set, Du = {u1, u2, · · · , uM }, which consists of
M unlabeled samples. The labeled and unlabeled training samples are merged with
an aim to form our training set D = Dl ∪ Du. The training set are partitioned
into K clusters {C1, C2, . . . , CK } (K ≤ |D|) using the K-means clustering method.
If the training labeled samples and the training unlabeled samples are identically
distributed, we assume that a large cluster Ci which contains a large number of
samples will meet the following formula, by the principle of the central limit
theorem.

|Cl
i |

|Ci | ≈ N

N + M
, (3.1)

where Cl
i is the k-th cluster in the labeled samples. We can conclude that the cluster

is not pure, if the left hand side of Eq. (3.1) is significantly smaller than the right
hand side. The reason is that the labeled samples only characterize a part of the
whole cluster. Consequently, we mark a cluster “pure” cluster when all the labeled
samples of this cluster belong to a same category and the cluster meets the following
formula:

|Cl
i |

|Ci | ≥ η ∗ N

N + M
, (3.2)

|Ci | ≥ MinPC, (3.3)

where MinPC is a parameter reflecting the minimum number of samples of a
cluster which is required to be spilt using a cluster method recursively. η is a real
number and cannot exceed 1. However, the value of η cannot set to be too small. We
proposed a hierarchical semi-supervised K-means (HSK-means) based on the above
mentioned definition of pure cluster. The pseudo-codes of training phases of HSK-
means algorithm are shown in Algorithm 1. We define a new parameter ArsPC,
reflecting the average number of samples of clusters when HSK-means employ the
clustering in all the samples of a parent cluster. The formula (3.4) shows the method
of calculating the number of child clusters. The key point is that if a cluster do not
meet formula (3.2), then we will perform the K-cluster algorithm on this cluster
recursively unless this cluster do not meet formula (3.3), as is shown in the 10th line
in Algorithm 1. The pseudo-codes of training phases of HSK-means algorithm are
shown in Algorithm 2.

K = |C|
ArsPC

. (3.4)
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Algorithm 1 MSML-PCE HSK-means training
Require: training set D

Ensure: new training set D∗
1: function TREECLUSTER(D)
2: Calculate the number of clusters using formula (3.4)
3: Perform clustering on D to obtain clusters {C1, C2, . . . CK }
4: D.childern ← {C1, C2, . . . CK }
5: for i = 1 → K do
6: if the cluster Ci is a pure cluster then
7: Label all samples in Ci

8: Update D∗ with D − Ci

9: else if |Ci | ≥ ArsPC then
10: T reeCluster(Ci)

11: end if
12: end for
13: end function

Algorithm 2 MSML-PCE HSK-means test
Require: test set T

Ensure: new test set T ∗, labeled test set Tf inished

1: for ∀si ∈ T do
2: index ← D

3: while index has children do
4: Find the nearest children Cj from si
5: index ← Cj

6: if index has a label C then
7: Label si with C

8: Put si into T ef inished

9: break

10: end if
11: end while
12: if si has not a label then
13: Put si into T ∗
14: end if
15: end for

The time complexity of the HSK-means algorithm is O(ntk), where n is the number
of all the samples in the training set, t is the number of iterations with the general
k-means, k is the number of all the clusters including those generated by their
parent clusters and those generated by the whole data. The HSK-means algorithm is
faster than general k-means when both of clusters are identical. In the HSK-means
algorithm, some of clusters is generated by their parent clusters, the number samples
of which is obviously much less than the whole data [36].

For the training set, any sample in pure clusters can be extracted from the training
set. We only preserve those non-pure cluster samples for the training set of the next
module. This is actually a under-sampling method based on cluster. For those pure
clusters, the sampling rate is zero. For those non-pure clusters, the sampling rate is
one. For the test set, all samples in the pure clusters are labeled while all samples in
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those non-pure cluster are not labeled and are preserved for the test set of the next
module.

If all pure clusters cover overmuch samples, the module will leave little
remaining training data to next module, thereby falling into overfitting. Hence,
the appropriate values of two parameters ArsPC and MinPC are important for
the whole MSML framework. It is necessary to adjust these values of the two
parameters.

3.1.1.2 Pattern Discovery (PD)

Pattern is an abstract concept. In this chapter, it refers to a kind of data distribution
in the feature space. Pattern can be classified in different ways [40]. For example,
pattern can be divided into known pattern and unknown pattern. The known patterns
refer to all patterns that exist in the training set, while the unknown patterns refer
to patterns that do not exist in the training set. For another example, pattern can
also be classified into intrusion pattern and normal pattern. The intrusion patterns
refer to patterns of labeled training intrusion samples, while the normal patterns
refer to patterns of labeled training normal samples. In a word, pattern is an
abstract description about data distribution that we wish to recognize. What we
wish to recognize determines the definition of specified pattern. Then we can apply
heuristic and machine learning methods to recognize it. For example, the pure
cluster introduced in Sect. 3.1.1 are belonged to a kind of pattern. Then we use
our proposed hierarchal semi-supervised K-means algorithms to obtain the required
pure clusters.

In this chapter, the main criteria that determines a sample to be known or
unknown is the pattern of this sample rather than the sample category. Our
hypothesis about the real distribution of network traffic is that the majority of known
traffic samples come from known patterns while the majority of unknown traffic
samples come from unknown patterns. That means, the probability that a known
traffic sample is an unknown pattern sample is very close to zero. It is so distinctive
to the work in [7, 9] where the criteria is traffic category. From the point of view of
patterns, [6, 8, 9] indicated an assumption that unknown traffic was unknown pattern
and known traffic was known pattern.

This module has three sub-modules, clustering, known compensation and super-
vised classifier. The pseudo-codes of training and test phases of the pattern recovery
module are shown in Algorithm 3. All training samples which are not located in
pure clusters form this module’s training set. Similarly, all test samples which are
not labeled in previous module form this module’s test set.

We applied a semi-supervised algorithm named K-means in the process of
clustering. K-means employ a clustering in the whole training set T rpd . We define
a new parameter AsPD to denote the average size of clusters . Obviously, the
number of clusters for the clustering can be expressed by K = |T rpd | / AsPD.
If the training labeled samples and the training unlabeled samples are identically
distributed, a large cluster, which contains a large number of samples, will meet
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Eq. (3.1) by the central limit theorem. However, if a cluster does not meet Eq. (3.1)
but it meets the following formula, we regard the cluster as a unknown pattern and
label all the samples in the cluster as “new”.

|Cl
i |

|Ci | < μ ∗ N

M
(3.5)

|Ci | ≥ AsPD (3.6)

where μ is a real number. Its value is suggested to a small number.
The second step is called known compensation. With the decrease of the value

of AsPD, both TP (true positive rate) and FP (false positive rate) increase. The
reason is that some known patterns are considered as unknown patterns. This
can significantly reduce the precision of the unknown patterns and can increase
the complexity of the internal structure of the unknown patterns. In order to
maximize the increase of TP while minimizing the increase of FP, we make some
compensation. The idea is to use other supervised learning algorithms to train the
labeled data and calculate the confidence of each unknown patterns. Those patterns
whose confidence are large enough will not be considered as unknown patterns
any more. We define a confidence minimum threshold. In this chapter, we use the
softmax regression algorithm to calculate this confidence. Considering the softmax
regression is sensible to unbalanced data, this section presents a cluster-based under-
sampling technique applying a under-sampling rate function. The larger the cluster
is, the value of the under-sampling rate function is.

The third step is “supervised classifier”. After the second step, the training set
is composed of one normal category, N intrusion categories, and one unknown
category. The normal and intrusion categories are all regarded as known patterns.
The unknown category represents all the unknown patterns. In this chapter, we use a
random forest algorithm with an aim to build a supervised classifier. After this step,
all the test samples are labeled. We successfully separate all the test samples into
known patterns and unknown patterns. If unknown patterns are essential to perform
a fine-grained classification, then next model will work.

The time complexity of Algorithm 3 depends on the time complexities of its three
sub algorithms, including K-means, logistic regression and random forest. Its time
complexity equals to the sum of the time complexities of the three sub algorithms.

3.1.1.3 Fine-Grained Classification (FC)

After the processing of pattern discovery module, all the test samples are labeled.
However, some samples are labeled as “new”, which is neither a normal category nor
an intrusion category, but a new category. Expert inspection is used to achieve fine-
grained classification. We have high confidence to classify these samples correctly
with low artificial cost because we have separated a few of unknown patterns from
a group of complicated patterns. Algorithm 4 is the pseudo-code of fine-grained
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Algorithm 3 MSML-PD
Require: training set D∗, test set T ∗, labeled test set Tf inished

Ensure: labeled test set Tf inished , unknown test set T ′
1: T ′ ← {}, D∗

s ← {}, Dn ← {}
2: Perform clustering on D∗ to obtain clusters {C1, C2, . . . CK }
3: for i = 1 → K do
4: if Ci is an unknown pattern then
5: Dn ← Dn

⋃
Ci

6: end if
7: Generate Cs

i ⊆ Ci

8: Put q into D∗
s , ∀q ∈ Cs

i

9: end for
10: Choose training labeled samples D∗

l from D∗
s

11: Train a softmax classifier using D∗
l

12: for all Ci ∈ Dn do
13: if ∃ category c & minimum probability of c ≥ α then
14: Dn ← Dn − Ci

15: end if
16: end for
17: Choose training labeled samples Dl from D∗
18: Combine Dl with Dn to train a supervised classifier f

19: for ∀s ∈ T ∗ do
20: if s is classified as new by classifier f then
21: Put s into T ′
22: elsePut s into Tf inished

23: end if
24: end for

Algorithm 4 MSML-FC
Require: labeled test set Tf inished , unknown test set T ′
Ensure: labeled test set Tf inished which includes some additional samples
1: Perform clustering on T ′ to obtain clusters {C1, C2, . . . CK }
2: for i = 1 → K do
3: count ← 0
4: while count < MaxFC do
5: Randomly select A samples from Ci

6: Expert inspection
7: if all the A samples has the same ground-truth category C then
8: Label all samples in Ci with C;
9: break;

10: end if
11: end while
12: if none sample in Ci is labeled then
13: Label all samples in Ci with suspious

14: end if
15: Put all samples in Ci into Tf inished

16: end for
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classification module. we perform k-means clustering on these unknown pattern
samples first. For each cluster, we randomly select several samples (e.g., three
samples) for manual inspection. If all the selected samples have the same ground-
truth category, then we achieve fine-grained classification, as is shown in 5–9 lines
in Algorithm 3. The parameter MaxFC indicates the number of allowed attempts.

The time complexity of Algorithm 4 depends on the time complexity of the K-
means and the velocity of expert inspection process.

3.1.1.4 Model Updating

In this section we continue to discuss how we can update our model. When the
amount of “new” samples is relatively large, it is possible to train a supervise model
based on the samples of these unknown patterns. In this manner, a consecutive
sample of the “new” can be identified as a specific class directly by this model. Only
the current distribution of network traffic generator does not change, it is effective
to do so.

When the distribution varies due to going through a long period of time,
introducing a feedback mechanism is necessary. If a new cluster is pure and have
enough samples and the cluster does not overlap with other prepared pure clusters in
feature space, then it is time to update the pure cluster extraction module. Otherwise
we should update the pattern discovery module. In doing so, the model can be
always able to adapt to the new traffic distribution.

3.1.1.5 The Hyper-Parameters

The main hyper-parameters of MSML are listed as shown in Table 3.1.

Table 3.1 Main hyper-parameters

Name Module Definition

ArsPC MSML-PCE The average number of samples of clusters

MinPC MSML-PCE The minimum number of samples of a
cluster which is required to be spilt using a
cluster method recursively

ArsPD MSML-PD The average number of samples of clusters

MaxFC MSML-FC The number of attempts to conduct
inspection allowed
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3.1.2 Evaluation

3.1.2.1 Dataset

We choose the KDDCUP99 dataset to evaluate the MSML framework [43]. The
KDDCUP99 dataset contains four intrusion categories and one normal category.
The four intrusion categories are DOS, R2L, U2R and Probe, respectively. Each
of intrusion categories contains several of subcategories. The KDDCUP99 training
dataset contains 5 categories and 22 subcategories. The KDDCUP99 test dataset
contains 17 subcategories of 4 categories which do not appear in the training dataset.
The reason why we choose KDDCup99 as our dataset consists of two aspects. The
one is that the source of dataset we can get is limited, the other one is that there
are a large number of research works using this dataset can be compared with our
proposed method.

Inconsistent Dataset
In order to evaluate the performance of our MSML framework on non-identical
distribution dataset, we construct a dataset named inconsistent dataset. The training
dataset is composed of two parts including labeled samples and unlabeled samples.
We choose a fraction of the KDDCUP99 training dataset as labeled samples due to
the fact that using all of the KDDCUP99 training dataset is time-consuming. We
randomly select 20% of the KDDCUP99 test dataset as unlabeled samples due to
the fact that the training unlabeled samples and test samples need to be identically
distributed according to our MSML framework. Table 3.1 shows the composition of
the compositive training set of inconsistent dataset (Table 3.2).

Consistent Dataset
In order to evaulate the performance of our MSML framework on identical
distribution dataset, we construct a dataset named consistent dataset. We divide
the KDDCUP99 training dataset into three subsets according to the rate of 20%,
20% and 60%, respectively. These three subsets represent training labeled samples,
training unlabeled samples and test samples, respectively.

Table 3.2 Composition of
training set

Category Number

Normal 3242

DOS 1026

Probe 7829

U2R 52

R2L 563

Unlabeled 60,020
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3.1.2.2 Data Pre-process

The KDDCUP99 dataset contains 41 features including nine discrete features and
32 consecutive features. We adopt one-hot and numerical-order methods to deal
with discrete features. We employ one-hot when using ANN and K-means due to
the fact that numerical-order can bring nonexistent sequence influence. We adopt
numeric-order when using other methods because one-hot can greatly increase the
data sparsity.

In this chapter, 32 consecutive features are normalized. However, the
values of some consecutive features (“duration”, “src_bytes”, “num_root”,
“num_compromised”, “_bytes”) show unusual value distribution. For these unusual
features, the majority of the values are much smaller than the maximum value,
which means 0–1 normalization will make majority of values close to zero. To
avoid this situation, we adopt logarithmic normalization processing. Logarithmic
normalization does not change the order of the values, but it can significantly reduce
the effect of abnormal maximum value.

3.1.2.3 Evaluation Criteria

The TP, TN, FP, FN[10] are usually used to evaluate the performance of machine
learning model, which can be described by a confusion matrix shown in Table 3.3.

The Precision, Recall, F1_score and Accuracy [10] are also defined to evaluate
the model performance.

P = Precision = T P

T P + FP
(3.7)

R = Recall = T P

T P + FN
(3.8)

F1_score = 2 × Precision × Recall

P recision + Recall
(3.9)

Accurary = T P + T N

T P + T N + FN + FP
(3.10)

In addition, we define several of evaluation indexes for MSML framework
including Capture rate, Coverage rate and Coverage capture rate. After pattern

Table 3.3 Confusion matrix Predicted

Actual Positive Negative

Positive TP FN

Negative FP TN
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Table 3.4 Self-defined indexes

Index name Capture rate Coverage rate Coverage capture rate

Index value B/M b/M b/B

Table 3.5 Confusion
matrix(baseline, inconsistent
dataset)

Predicted

Actual Normal DoS R2L U2R Probe

Normal 60,255 743 23 13 259

DoS 6203 223,364 8 1 277

R2L 15,627 0 539 17 6

U2R 134 0 8 30 56

Probe 620 154 2 0 3390

discovery module, Capture rate is the proportion of all test samples which are
labeled. Coverage rate is the proportion of all test samples which are correctly
labeled. Coverage capture rate is the proportion of test labeled samples which are
correctly labeled. We suppose the test set has M samples. After performing the
operation of pattern discovery module, we classify B samples, therein, we correctly
classify b samples. Apparently, the remaining M − B samples are labeled “new”,
waiting for being fine-grained labeled. The calculation ways of three indexes are
shown in Table 3.4.

3.1.2.4 Baseline Model

In order to validate the effectiveness of the MSML framework, we adopt traditional
1+N model as our compared baseline model. Our experiment based on the baseline
model is carried out on both inconsistent dataset and consistent dataset.

Inconsistent Dataset Comparison
We adopt the labeled samples from the training set of inconsistent dataset to train
the baseline model, and evaluate the baseline model on the test set of inconsistent
dataset. We take use of several supervised learning algorithms, including Naive
Bayes, BP neural network, random forests, support vector machines and so on.
Experimental results indicate that random forest achieves the highest overall
accuracy by 92.46%. Table 3.5 shows the confusion matrix on the test set.

Furthermore, through the deep analysis of Fig. 3.2, we can conclude that the
overall accuracy of the known traffic samples can reach 97.94%. However, the
accuracy of unknown traffic samples is only 6.87%. The unknown traffic samples
cause a decrease in not only overall accuracy, but also recall rate of all categories,
as shown in Fig. 3.2.

Consistent Dataset Comparison
An experiment with the similar method as on the inconsistent dataset is conducted
on the consistent dataset. We adopt the labeled samples of the consistent training



3.1 Intrusion Detection System Based on Multi-Level Semi-Supervised. . . 43

Fig. 3.2 Recall rate comparison of each category in baseline model

dataset to train our model. We employ this trained model to evaluate on two test
set. One is the whole test set of the consistent dataset. We obtain 99.92% overall
accuracy. 99.92%, which is so close to 100%, representing the high recognition
capability of known pattern samples. The other is the unknown traffic portion of
test set of the inconsistent dataset. We obtain 97.9% accuracy, worse than the value
of 99.92%. We attribute the difference to non-identical distribution. Some known
traffic samples in the test set of inconsistent dataset actually belong to unknown
patterns thereby deteriorating the overall accuracy.

3.1.2.5 MSML

In addition to the overall accuracy, this part claims that the capture rate and coverage
capture rate are also significant. We make the index of coverage capture rate have
a high value in order to reduce the influence of error classification on intrusion
detection. The two indexes of coverage capture rate and capture rate are often
contradictory, due to the fact that the model is apt to consider a portion of known
pattern samples as unknown pattern samples. In this way, it can lead to a decrease
for the index of capture rate and an increase for the index of coverage capture rate.
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Meanwhile, it can greatly increase the complexity of the structure of internal feature
space for unknown pattern samples and increase the burden on the subsequent fine-
grained classification module.

In this part, there are several parameters which may have an important impact
on the above two indexes of coverage capture rate and capture rate. For example,
the average cluster size of pure cluster extraction module denoted by ArsPC, the
lower limit cluster size of pure cluster extraction module denoted by MinPC, and
average cluster size of pattern discovery module denoted by AsPD, these three
parameters are of great concern to us. We set different values to these parameters in
our experiments on both inconsistent dataset and consistent dataset.

Inconsistent Dataset Comparison
We conduct some experiments on the inconsistent dataset. The parameter AsPD is
set to 20, 50, and 100, respectively. Simulation experiments show that the parameter
values have little effect on the results. In our work, we set AsPD to value of 100.
Figures 3.3 and 3.4 respectively show the trend of coverage capture rate and capture
rate with the change of ArsPC and MinPC. In these figures, each circle represents
a value of coverage capture rate and capture rate, the more red the circle is, the
bigger the circle is, the higher the circle value becomes.

Figure 3.3 reflects the relationship between coverage capture rate and ArsPC,
MinPC. From Fig. 3.3, we can observe that the coverage capture rate is generally

Fig. 3.3 MSML: coverage capture rate
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Fig. 3.4 MSML: capture rate

97% at least. In addition, with the increase of ArsPC and MinPC, the coverage
capture rate has a tendency of sightly increase first then significantly decrease.

Figure 3.4 reflects the relationship between capture rate and ArsPC and
MinPC. From Fig. 3.4, we can observe that the capture rate is relatively low when
ArsPC and MinPC have lower values. In addition, the overall trend of capture
rate is increasing with the increase of ArsPC and MinPC. Furthermore, there is
a certain randomness when the values of ArsPC and MinPC are large, therefore,
when the values of ArsPC and MinPC are bigger than a predefined threshold, it
is not necessary to continue to increase their values.

Considering both coverage capture rate and capture rate, it is proper to choose
a lower ArsPC and a larger MinPC. In this chapter, the parameter ArsPC is set
to 100 and the parameter MinPC is set to 1500. The accuracy of MSML can reach
96.6%, which has greatly improved compared with the baseline model, which can
reach 92.5%. It can be seen in Table 3.6.

In the fine-grained classification module, 150 samples, whose proportion is less
than 0.05%, are conducted expert inspection. The result of expert inspection is then
applied to all the unknown pattern samples, whose proportion is about 12%. The
accuracy of unknown pattern samples is 76.7%.

With respect to the recall rate, as is shown in Fig. 3.5, the elephant traffic DOS
has improved to some extent, while the common traffic has a great improvement.
For the mouse traffic, U2R and R2L have particularly notable improvement. The
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Table 3.6 Comparison

Method Normal DoS Probe R2L U2R Accuracy

SVM+ELM+MK[13] 98.1 99.5 87.2 21.93 31.39 95.79

NFC[11] 98.2 99.5 84.1 14.1 31.5 N/A

SVM+BIRCH[35] 99.3 99.5 97.5 19.7 28.8 95.7

MOGFIDS[2] 98.4 97.2 88.6 15.8 11.0 93.2

Association rules[12] 99.5 96.6 74.8 3.8 1.2 92.4

Baseline 99.4 97.2 81.4 3.3 13.2 92.5

MSML 86.2 99.8 98.4 90.6 72.5 96.6

Bold values indicate the maximum value of each column

Fig. 3.5 MSML: recall

recall rate of U2R and R2L have greatly increased from 13.2% to 72.5%, and 3.3%
to 90.6%, respectively. With respect to the precision, as is shown in Fig. 3.6, the
precision of DOS remains 99.9%, and the precision of Normal, U2R, and R2L have
improved at different degree. With respect to the F1 score, as is shown in Fig. 3.7,
the F1 score of all categories improves. The F1 score of Normal, Dos, Probe, R2L
and U2R have increased from 0.885 to 0.912, from 0.985 to 0.999, from 0.832 to
0.934, from 0.064 to 0.754 and from 0.208 to 0.743, respectively.

However, we must note that the recall rate of normal and the precision rate of
R2L have a descending trend. This situation should be further investigated. Another
experiment is conducted. In the model updating module, we find a suspicious
cluster, where mixed snmpgetattack and snmpguess of R2L with Normal samples.
The number of R2L samples and the number of normal samples is about 53 to 47.
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Fig. 3.6 MSML: precision

Fig. 3.7 MSML: F1-score
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Further study[13] find that, in this cluster, samples of R2L and Normal in the feature
space are highly analogous so it is difficult to expect them distinguished. To confirm
this conjecture, we make all the samples of the suspicious cluster randomly divided
into a training set and a test set. We train a supervised classifier using the training
set, and evaluate on the test set. Experimental result show that the accuracy of the
test set is no higher than 53%. It is illustrated that samples of R2L and normal really
cannot be separated in this kind of cluster. We take the principle of priority of the
invasion. Hence, all the samples in this cluster are sentenced to R2L. This is different
from the baseline experiment, where all of samples are adjudged to Normal. It is the
reason why the recall rate of normal and the precision rate of R2L decrease.

Figures 3.8 and 3.9 show the relationship between categories and patterns. Figure
3.8 shows the ratio of known traffic to unknown traffic in the whole test dataset, in
the unknown pattern samples, and in the known pattern samples respectively. It can
be seen that the unknown traffic ratio of unknown pattern samples to the whole
test dataset has a great increment. We can observe that there are 89% of unknown
traffic which is considered as unknown pattern. Meanwhile, 5% of known traffic is
considered as unknown pattern. Figure 3.9 shows the ratio of known pattern samples
to unknown pattern samples in the whole test set, in the unknown traffic, and in the
known traffic, respectively.

We conduct two experiments with an aim to verify that the HSK-means algorithm
in the pure cluster extraction module is important and indispensible in our MSML
framework. One experiment begins with the pattern discovery module lacking of the
pure cluster extraction module. The result is shown as Fig. 3.10. From Fig. 3.10 we

Fig. 3.8 Pattern in traffic
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Fig. 3.9 Traffic in pattern

can see that the capture rate decline and coverage capture rate rise with the increase
of the number of the cluster in pattern discovery module. However, when the
coverage capture reaches more than 99% as we anticipate, the capture rate is about
78%, which is much smaller than the counterpart which can reach about 88% of the
MSML framework. The other experiment replaces the HSK-means algorithm with a
common under-sampling method. The result, as is shown in Fig. 3.10, demonstrated
that the coverage rate cannot reach 96.7% in any case. We can conclude that the pure
cluster extraction is important and indispensible to our MSML framework based on
the results of these two experiments.

The performance comparison of MSML and other models is illustrated in
Table 3.6. MOGFIDS and baseline models are the most common “1+N” supervised
learning models. Both of them have a good detection rate in Normal and DOS, but
the detection rate of U2R and R2L is very bad. Furthermore, the overall accuracy is
also at a low level. Association rules[12] is a pure unsupervised learning algorithm
combining heuristic rules that can hardly be identified by the rat categories. Both of
[13] and [35] apply ways to identify unknown samples. Their detection rate of DOS
is particularly high, and the detection rate of other categories is also at a high level.
For our MSML, the detection rate of DOS, Probe, U2R and R2L and the overall
accuracy are the highest. We has been analyzed that it is the defects of KDDCUP99
test set that lead to a decrease for the detection rate of Normal in MSML. Therefore,
we can make the conclusion that MSML-IDS has a strong robustness.
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Fig. 3.10 The importance of HSK-means

Consistent Dataset
The framework of MSML is also employed in the consistent dataset. In this dataset,
whatever the values of ArsPC, MinPC, and AsPD are, we obtain a capture rate
of 99.95%. The rate of unknown pattern samples is less than 1/30,000, which can be
neglected. The experiment indicates that MSML can also be applied to distributed
consistent dataset, due to the fact that MSML does not easily classify known pattern
samples into unknown patterns. For the difference between training dataset and test
dataset, MSML shows a good adaptability.

3.2 Intrusion Detection Based on Hybrid Multi-Level Data
Mining

The development of mobile network is a double-edged sword, which brings both
convenience and network security problem to us. Therefore research about network
security makes great sense [3]. Traditional network security technologies such as
firewall, data encryption, and user authentication system are all passive defense
techniques. These methods have a good performance for known attacks, but not
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for unknown attacks. Different from traditional technologies, Intrusion Detection
System (IDS) [15], which is firstly proposed by Denning et al. in 1986 [17], is an
innovative and proactive network security technology, meaning that it can detect
both known and unknown attacks. The basic architecture of IDS consists of three
parts: data acquisition part, intrusion detection part and response process part. Data
acquisition part of IDS is used to collect data from internet. The collected data,
which consists of normal data and many different types of attacks, is then send to
intrusion detection part. Intrusion detection part needs to pick out attack data from
normal data and identify what type of the attack is. Response process part receives
the detected attacks and processes them according to their types. As the core of IDS,
intrusion detection part has become a hot topic in research in recent years.

The widely use of network produces massive data which is a valuable resource.
From these data, we can extract much insightful information through data analysis
techniques [4, 18, 25, 28]. We name the data collected by data acquisition part
‘intrusion data’. Intrusion data has some features that will affect the performance
of IDS. We summary these features as follows:

• Multicomponent: The intrusion data is multicomponent because there exists
many types of attacks in it. Hence intrusion detection is not a binary-classification
problem, but a multi-classification problem, which is more complicated.

• Data imbalance: The number of attacks in different categories vary greatly
from each other. It means that the intrusion data has a severe problem of data
imbalance. Some attacks are difficult to be detected due to its sparseness.

• Time-varying: The distribution of data is time-varying. The variety between
training data and detecting data will affect the performance of IDS.

• Unknown attacks: Some new attacks may appear as time goes by. These unknown
attacks are difficult to be detected.

In recent years, researchers begin to use the artificial intelligence (AI) technology
to deal with the problems caused by the above mentioned features. Machine learning
(ML), whose main idea is building model to mine information from data, is a
core subfield of AI including many algorithms [49]. It can be roughly divided into
supervised learning algorithms and unsupervised learning algorithms according to
whether it has a training phase or not. Supervised learning is the most widely-
used technique in machine learning such as Support Vector Machine (SVM) [19],
Artificial Neural Network (ANN) [20], Decision Tree (DT) [21], Random Forest
(RF) [22] and so on. Unsupervised learning mainly refers to clustering algorithms
[23] such as K-Means[24], DBSCAN[26], Affinity Propagation (AP)[27] and so
on. Every machine learning algorithm has its own advantages and disadvantages.
Combining two or more algorithms together and taking full use of their advantages
will increase the performance of IDS. Therefore, how to combine these algorithms
scientifically is a noteworthy topic.

In the work of [29], Gang Wang et al. proposed a FCANN framework, which
firstly clusters data using Fuzzy C-means algorithm, and then classifies each cluster
by ANN. This framework integrates unsupervised learning and supervised learning
to shorten the modelling time, alleviate the data imbalance problem and increase
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the detection rate. In literature [30], Prasanta Gogoi et al. proposed a MLH-IDS
framework which has three layers, including a supervised layer, an unsupervised
layer and an outlier-based layer. The supervised layer is used to detect DoS [14]
and Probe [14] attacks, and the unsupervised layer is used to detect Normal data.
The outlier-based layer is used to distinguish R2L [14] and U2R [14] attacks from
each other. The hybrid multi-level framework takes full advantage of different ML
algorithms, which is more flexible and has a better performance.

An appropriate scheme of data engineering can also improve the performance of
IDS. Data engineering is an indispensable procedure in data mining which includes
some widely used techniques such as data preprocessing and dimension reduction
[32]. Data preprocessing techniques such as data cleaning and normalization can
help remove ‘dirty data’ and turn data into suitable form. The representative method
of dimension reduction is feature selection which is used to remove interfering and
redundant features to improve the performance of data mining project. In IDS, the
‘intrusion data’ is usually not suitable to be detected directly, which needs to be
processed by an appropriate data engineering method. Most works we mentioned
above mainly focus on the combination of ML algorithms without an elaborately
designed data engineering method.

In this part, we propose a novel IDS framework named HMLD through jointly
considering data engineering and machine learning. HMLD consists of three
modules, including Multi-Level Hybrid Data Engineering (MH-DE) module, Multi-
Level Hybrid Machine Learning (MH-ML) module, and Micro Expert Modify
(MEM) module. The MH-DE module focuses on data engineering and the MH-ML
module focuses on machine learning. These two modules construct a closed cycle
of Hybrid Multi-Level Data Mining, which provides a separated and customized
detection of different attacks. The hierarchical architecture can address the problems
caused by multicomponent and data imbalance. After performing the procedure of
MH-DE and MH-ML, most easily detected attacks have been marked. MEM module
is used to identify those new attacks which are difficult to detect. The HMLD
framework can be implemented in a variety of networks including mobile networks
by using different algorithms and parameters.

In this part, we use KDDCUP99 dataset to evaluate the performance of HMLD.
Experimental results show that HMLD can achieve 96.70% accuracy which is nearly
1% higher than the recent proposed optimal algorithm SVM+ELM+Modified K-
Means [13]. Meanwhile, it has a better performance than some other methods in
identifying DoS and R2L attacks.

3.2.1 The Framework of HMLD

In this subsection, we will introduce the framework and workflow of HMLD which
can detect different categories of attacks separately by different data engineering
methods and machine learning methods. The framework of HMLD is illustrated
in Fig. 3.11. The input of HMLD contains two parts, one is the labeled training
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dataset Dtrain which is used to train the ML model, the other one is the unlabeled
detecting dataset Ddetect which is waiting to be detected. Dtrain is processed by
three modules: MH-DE, MH-ML and MEM as shown in Fig. 3.1, to construct
models that are used to detect intrusions in Ddetect. The output of HMLD is the
labeled detecting dataset Ddetect_Label. Algorithm 5 is the pseudo code of HMLD
which illustrates the step-by-step workflow of HMLD. We assume that there are N

attack categories in input data. The set of attacks in category i, where i ∈ [1, N ], is
denoted as Si . Each attack category has a corresponding package which is denoted
as Attacki_DS. We define the data engineering method used on Attacki_DS as
Di , and the ML model trained by Attacki_DS is denoted by Mi . P_key , P_nonkey

and Pi are intermediate variables in Algorithm 5.

Algorithm 5 HMLD
1: Input: Dtrain, Ddetect

2: Output: Ddetect_Label

3: Initialization: D = {Di,D2, · · · ,DN }, Ddetect_Label = ∅, P0 = Dtrain

4: MH-DE module
5: for i ∈ [1, N ] do
6: P_key = [data.label = i|data ∈ Si ]
7: P_nonkey = [data.label = 0|data /∈ Si&data ∈ Pi−1]
8: Attacki_DS = do Di to (P_key + P_nonkey)

9: Pi = Pi − P_key

10: end for
11: MH-ML module
12: for i ∈ [1, N ] do
13: Mi = the ML model trained using Attacki_DS

14: Use Mi to detect Ddetect and label the detected attacks as i

15: Ddetect_Label = Ddetect_Label + detected attacks with label i

16: Ddetect = Ddetect − detected attacks with label i

17: end for
18: MEM module
19: Extract p% data from the remaining data in Ddetect and mark them by experts forming

modify set
20: Merge modify set and Dtrain to retrain a ML model to detect the rest of Ddetect return

Ddetect_Label

Dtrain is firstly sent to MH-DE module. The 4–10 lines in Algorithm 5 show the
workflow of MH-DE module. The line 5 means we will build packages and using
data engineering techniques to attacks in category i where i ∈ [1, N ] one by one.
The 6–8 lines in Algorithm 5 show how to build package Attacki_DS. We label
the attacks belonging to Si with i in Dtrain and denote this part of data as P_key .
Then we label remaining data which is belong to Pi−1 but not belong to Si with 0
and denote this part of data as P_nonkey . Thus package Attacki_DS is comprised
of P_key and P_nonkey by using Di to them which is shown in line 8. This step can
make the packages be more suitable for ML modelling by converting format and
removing redundancy. Package Pi is constructed by filtering out P_key . We repeat
this labeling process to build N packets in sequence.
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After MH-DE, these packages are sent to MH-ML module. The 11–17 lines in
Algorithm 5 show the workflow of MH-ML module. In MH-ML, each package is
used as a training dataset to train an appropriate ML model as shown in line 13 in
Algorithm 5. The trained model Mi aims to correctly detect attacks in category i

as much as possible. In detecting phase, we use M1,M2, · · · ,MN one by one to
mark and filter out attacks in different categories from Ddetect which is showed in
line 14–16 in Algorithm 5.

After this filtering procedure, the remaining unmarked data in Ddetect are
named impurity data. Impurity data mixes a large amount of normal data with
some difficult detected unknown attacks. The 18–20 lines in Algorithm 5 show the
workflow of MEM module. We send impurity data to MEM module. MEM module
samples micro data from the impurity data and marks them by experts to form a
modify set. Then MEM module merges the modify set with Dtrain to train a new
model to identify the unknown attacks in the impurity data. After finishing all the
procedures, we can get Ddetect_Label, which is the result of our detecting work.

3.2.2 HMLD with KDDCUP99

The HMLD framework can be applied in many different types of networks by
using different algorithms and parameters. In this part, we evaluate the performance
of the HMLD framework via KDDCUP99 [14] dataset. This section describes
the selection details of algorithms and parameters of each module when using
KDDCUP99.

3.2.2.1 KDDCUP99 Dataset

Firstly, we give a brief description of KDDCUP99 dataset. KDDCUP99 Intrusion
Detection Dataset is a classic dataset, which has 41 features and 5 types of labels
[52], namely Normal, DoS, Probe, U2R, and R2L, respectively. The meaning of the
labels are summarized in Table 3.7:

Table 3.7 The definitions of five labels

Label Meaning

Normal Normal data

DoS Denial-of-service

Probe Surveillance and probing

R2L Unauthorized access from a remote machine to a local machine

U2R Unauthorized access to local super-user privileges by a local machine
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Table 3.8 The distribution of training data and testing data

Dataset Normal DoS Probe R2L U2R Sum

Training data 9725 39,164 417 111 3 49,420

Testing data 60,593 229,853 4166 16,189 228 311,028

In this part, we extract 10% data from kddcup.data_10_percent.gz [14] as
training data, and use corrected.gz [14] as testing data. Table 3.8 shows the number
of each category of attacks.

DoS, Probe, U2R and R2L are four attack categories. Each of them can be further
separated into many subcategories. There are 22 subcategories in the training data
and 39 subcategories in the testing data. The 17 new subcategories can be considered
as new or unknown attack subcategories. Among the four types of attacks, R2L
and U2R are much more difficult to be detected than DoS and Probe [30]. R2L is
difficult to be detected because it includes many new subcategories of attacks. U2R
is difficult to detect due to its sparseness.

3.2.2.2 MH-DE Module

MH-DE module focuses on data engineering which contains the stage of basic data
preprocessing and the stage of hybrid feature selection. Basic data preprocessing is
used to make the data suitable for modelling and hybrid feature selection is used to
remove redundant features.

We design the process of basic data preprocessing according to the feature of
KDDCUP99 dataset. There are three types of features in KDDCUP99, including
factorial type, continuous numerical type and discrete type. Therefore, the basic
data preprocessing for KDDCUP99 includes the factorial feature digitizing pro-
cedure and the continuous feature normalizing procedure. The former one will
map the factorial features into numbers. Without this digital procedure, the dataset
cannot be trained by a ML algorithm. The continuous feature normalizing procedure
normalizes all features to the range of [0, 1]. This step can eliminate the effect
caused by the diverse range of features.

In the stage of hybrid feature selection, we adopt different feature selection
methods for different packages according to the category of attacks. The flow chart
of MH-DE is demonstrated in Fig. 3.12. We number the attacks in category DoS,
Probe, U2R and R2L as 1, 2, 3, 4, respectively. In MH-DE module, we firstly pick
out all the DoS attacks and label them with 1. At the same time, we name the set
of other data as ‘Other1’ and label them as 0. Then do feature selection work to
the data. The selected features can distinguish DoS attacks from other data to the
utmost. The authors of [34] gave the results of the optimal feature selection subsets
of KDDCUP99 dataset, which is depicted in Table 3.9. The numbers in Table 3.9
represent the indexes of features in KDDCUP99. We use DoS feature selection
subset in Table 3.9 as the feature selection subset to get DoS_DS. After that, we pick
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Fig. 3.12 Flow chart of MH-DE

Table 3.9 FMIFS feature selection results of KDDCUP99

Attack Feature selection subset generated by FMIFS

DoS 2,3,5,6,8,12,23,24,31,32,36,37

Probe 3,4,5,17,19,22,24,25,27,28,29,30,32,33,34,35,37,40,41

U2R 1,2,3,4,6,7,8,12,13,14,15,16,17,18,19,20,21,22,29,31,32,37,40

R2L 1,3,5,6,8,9,10,11,15,17,22,23,24,32,33

Overall 2,3,5,6,9,12,17,23,24,26,29,31,32,33,34,35,36,37,39

out all the Probe attack data from ‘Other1’ and label them with 2. In the meanwhile,
we name the remaining data as ‘Other2’ and label them with 0. Then we use Probe
feature selection subset in Table 3.9 to get Probe_DS. We repeat the this procedure
for U2R and R2L, respectively. After finishing the procedure of MH-DE module,
these five packages namely DoS_DS, Probe_DS, U2R_DS, R2L_DS and Train_DS
are formed for subsequent training.

3.2.2.3 MH-ML Module

After finishing the MH-DE module, the aforementioned five packages are sent into
MH-ML module. Each package needs to build a model to filter out its corresponding
category of attacks as many as possible. The authors of [29] proposed a modelling
framework including a clustering phase and a classifying phase. In HMLD, we adopt
this framework as our modelling framework because it can shorten the modelling
time and alleviate data imbalance problem. The basic model building process is
shown in Fig. 3.13. In this framework, the training data is firstly clustered by an
unsupervised clustering algorithm to get many clusters. Towards each cluster, we
train a specific supervised ML classifier.

The selection of algorithms and parameters of MH-ML module needs to be elab-
orate designed. We will use experiments to choose the algorithms and parameters
for MH-ML when using KDDCUP99 dataset.
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Fig. 3.13 Framework of model building in MH-ML

Fig. 3.14 Different k for DoS_DS

In clustering phase, we adopt the K-Means [24] algorithm thanks to its good
performance and fast computation speed. The main idea of K-Means is clustering
data into several clusters according to their similarity. We define the number of
clusters as k, which has an impact on the performance of HMLD. Figures 3.14,
3.15, 3.16, and 3.17 show the Precision of HMLD with k ranging from 0 to 50 for
package DoS_DS, Probe_DS, U2R_DS, R2L_DS, respectively. The Precision of
detecting attacks represents the proportion of predicted attacks which are actually
attacks. When k is 0, it means that we do not use the K-Means. DoS attacks can reach
highest Precision when k is equal to 30 and 40. Therefore, we set k to 30 for DoS
attacks because a smaller k can reduce computing resources and shorten modelling
time. Probe attacks can achieve 91.91% Precision when k is 0 and 92.08% when k
is 20. Though the Precision is a bit lower when k is 0, the modelling complexity can
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Fig. 3.15 Different k for Probe_DS

Fig. 3.16 Different k for U2R_DS

be significantly reduced. Hence we set k to 0 for Probe attacks. We set k to 20 and
30 for U2R and R2L attacks respectively to maximize the performance, which can
be observed from Figs. 3.16 and 3.17.

In classifying phase, we compare many ML algorithms including SVM[19],
ANN [20], DT[21] and RF[22] with different parameters. These algorithms are all
supervised learning algorithms which are mainly used in classification problems.
The main idea of linear SVM is to find a support hyperplane which can separate
different types of data in best performance. If the data can be separated much
better using a hypersurface than a hyperplane, we can use kernel SVM to replace
linear SVM. The most frequently-used kernel of SVM is rbf kernel, which has
another name as Gaussian kernel. Parameter r is the variance of the rbf kernel.
Parameter C is the relaxation factor of SVM [56]. Smaller C will cause a decline
of detection accuracy but can alleviate the overfitting problem. ANN is a multilayer
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Fig. 3.17 Different k for R2L_DS

neural network which contains an input layer, many hidden layers and an output
layer. Each layer consists of many neurons which contains many parameters such
as weights, bias and activation functions. The activation functions can be identity,
logistic, tanh or relu. DT algorithm computes the information gain of each feature
and selects the biggest one as the root of a tree. Then repeat this procedure iteratively
until the stop condition is satisfied. CART is a representative algorithm of DT. RF
is a integration of DT, which samples data and features many times to build many
trees. Then RF gets the final results by comprehensively considering all these trees.

Figures 3.18, 3.19, 3.20, and 3.21 show the number of correctly detected attacks
by using different algorithms with different parameters. From these figures, we can
see that the performance of different algorithms varies greatly from each other for
different attacks. We choose the appropriate algorithm according to two metrics,
the number of detected attacks and the Precision of detecting attacks. The number
of detected attacks can be observed from Figs. 3.18, 3.19, 3.20, and 3.21. A better
algorithm can detect more attacks and can get a larger Precision.

For DoS attacks, SVM-linear (C = 1.0), ANN-identity, ANN-logistic and ANN-
tanh all can detect more attacks than other algorithms. The Precision of DoS
attack is 99.20% when using SVM-linear which is the highest among these four
algorithms. Hence, we select SVM-linear (C = 1.0) as the classification algorithm
of DoS_DS. For Probe attacks, ANN-logistic, CART can detect more attacks than
others. Comparing their Precision, CART is 69.40% and ANN -logistic is 92.62%.
For Probe attack, ANN-logistic algorithm is better. For U2R attacks, ANN-tanh
and ANN-identity can detect more attacks than others. When using ANN-tanh,
the Precision of U2R is 7.28%. But when using ANN-identity, the Precision is
increased to 37.14%. Thus, we choose ANN-identity for U2R_DS. For R2L attacks,
experiments show that SVM-rbf and ANN-relu have a better performance. However,
the Precision is 84.2% when using ANN-relu, and 82.26% when using SVM-rbf.
Therefore, we use ANN-relu algorithm for modelling of R2L_DS. The design of
MH-ML module is shown in Fig. 3.22.
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Fig. 3.18 Correctly detected DoS attacks

3.2.2.4 MEM Module

After MH-ML, most of the attacks are marked and filtered out. We name the
remaining unmarked data impurity data. The impurity data mixes a large amount of
normal data with some unknown attacks. Before MEM, if we mark all the impurity
data as Normal, we can derive the ‘confusion matrix’ as Table 3.10. In a ‘confusion
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Fig. 3.19 Correctly detected probe attacks

matrix’, each row represents the number of data which is actually this type, and each
column represents data which is predicted as this type. For example, the number
in the upper left corner is the number of data which is actual normal and also be
predicted as normal. We can observe from Table 3.10 that a large amount of DoS
attacks and R2L attacks are wrongly detected before MEM module because there
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Fig. 3.20 Correctly detected U2R attacks

appears many new subcategories of DoS and R2L attacks. Given that we have no
information about these new attacks in training data, these new attacks are difficult
to detect.

In order to detect these new attacks efficiently, we send impurity data to MEM
module. MEM module randomly samples p% of impurity data and marks them to
construct the modify set. We use DT [21] to retrain a ML model thanks to its rapid
modelling speed. This model is used to detect the new attacks in impurity data. We
experiment different value of p to compare the average accuracy of HMLD, and
the results are shown in Table 3.11. When p% is 0.3%, HMLD achieves a relative
high performance. When p% is larger than 0.3%, the growth starts to slow down.
Therefore, we set p to 0.3.

MEM module samples 0.3% data from impurity data and marks them by experts
to form the Modify Set. Experimental results show that there are about 240 records
in the Modify Set. After MEM, the ‘confusion matrix’ is showed in Table 3.12. With
this micro cost, most of the unknown attacks of DoS and R2L are correctly detected.
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Fig. 3.21 Correctly detected R2L attacks

Fig. 3.22 Parameters and algorithms selection for MH-ML
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Table 3.10 Confusion matrix before MEM

Actual vs predict Normal DoS Probe R2L U2R

Normal 59,391 711 202 272 17

DoS 6674 2,231,222 57 0 0

Probe 358 341 3466 0 1

R2L 13,911 617 28 1626 7

U2R 48 122 18 14 26

Table 3.11 Comparisons of different p

p 0.01% 0.05% 0.1% 0.2% 0.3% 0.4% 0.5%

Accuracy 92.56% 95.12% 96.00% 96.21% 96.50% 96.60% 96.62%

Table 3.12 Confusion matrix after MEM

Actual vs predict Normal DoS Probe R2L U2R

Normal 56,210 763 697 2699 39

DoS 192 229,565 70 6 0

Probe 34 481 3615 35 1

R2L 4333 620 86 11,102 9

U2R 28 122 32 20 26

3.2.3 Experimental Results and Discussions

3.2.3.1 Evaluation Criteria

TP(true positives), TN(true negatives), FP(false positives), FN(false negatives) [34]
are usually used to evaluate the performance of IDS. In IDS, we define normal data
as positive and define attacks as negative. TP is the number of data which is actual
positive and also predicted as positive. TN is the number of data which is actual
positive but predicted as negative. FP is the number of data which is actual negative
but predicted as positive. FN is the number of data which is actual negative and also
predicted as negative. TP, TN, FP and FN can be written in a ‘confusion matrix’ as
shown in Table 3.13.

Precision, Recall, F-value and Accuracy [34] are also defined to evaluate the
performance. Precision given by Eq. (3.11) is the proportion of predicted positives
values which are actually positive. Recall given by Eq. (3.12) is the proportion of
the actual number of positives which are correctly identified. Recall also can be
called as Detection rate. F-value given by Eq. (3.13) is a harmonic mean between
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Table 3.13 Confusion matrix

Predict as positive Predict as negative

Actual is positive TP TN

Actual is negative FP FN

Precision and Recall. Accuracy given by Eq. (3.14) is the proportion of correctly
predicted data.

P = Precision = T P

T P + FP
, (3.11)

R = Recall = Detection rate = T P

T P + FN
, (3.12)

F − value = 2 × Precision × Recall

P recision + Recall
, (3.13)

Accurary = T P + T N

T P + T N + FN + FP
. (3.14)

3.2.3.2 Experiments and Analysis

(1) Performance of HMLD
In this part, we show the overall performance of HMLD in terms of evaluation
indicators including Precision, Recall, F-value and Accuracy. Table 3.14 shows the
Precision, Recall and F-valve of each attack. The Accuracy is 96.70% which can be
computed by Eq. (3.14).

(2) Comparisons of Hybrid Feature Selection Used by ML-DE with Other
Feature Selection Methods
In the ML-DE module of HMLD, we adopt hybrid feature selection as the feature
selection method in data engineering. In contrast, we tested another two commonly
used feature selection methods. One is doing the same feature selection to all
packages, which called unified feature selection. When do unified feature selection,
we use the feature subset of Overall in Table 3.9 to all packages. The other is not
to do feature selection, which called no feature selection. Table 3.15 and Fig. 3.23
shows the comparisons of TP and Precision of different attacks by using hybrid
feature selection, unified feature selection and no feature selection.

We can see that the overall performance of hybrid feature selection is much better
than the other methods. From Table 3.15, the numbers of correctly detected attacks
using hybrid feature selection are the highest for DoS, Probe and R2L. For U2R, the
number is just 1 less than no feature selection. In terms of Precision, from Fig. 3.23



3.2 Intrusion Detection Based on Hybrid Multi-Level Data Mining 67

Table 3.14 Indicators of HMLD

Indicators(%) Normal DoS Probe R2L U2R Overall

Precision 92.46 99.14 80.33 80.10 34.67 96.55

Recall 93.05 99.88 86.77 68.74 11.40 96.70

F-value 92.75 99.51 83.42 73.98 17.16 96.60

Table 3.15 Numbers of correctly detected attacks

No. of correctly detected attacks DoS Probe U2R R2L

Hybrid feature selection 223,122 3466 26 1626
Unified feature selection 222,630 2662 4 748

No feature selection 208,424 3355 27 252

Fig. 3.23 Comparison of Precision for different attacks by using different feature selection
methods

we can see that, the Precision using hybrid feature selection is much higher than
the other two methods for Probe, R2L and U2R. For DoS, the Precision is almost in
the same level. The reason is that the characteristic of different attacks is reflected
in different subset of features. Using customized subset of features can improve the
performance on the corresponding attacks. Therefore, we can conclude that hybrid
feature selection is far superior to other methods.

(3) Comparisons of Hybrid Multi-Level ML Used by MH-ML with Single ML
Methods
In MH-ML of HMLD, we use the method of selecting different ML algorithms
for different packages according to their corresponding category of attacks. This
method is called Hybrid Multi-Level Machine Learning method. In the meanwhile,
we call the method of using the same ML algorithm such as SVM, ANN and RF
to all packages as Single Machine Learning method. Figure 3.24 contrasts the
performance of using Hybrid Multi-Level Machine Learning and Single Machine
Learning. From Fig. 3.24 we can observe that the Recall and F-value of using
Hybrid Multi-Level Machine Learning method is much better than using Single
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Fig. 3.24 Performance comparison of Hybrid multi-level machine learning and Single machine
learning

Machine Learning methods. The Precision of using Hybrid Multi-Level Machine
Learning method is higher than using ANN and RF, but a bit less than using SVM.
Different algorithms has a different performance on detecting different attacks and
Hybrid Multi-Level Machine Learning choose suitable algorithms to each category
of attacks. Hence, the overall performance of using Hybrid Multi-Level Machine
Learning is much better than using Single Machine Learning.

(4) Comparisons of HMLD with Prior Works
In this subsection, we compare the performance of HMLD with some prior works
[13, 35, 37] proposed in recent years. The authors of literature [13] proposed a
modified K-Means to build a high-quality training dataset and train a multi-level
hybrid intrusion detection model using SVM and ELM. The authors of literature
[35] proposed an IDS based on SVM, hierarchical clustering algorithm and a simple
feature selection procedure. The literature [37] is the method proposed by the winner
of KDDCUP99 competition.

Tables 3.16 and 3.17 show comparisons between HMLD and these aforemen-
tioned works. In Table 3.16, each row represents the detection rates of different data
types generated by one algorithm. Each column represents the detection rates of one
data type by using different algorithms.

According to Table 3.16, HMLD has a high Detection rate of DoS and R2L
attacks. Though the Detection rate of Normal and Probe is not the highest, they have
the rates at or just below the average. The Detection rate of U2R is low, which is
because the number of U2R attacks in training data is too small. From Table 3.12, we
can see that most of the U2R attacks are predicted as DoS attacks. Though detected
as wrong category, it is still classified as an attack category, not a normal class. From
Table 3.17, we can observe that the overall performance of HMLD is better than the
prior works, with a detection Accuracy reaching 96.70%, which is nearly 1% higher
than the optimal in the other. In summary, the overall performance of HMLD model
is better than prior works.
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Table 3.16 Detection rate (%) generated by HMLD and some prior works

Algorithms Normal DoS Probe R2L U2R

HMLD-KDD 93.05 99.88 86.77 68.74 11.40

SVM+ELM+Modify K-Means 98.13 99.54 87.22 21.93 31.79
SVM+BIRCH clustering 99.30 99.50 97.50 19.70 28.80

Winner of the KDDCUP99 99.50 97.10 83.30 13.20 8.40

Table 3.17 Accuracy (%)
comparisons of HMLD and
some prior works

Algorithms Accuracy(%)

HMLD-KDD 96.70
SVM+ELM+Modify K-means 95.75

SVM+BIRCH clustering 95.70

Winner of the KDDCUP99 93.30

3.3 Abnormal Network Traffic Detection Based on Big Data
Analysis

With the improvement of network, storage, calculation and transmission,the Internet
is interacting more closely with people than ever before. While the Internet is
making our life more convenient, it brings about some potential risks [6]. For
example, malicious attacks involving user privacy and security become more and
more frequent.

The changes of how people use the Internet is a new challenge for traditional
abnormal network event detection techniques. It is more hard for researchers to get
aware of some new kinds of attacks [62]. To resolve these problems, some abnormal
network traffic detection methods have been proposed. Traditional abnormal traffic
detection method can be classified into two categories [38, 41, 42, 47]. One is
misuse detection, and the other is abnormal detection. The two methods have their
own pros and cons. Misuse detection has a high accuracy but needs support from
known knowledge. Abnormal detection do not need known knowledge, but cannot
categorize the type of attacks, the accuracy is also lower. For example, Hari Om [44]
designes a hybrid detection system, which is a hybrid anomaly detection system
considering k-means, k-nearest neighbor and Naïve Bayes methods.

However, the explosive increase of network traffic has directly or indirectly
pushed the Internet into the big data era, which makes anomaly traffic detection
more difficult to deal with because of high calculation volume and constant changes
of network data distribution caused by big data [45, 46, 48, 50]. Because the speed of
network data generation is fast, it makes the volume of normal traffic and abnormal
traffic differ a lot, and the distribution of the data change. Besides, with big data,
the difference between normal traffic and abnormal traffic is increasing [55, 58]. It
makes the traditional methods unable to effectively detect abnormal traffic.

Therefore, to increase the accuracy of abnormal traffic and avoid the loose caused
by false negative detection, we propose a novel model based on big data analytics,
which can avoid the influence brought by adjustment of network traffic distribution,
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increase dectection accuracy and reduce the false negative rate. The core of the
proposed model is not simply combination of traditional detection methods, but
a novel detection model based on big data. In the simulation, we use k-means,
decision tree and random forest algorithms as comparative objects to vertify the
effectiveness of our model. Simulation results reveal that the proposed model has a
much better performance, which can achieve a detection rate of 95.4% on normal
data, 98.6% on DoS attack, 93.9% on Probe attack, 56.1% on U2R attack, and 77.2%
on R2L attack.

3.3.1 System Model

Influenced by big data, network data distribution is gradually changing [5]. This part
try to solve the problem that caused by the increasing difference between normal
traffic and abnormal traffic. Therefore, we proposed a new abnormal traffic detection
model based on big data analysis, and this model includes three sub-models.

3.3.1.1 Normal Traffic Selection Model

Normal traffic selection model uses classification and clustering algorithm to
distinguish normal and anomaly behaviors, rather than involved specific anomaly
behaviors. This model includes two stages:

1. Training stage: training model uses data that labeled normal or abnormal, and the
model applies in test stage.

2. Test stage: test stage is similar to detection in practice. Using unlabeled date, the
model classifies traffic data into normal or abnormal, and labels them.

Normal traffic selection model uses k-means clustering algorithm, KNN, deci-
sion tree and random forest classification algorithms. Traditionally, before using
k-means algorithms, it is very important to set the number of categories, because we
don’t know how many categories. But in order to distinguish normal and abnormal
behavior, the normal traffic selection model uses k-means as following way.

In training stage, using labeled information classify data into normal and
abnormal. These two categories use k-means separately instead of clustering all
data at once, getting the center of the data set respectively. Then using the center of
the data set, KNN clustering algorithm classifies test data. Decision tree and random
forest classification algorithms train with labeled normal and abnormal data.
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3.3.1.2 Abnormal Traffic Selection Model

The purpose of abnormal traffic selection model is avoid influence caused by too
many normal traffic than abnormal traffic. This model classifies anomaly traffic into
specific categories, and includes two stage as well:

1. Training stage: this stage only use abnormal data to train classification model,
and every data label specific attack group. Using classification algorithms learns
classified rules.

2. Test stage: test stage is similar to detection in practice, using unlabeled data
(including normal behavior data). The classification model classifies anomaly
traffic into specific categories according to the classified rules, and gives specific
label to every data.

Abnormal traffic selection model uses decision tree and random forest classifica-
tion algorithms. Abnormal traffic selection model and normal traffic selection model
are independent, without order of priority in training stage or test stage.

3.3.1.3 Abnormal Traffic Selection Model

Mixed compensation model combines the result from normal traffic selection model
and abnormal traffic selection model to produce a final result. Although abnormal
traffic selection model is more effective because without influence of normal traffic
data, the model has high false negative rate due to this characteristic. Therefore use
normal set produced by normal traffic selection model to compensate abnormal set
A = {A1, A2, · · · , Ak} produced by abnormal traffic selection model. Ai, i ∈ [1, k]
denote specific attack category. If c denote detection result, rule of compensation as
follow:

{
if c ∈ Ai, c ∈ N, then c ∈ N

if c ∈ Ai, c /∈ N, then c ∈ Ai.
(3.15)

3.3.2 Simulation Results and Discussions

Before using three sub-models of anomaly detection based on big data analysis,
data set needs be preprocessed with label for training model. It should be noted that
rightly selecting feature is a good way to reduce dimension and increase efficiency
of running. In the simulation, three different algorithms are used to verify validity
of the proposed model.
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3.3.2.1 Data Set

In the simulation, we use KDDCUP99 [53] data set to test my model. KDDCUP99
data set is widespread use for testing abnormal detection model, which is obtained
and processed from KDDCUP99 [54]. KDDCUP99 data set has 41 features and
been sorted into three group: basic feature, content feature and time feature [57].

The distribution of data set is shown as Table 3.18, where training data has 5
million records, 10% of training data has 494,021 records, and test data has 311,029
records. Every record is labeled to be normal or abnormal, and abnormal data can
be classified into four groups: Dos, U2R, R2L and Probe. From Table 3.18, we find
that normal data in training data set is more than abnormal data in test data set.
Therefore, this data set can be used to test the performance of the proposed model
under different circumstances.

3.3.2.2 Simulation Results

As shown in Table 3.19, we have done eight experiments with the model based on
big data analysis, and three control experiments which used k-means, decision tree
or random forest respectively. In the control groups, training classify model uses all
training data set with five categories, then classifying test data into five categories.
Another control group is winner of KDDCUP99.

Table 3.18 Distribution of KDDCUP99 data set

Data set Normal DoS Probe R2L U2R

10% of training data set 97,278 391,458 4107 1126 52

Test data set 60,593 229,853 4166 16,189 228

Table 3.19 Number of experiments

No.
Normal traffic
selection model

Abnormal traffic
selection model No. of control group Algorithm

1 k-means1a Random forest 9 k-means

2 k-means1a Decision tree 10 Decision tree

3 k-means2a Random forest 11 Random forest

4 k-means2a Decision tree 12 Winner of
KDDCUP99

5 Decision tree Decision tree

6 Decision tree Random forest

7 Random forest Decision tree

8 Random forest Random forest
aIn the normal traffic selection model, the number of cluster of normal and abnormal respectively
is 4 and 30 in k-means1, and the number of cluster of normal and abnormal respectively is 100
and 300 in k-means2
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Table 3.20 Prediction accuracy

No. Experiment Normal DoS Probe U2R R2L

1 k-means1+Random forest 0.632 0.814 0.939 0.561 0.679

2 k-means1+Decision tree 0.656 0.791 0.878 0.500 0.772

3 k-means2+Random forest 0.945 0.983 0.910 0.513 0.510

4 k-means2+Decision tree 0.946 0.979 0.852 0.500 0.504

5 Decision tree+Decision tree 0.951 0.984 0.829 0.500 0.512

6 Decision tree + Random forest 0.951 0.986 0.831 0.550 0.517

7 Random forest + Decision tree 0.954 0.980 0.861 0.500 0.521

8 Random forest + Random forest 0.952 0.985 0.872 0.520 0.510

9 k-means 0.938 0.968 0.785 0.500 0.528

10 Decision tree 0.951 0.983 0.793 0.500 0.500

11 Random forest 0.952 0.985 0.875 0.522 0.507

12 Winner of KDDCUP99 0.995 0.971 0.833 0.132 0.084

Table 3.21 Compared with winner of KDDCUP99

No. Experiment Normal DoS Probe U2R R2L Final score Rank

8 Random forest+Random forest 3 2 2 2 4 13 1

6 Decision tree+Random forest 4 1 6 1 2 14 2

7 Random forest +Decision tree 2 5 3 4 1 15 3

2 k-means2+Random forest 7 4 1 3 5 20 4

5 Decision tree+Decision tree 4 3 7 6 3 23 5

4 k-means2+Decision tree 6 6 4 5 6 27 6

12 Winner of KDDCUP99 1 7 5 7 7 27 6

In the simulation, prediction accuracy is used as a simulation metric of detection
effect, which is shown in Table 3.20. Besides, we adopt way of sorting and grading
for every type. For example, all experiments are sorted by prediction accuracy of
normal. The first grades 1 point, the second grades 2 points, and so on. Finally,
adding grade of five groups is final grade.

As shown in Table 3.21, the experiment group and winner of KDDCUP99 are
sorted by final grade. While the later has high detection rate in normal data, as for
four attack types, the result of model based on big data analysis is better than winner
of KDDCUP99.

Algorithm of winner of KDDCUP99 is C5 decision tree [59–61, 63]. Training
data of winner of KDDCUP99 is a little different with my experiment. Thus for
evaluating detection effect of the proposed mode, we did three control experiments
with same training data and test data, used with k-means, decision tree or random
forest respectively. The number of these experiments is noted as 11, 10 and 9.

Sorting result shows that detection effect of algorithm of the proposed model is
better than no use, as shown as Table 3.22. We will discuss experiments results,
compared No. 8 with No. 11, No. 7 with No. 5 and No. 3 with No. 4.
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Table 3.22 Compared with control group

No. Experiment Normal DoS Probe U2R R2L Final score Rank

6 Decision tree+Random forest 4 1 6 1 3 15 1

8 Random forest + Random forest 2 2 3 3 5 15 1

11 Random forest 2 2 2 2 7 15 1

7 Random forest + Decision tree 1 7 4 5 2 19 4

3 k-means2+ Random forest 8 5 1 4 5 23 5

5 Decision tree + Decision tree 4 4 7 5 4 24 6

10 Decision tree 4 5 8 5 9 31 7

9 k-means 9 9 9 5 1 33 8

4 k-means2+ Decision tree 7 8 5 5 8 33 8

3.3.2.3 Discussing Result of No. 8 and No. 11

Score of top three are same. Judging No. 8 and No. 11 with final grade, detection
result of two experiments are almost same. And both of them use random forest
algorithm. But the difference is:

1. Importance of variable used in classifying is different;
2. No. 8 has lower false negative rate.

• Importance of Variable

As shown as Fig. 3.25, variables chosen by random forest in No. 8 and No. 11 are
different. Random forest algorithm can output importance of variables, noted Gini
index [51]. Figure 3.25 shows that top 20 have important variables in comparison
with top 1, whose value is higher and more important.

In No. 8, rank of variables is different between normal traffic selection model
and abnormal traffic selection model. This means that variable used for predicting
normal or abnormal and specific attack is different. Therefore, choosing variable in
No. 11 is influenced by both sides, and output a compromised result when choosing
variables, that’s why prediction of model in No. 11 has deviation.

• Comparison of False Negative Rate

In order to evaluate effect on predicting abnormal behavior, false negative rate is
used as an important index, which can measure how many attack events are omitted.
Table 3.23 shows confusion matrix of results of experiments No. 8 and No. 11 when
using random forest. Row express information of prediction, and column express
actual information. False negative rate of No. 8 in normal type is very low, but
high in U2R and R2L type. In No. 8, false negative rate of normal selection model
in normal is low. Without influence of normal training data, false negative rate of
abnormal selection model in four specific attack types are lower than No. 11.
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Fig. 3.25 Importance of variables in random forest. (a) No. 11. (b) No. 8 normal traffic selection
model. (c) No. 8 abnormal traffic selection model
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Fig. 3.25 (continued)

3.3.2.4 Discussing Result of No. 5 and No. 7

No. 5 and No. 7 respectively compare with No. 6 and No. 8 by using same algorithm
in normal traffic selection model, and their ranks are lower when using decision tree
in abnormal traffic selection model.

Table 3.24 is confusion matrix of abnormal traffic selection model with decision
tree algorithm. It shows that U2R can not be detected and false negative rate of R2L
is higher. In order to find the reason, classify tree is checked in Fig. 3.26, where the
classification model prefers DoS and Probe attack, then R2L attack, and no result
point of U2R attack. Distribution of training data can explain this phenomenon,
which can be shown in Fig. 3.27.

When generating decision tree, the obtained information will cause results in
favor of feature which have more samples. Therefore, if the number of training
data set in every group is different enough, it cannot get efficient classification
model for small samples. Moreover, because the number of between training data
is comparatively equal, classification result is better, such as No. 6, when normal
traffic selection model uses decision tree.
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Table 3.23 Confusion matrix

No. 11

Prediction Normal DoS Probe U2R R2L

Normal 60,287 5967 847 159 15,839

DoS 69 223,814 191 8 0

Probe 233 72 3128 50 104

U2R 1 0 0 10 5

R2L 3 0 0 1 241

False negative 0.00505 0.026273 0.24916 0.95614 0.985113

No. 8 normal traffic selection model

Prediction Normal Abnormal

Normal 60,289 22,853

Abnormal 304 227,583

False negative 0.005017 0.091253

No. 8 abnormal traffic selection model

Prediction DoS Probe U2R R2L

DoS 229,231 769 20 4693

Probe 297 3393 135 5646

U2R 0 0 39 32

R2L 325 4 34 5818

False negative 0.002706 0.18555 0.828947 0.64062

Table 3.24 Confusion matrix of abnormal traffic selection model with decision tree

Predition DoS Probe U2R R2L

DoS 227,792 589 34 6245

Probe 1434 3192 20 283

U2R 0 0 0 0

R2L 627 385 174 9661

3.3.2.5 Discussing Result of No. 3 and No. 4

No. 3 and No. 4 use k-means in normal traffic selection model to choose clustering
center. Table 3.25 shows final prediction accuracies in No. 3 and No. 4. Because
final results are lower than that of normal traffic selection model or abnormal
traffic selection model, we find that this problem is caused by using k-means
in normal selection model. Table 3.26 shows confusion matrix of normal traffic
selection model of No. 3 and No. 4. Many abnormal records are predicted as
normal, which cause high false negative rate. Therefore, many abnormal records
predicted by abnormal traffic selection model will be regarded as normal after mixed
compensation model.
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Fig. 3.26 Classify tree of abnormal traffic selection model

Fig. 3.27 Distribution of training data

Table 3.25 Accuracy of No. 3 and No. 4

No. Model Algorithm Accuracy
No. 3 Normal traffic selection k-means 0.926

Abnormal traffic selection Random forest 0.948

Mixed compensation model 0.923
No. 4 Normal traffic selection k-means 0.925

Abnormal traffic selection Decision tree 0.961

Mixed compensation model 0.918
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Table 3.26 Confusion matrix of normal traffic selection model of No. 3 and No. 4

No. Prediction Normal Abnormal
No. 3 Normal 59,189 21,663

Abnormal 1404 228,773
No. 4 Normal 59,428 22,221

Abnormal 1165 228,215

Table 3.27 Results of experiments

No. Experiment DoS Probe U2R R2L Final Rank

1 k-means1+Random forest 10 1 1 2 14 1

6 Decision tree+ Random forest 1 8 2 5 16 2

8 Random forest + Random forest 2 5 4 7 18 3

11 Random forest 2 4 3 9 18 3

3 k-means2+ Random forest 5 2 5 7 19 5

2 k-means1+ Decision tree 11 3 6 1 21 6

7 Random forest + Decision tree 7 6 6 4 23 7

5 Decision tree + Decision tree 4 9 6 6 25 8

9 k-means 9 11 6 3 29 9

4 k-means2+ Decision tree 8 7 6 10 31 10

10 Decision tree 5 10 6 11 32 11

Nowadays, many novel attacks are unknown to researchers, and many attacks
will be disguised as normal. It’s very dangerous to have high false negative rate, and
it does not fit the proposed model.

Because the effect of k-means has great correlation with the number of centers
chosen to cluster, and we can fine tune the strength of clustering, and lower the false
negative rate to establish a strict normal selection model.

In No. 3 and No. 4, the number of centers for normal traffic and attacks is 100 and
300, respectively. Although it can achieve a good overall accuracy, its false negative
rate is higher than other model. However, according to Table 3.27, by choosing 4
and 30 in No. 1 and No. 2, it has lower false negative rate, and only classify four
kinds of attacks. Besides, a strict normal detection model is established.

By adjusting the parameters and reducing false negative rate in No. 1 and No.
2, we can find that the rank has increased rapidly compared with No. 3 and No. 4.
Especially, when K-means combines with random forest, it has a very high accuracy
on Probe, U2R and R2L attack. Therefore, we can draw the conclusion that by
adjusting the parameters of K-means, the strength of abnormal traffic detection can
be controlled by adjusting the strength of normal traffic identification.
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Table 3.28 Summary of model

Model 1 Model 2 Model 3

Normal traffic selection model k-means1 Decision tree Random forest

Abnormal traffic selection model Random forest Random forest Random forest

Based on the results analyzed above, as shown in Table 3.28, the following
conclusions can be drawn:

1. Random forest classification algorithm can adapt to the change of distribution of
network data, and this algorithm by using the proposed model can reduce false
negative rate.

2. If the number of training data in different group is largely different with each
other, the classify model built by decision tree will prefer to attack types, which
have more training data. So we should avoid using decision tree in abnormal
traffic selection model. However, in the normal traffic selection model, the
difference between different groups is comparatively small. In this situation,
using decision tree can fast get classify model, and the results have higher
accuracy.

3. There are more and more unknown abnormal events in the future. In order to
avoid loss of false negative prediction, we can change the number of clustering
in the normal traffic selection model with k-means algorithm to reduce false
negative rate and increase the accuracy of detecting abnormal events.

3.4 Summary

In this chapter, we discuss the main challenge of network traffic intelligent aware-
ness and introduced several machine learning based traffic awareness algorithms.
we first present a multi-level intrusion detection model framework named MSML
to address these issues. Then, we propose a novel IDS framework called HMLD
to address these issues, which is an exquisite designed framework based on Hybrid
Multi-Level Data Mining. In addition, we propose a new model based on big data
analysis, which can avoid the influence brought by adjustment of network traffic
distribution, increase detection accuracy and reduce the false negative rate. Finally,
we proposes an end-to-end IoT traffic classification method relying on a deep
learning aided capsule network for the sake of forming an efficient classification
mechanism that integrates feature extraction, feature selection and classification
model.
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Chapter 4
Intelligent Network Control

Finding the near-optimal control strategy is the most critical and ubiquitous problem
in a network. Examples include routing decision, load balancing, QoS-enable load
scheduling, and so on. However, the majority solutions of these problems are largely
relying on a manual process. To address this issue, in this chapter, we apply several
artificial intelligence approaches for self-learning control strategies in networks. In
this chapter, we first present an energy-aware multi-controller placement scheme
as well as a latency-aware resource management model for the SDWN. Moreover,
the particle swarm optimization (PSO) is invoked for solving the multi-controller
placement problem, and a deep reinforcement learning (DRL) algorithm aided
resource allocation strategy is conceived. Then, we present a novel controller mind
(CM) framework to implement automatic management among multiple controllers
and propose a novel Quality of Service (QoS) enabled load scheduling algorithm
based on reinforcement learning to solve the problem of complexity and pre-strategy
in the networks. In addition, we present a Wireless Local Area Networks (WLAN)
interference self-optimization method based on a Self-Organizing Feature Map
(SOM) neural network model to suppress the interference in local area networks.
Finally, we propose a BC-based consensus protocol in distributed SDIIoT, where
BC works as a trusted third party to collect and synchronize network-wide views
between different SDN controllers. In addition, we use a novel dueling deep Q-
learning approach to solve this joint problem.

4.1 Multi-Controller Optimization in SDN

Given the proliferation of mobile data traffic in a variety of wireless networks [1],
traditional network resource management techniques may not satisfy the users’
quality of experience (QoE). The software defined wireless networks (SDWN) [2]
was proposed with the spirit of decoupling the control layer and the infrastructure
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layer, which can both efficiently support big data driven resource management and
beneficially provide a global optimal system performance.

In retrospect, how to appropriately deploy controllers in different positions has
become a critical problem for wired software defined networks (SDNs), also termed
as the controller placement problem (CPP) [5], which attracts numerous heuristic
algorithms to solve it. By contrast, few works focused their attention on the CPP
in the context of SDWN architecture. Recently, Abdel et al.[6] investigated the
CPP between the controller and the elements under its control considering average
response time and maximum response time. Resource management is another key
problem, since traditional resource management methods cannot support online and
adaptive decision making corresponding to the real-world dynamic experimental
states. Hence, Grandl et al.[8] proposed a Tetris assisted resource scheduling
framework and Jalaparti et al.[10] designed a Corral aided framework, where they
defined the resource management as a combinatorial optimization problem, and
both frameworks yielded an improved performance. Moreover, given the successful
applications of deep learning algorithms in image processing and robotics, Mao
et al.[12] utilized deep reinforcement learning (DRL) algorithms for adaptively
solving resource allocation problems [25].

However, most of them only focused on the latency for multi-controller place-
ment without taking into account the impact of energy consumption imposed
on the CPP, where controllers may be energy constrained. Furthermore, resource
management of each controller in SDWNs substantially influence the QoE of users
such as the waiting time. Inspired by aforementioned issues, in this part, we propose
an energy-aware multi-controller placement scheme as well as a DRL aided resource
management model for the SDWN. The main contributions of our paper can be
summarized as follows.

• A particle swarm optimization (PSO) aided multi-controller placement model is
conceived for minimizing the system’s energy consumption with latency con-
straints. Relying on PSO, our proposed energy-aware multi-controller placement
scheme can be efficiently solved.

• Relying on the powerful expression capability of deep reinforcement learning
algorithms, we propose a DRL based resource management scheme for the
SDWN, where the self-aware controller system is capable of reducing the waiting
time of each task.

4.1.1 System Model

4.1.1.1 Network Model

In our model, the SDWN contains n controllers and m elements. Let C =
{c1, c2, · · · , cn} denote the set of the controllers and S = {s1, s2, · · · , sm} be the set
of the elements. Elements and controllers are capable of communicating with each
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other via wireless links. And the maximum number of the elements that a single
controller can support is represented by L. Let mi be the number of elements served
by controller ci , and we have mi ∈ (0, n − i + 1] and

∑n
i=1 mi = m. Moreover, the

distance between ci and one of its clients, i.e. si,mi
, is denoted as d(ci, si,mi

). Task
j is represented by Ωj = (wj , ηj ), where wj denotes the amount of computation
of Ωj , that is the required CPU cycles for completing the task, while ηj represents
the amount of communication traffic in Ωj , i.e. the amount of the data transmitted
toward the element.

4.1.1.2 Communication Model

In our communication model, h(ci, si,mi
) represents the channel gain between

controller ci, (i = 1, 2, · · · , n, ci ∈ C) and the element si,mi
served by ci . Let

p(ci) represent the transmission power of controller ci . Hence, the uplink data rate
r(ci, si,mi

) of this link can be calculated as:

ri(ci, si,mi
) = B log2

(

1 + p(ci)h(ci, si,mi
)

σ 2 + I (ci, si,mi
)

)

, (4.1)

where σ 2 is the variance of the white Gaussian noise and B denotes the channel
bandwidth, while I (ci, si,mi

) represents the inter-cell interference between con-
troller ci and element si,mi

. The transmission delay from the controller ci to the
element si,mi

for task Ωj can be formulated as:

tTi (ci , si,mi
) = ηj

r(ci, si,mi
)
. (4.2)

As for the transmission energy consumption of controller ci , we have:

εT (ci, si,mi
) = p(ci)t

T (ci, si,mi
) = p(ci)ηj

r(ci, si,mi
)
. (4.3)

4.1.1.3 Computation Model

Let us define fi as the computational capacity of the controller ci . Hence, the
controller’s execution time of task Ωj = (wj , ηj ) can be expressed as:

tCi (ci, si,mi
) = wj

fi

. (4.4)
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Furthermore, we can obtain the execution energy consumption of controller ci for
processing task Ωj as:

εC
i (ci, si,mi

) = ρiwj , (4.5)

where ρi is the unit execution energy consumption of one CPU cycle in the
controller.

4.1.1.4 Problem Formulation

Considering both the limited computational capacity and the energy constraint of
controllers, we propose an energy-aware multi-controller placement scheme as well
as a latency-aware resource management model for the SDWN. Our objective is to
minimize the average energy consumption of all controllers for both communication
and computation in large-scale SDWNs. This placement problem can be formulated
as follows:

min
1

n

n∑

i=1

[
εT
i (ci, si,mi

) + εC
i (ci, si,mi

)
]

s.t. (4.6-a) : tTi (ci, si,mi
) + tCi (ci, si,mi

) ≤ tmax, ci ∈ C, si,mi
∈ S,

(4.6-b) : d(ci, si,mi
) ≤ dmax, ci ∈ C, si,mi

∈ S,

(4.6-c) : mi ≤ L(ci), ci ∈ C

(4.6-d) :
n∑

i=1

mi = m,

(4.6)

where tmax in (4.6-a) represents the maximum time requirement of the task, while
dmax in (4.6-b) is the maximum deployment distance between ci and si,mi

. L(ci)

in (4.6-c) represents the maximum number of the elements that the controller ci

can support. In Sect. 4.1.2, PSO algorithm will be invoked for solving our proposed
multi-controller placement problem.

After obtaining a delicate multi-controller placement strategy from (4.6), we try
to further determine computational resource allocation scheme of the controller for
each task. Hereinafter, DRL algorithm is employed to solve this problem. For the
task Ωj , its ideal completion time is defined by Tideal,Ωj

, while the actual execution
time is defined by Tactual,Ωj

. Hence, we aims for minimizing the its waiting time
ΓΩj

, i.e.

min ΓΩj
= Tactual,Ωj

− Tideal,Ωj
. (4.7)
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4.1.2 Methodology

4.1.2.1 PSO Aided Near-Optimal Multi-Controller Placement

The PSO is a family member of stochastic optimization algorithms, which is
inspired by the social behavior of birds [45]. In PSO, for the i-th particle
in the d-dimensional solution space, its position can be represented as Xi =
(xi1, xi2, · · · , xid) and its velocity can be represented as Vi = (vi1, vi2, · · · , vid ).
Relying on the fitness function, the individual best position of particle i

is expressed as Pi = (pi1, pi2, · · · , pid), while its global best position is
Pg = (pg1, pg2, · · · , pgd). Hence, the velocity in the iteration (n + 1) can be
updated by:

Vi(n + 1) = ωVi(n) + c1ξ1(Pi − Xi) + c2ξ2(Pg − Xi), (4.8)

where c1 and c2 are two positive constants generated in [0, 2], while ξ1 and ξ2 are
a pair of independent random numbers valued in (0, 2). ω is a weight coefficient
for the sake of ensuring the convergence of PSO algorithm. Based on the updated
velocity, particle’s position can be given by:

Xi(n + 1) = Xi(n) + Vi(n + 1). (4.9)

In this part, we apply PSO algorithm to solve the multi-controller placement
problem, where particles are represented as the possible position of the controllers.
After iterations, a near-optimal solution of controller placement can be obtained, as
shown in Algorithm 1.

4.1.2.2 Resource Management Relying on Deep Q-Learning

In the following, we study the computational resource allocation scheme of the
controller for each task relying on DRL algorithm [4, 11]. In the process of
interacting with the environment, the model-free Q-learning algorithm is capable
of finding the near-optimal behavior by continuous trial and error. Assume the state
in the step n is presented as Sn, π means the policy space, and the accumulated
reward V π(Sn) of state Sn is calculated as:

V π(Sn) = Rn + γRn+1 + γ 2Rn+2 + · · · , (4.10)

where Rn is the instant reward in step n, while γ (0 < γ < 1) represents the
discount factor which reflects the influence of the future reward. More explicitly,
a large γ means that the training agent focuses more on to the future experience,
otherwise the training agent only concerns about the immediate reward [55]. In Q-
learning algorithm, the Q-value is the function of state S and action A, which is
formulated as:

Q(Sn,An) = Rn + γV π(Sn+1). (4.11)
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Algorithm 1 PSO aided multi-controller placement
Input: network topology, objective function, the number of controllers m, the number of
particles s;
Output: best controller placement x∗;
Initialization:
Randomly generate particle’s position Xi and velocity Vi ;
Calculate the fitness value of each particle according to objective function;
Obtain the individual best position Pi and the global best position Pg .

while i < n do
for each particle Xi

Update particle’s velocity Vi according to Eq. (4.8);
Update particle’s position Xi according to Eq. (4.9);
Calculate the fitness value of particle Fitness(Xi);

if Fitness(Xi) < F itness(Pi) then
Update the individual best position Pi ;

end if
if Fitness(Xi) < F itness(Pg) then

Update global best position Pg ;

end if
end while

Thus, Qn+1(Sn,An) can be updated by:

Qn+1(Sn,An) = (1 − η)Qn(Sn,An)

+ η[Rn + γ max Qn(Sn+1, An+1)],
(4.12)

where the learning rate 0 < η < 1 controls the learning convergence speed.
Deep Q-network utilizes a feedforward artificial neural network for the sake

of approximating the Q-value function, i.e Q(Sn,An; θ). The deep Q-network is
trained in the form of minimizing a loss function by updating θ in terms of small
steps. The loss function can be given by:

L(θ) = E[(y(Sn,An, Sn+1; θ̂ ) − Q(Sn,An; θ))2], (4.13)

where the target function y(Sn,An, Sn+1; θ̂ ) = R + γ max Q(Sn+1, An+1; θ̂ ).
In this part, we apply the deep Q-network algorithm to solving the resource

management problem, as shown in Algorithm 2. For each SDWN controller, we
consider there are total Ω tasks waiting for service. Three key factors of the deep
Q-network are given as follows.

• State Space: The available resources of controllers includes the current allocated
computational resources and the required computational resources of the tasks
which may be scheduled [62]. We define the demand of computational resources
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of the task j with type z by uj,z, and the current computational resource level
of the controller i as ui,z. Hence, considering a total of Z kinds of tasks, the
system’s state with total m controllers can be given by Λ = [S1, S2, · · · , Sm],
where Sm = [uj,k, um,k, z = 1, 2, · · · , Z].

• Action Space: The serving queue can hold maximum K tasks and each controller
is capable of dealing with only one task in each time slot. For the controller m,
let the action Am = k represent the k-th task is scheduled at the current time slot,
while Am = φ means that no task is scheduled in the current time slot. Then the
action space of controller m can be expressed as {φ, 1, 2, · · · ,K}.

• Reward: The reward function is designed for directing the agent to minimize the
average waiting time in the controllers. Specifically, we set the reward at each
time slot to

∑
1/Tideal,Ωj

,Ωj ∈ Ω , where Ω is the set of current tasks supported
by the controller.

Algorithm 2 Deep Q-network based resource management strategy
Input: state S, action A and the maximum number of iterations N

Output: Q(S,A);
Initialization:
Initialize the weight of deep Q-network θ ;

for n < N do
if random probability p < δ then

select an action An;
otherwise
An = arg max Q(Sn,An; θ)

end if
Execute action An, then obtain the reward Rn and arrive at the next state Sn+1;
Calculate the target Q-value
y(Sn,An, Sn+1; θ̂ ) = R + γ max Q(Sn+1, An+1; θ̂ )

Update the deep Q-network by minimizing the loss L(θ);
L(θ) = E[(y(Sn,An, Sn+1; θ̂ ) − Q(Sn,An; θ))2]
end for

4.1.3 Simulation Results

In this subsection, we evaluate proposed PSO algorithm relying on six different
network topologies from the Internet zoo [7, 14]. The channel bandwidth is B =
5 MHz and the transmission power is p = 50 mW. The variance of white Gaussian
noise is σ 2 = −100 dBm. The channel gain is set as h = d−λ, where λ = 4
represents the path loss factor. The amount of one task is 20 Mb. ρ = 4 J/GHz
denotes the unit energy consumption per CPU circle. The computational capacity of
the controller is f = 2 GHz. In order to verify the performance of our proposed
algorithm, we use the genetic algorithm (GA) as well as the greedy algorithm
(GL) for comparison. The number of particles is 20. Moreover, some parameters
of proposed two algorithms are listed in Table 4.1.
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Table 4.1 Parameters of two
algorithms

Algorithm Parameters

PSO c1 = 2.0, c2 = 2.0, w = [0.4, 0.9]
GA Pc = 0.8, Pm = 0.1
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Fig. 4.1 Energy consumption versus iterations in six different network topologies (a) Aarnet. (b)
Arn. (c) Bandcon. (d) Bellcanada. (e) Esnet. (f) ChinaNet

Figure 4.1 shows the performance of energy consumption versus iterations in six
different topologies which assumed the link between nodes is wireless, i.e. Aarnet,
Arn, Bandcon, Bellcanada, Esnet and ChinaNet. As shown in Fig. 4.1, with the
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increase of the iteration, PSO has the minimum energy consumption in comparison
to the other two algorithms in the context of m = 4 controllers. We can conclude that
the proposed PSO algorithm can provide a beneficial position placement scheme
having the minimum energy consumption considering the latency constraints. By
contrast, GL has the worst performance because it is easy to be trapped into local
optimum. Hence, simulation results show that the PSO algorithm can obtain the
near-optimal solution of controller placement for SDWNs.

As for the resource allocation, we use a neural network having a fully connected
hidden layer with 30 neurons to construct our deep Q-learning network. The
network’s parameters are updated with learning rate 0.002. There are total three
kinds of tasks, and the serving queue can hold at most 20 tasks. Moreover, the
ideal completion time of each task is randomly generated from [1,10]. The
simulation results are shown in Fig. 4.2. In Fig. 4.2a, we show the average waiting
time versus the controller’s load compare with both the short job first (SJF)
algorithm and random serving scheme. We can conclude that with the increase of
controller’s load, our proposed DRL algorithm outperforms the others, which can
improve the efficiency of the controllers. Moreover, as shown in Fig. 4.2b, a large
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Poisson arrival rate of tasks process increases the average waiting time of the system.
In Fig. 4.2c, it can be seen that the average waiting time of the system is reduced
with the increase of computational resources of the controllers. Finally, Fig. 4.2d
shows that the number of tasks in the queue increases the average waiting time of
the system.

4.2 QoS-Enabled Load Scheduling Based on Reinforcement
Learning

Energe resources crisis and global warming have become two global concerns [92].
As reasonable solutions, smart grid [16] and Energy Internet (EI) are seen as a
new generation of energy provision paradigm, where improved communication
mechanism is important to enable end-to-end communication. Software-defined
networking (SDN) [18] is seen as a promising paradigm shift to reshape future
network architecture, as well as smart grid and EI, called software-defined EI
(SDEI). Using SDN enables to improve smart grid and EI by providing an
abstraction of underlying network resources, forming global view for applications
from upper layers, and decoupling infrastructures and control plane to enhance
the flexibility and reliability of the system [21]. Noteworthy, the control plane is
considered as the brain of SDN [22]. With the explosion of network scales and
network traffic, overload in a single controller is one of the most intractable issues
[118]. There is a growing consensus that the control plane should be designed
as a multiple controllers plane to constitute a logically centralized but physically
distributed model [27, 28, 32]. So far, the issues of multiple controllers have been
studied in literature. Except for addressing the consistency problem of global view
among distributed control plane, another key issue is how to schedule loads among
multiple controllers so as to mitigate the risk of overloads and failures in one single
controller.

On the other hand, the most important application of SDN in smart grid is
real-time monitoring and communicating [96]. It follows that these applications
require steady web-environment with no packet loss and less time delay to keep
high accuracy and real time capability [33].

Traditionally, load scheduling algorithms make load scheduling decisions after
the overload problems have happened [102]. In general, the traditional algorithms
have three steps, including collecting load information, making load scheduling
decisions, and sending load scheduling commands to the corresponding controllers.
For example, the work in [34], load scheduling decision is made after the problem
of overload. In addition, current CPU usage, current memory usage, current hard
disk usage, and weight coefficient need to be exchanged among controllers when
new load scheduling decision is made, which occupies lots of extra time so as to
decrease time efficiency.



4.2 QoS-Enabled Load Scheduling Based on Reinforcement Learning 95

Recently, Machine learning (ML) has emerged as a novel technique, which
can be used to tackle the above challenges [106]. Reinforcement Learning (RL)
is regarded as an important branch of ML to solve complex control problems.
RL is quite different from the traditional management and operation methods. It
develops computer models to train datasets, which resolves the problems without
being explicitly programmed to, but learning from environments.

4.2.1 System Description

In this subsection, we first give brief overviews of energy Internet and software-
defined energy Internet. Then the CM framework in SDEI is presented.

4.2.1.1 Energy Internet

With energy crisis and limitation around world, how to use renewable energy has
attracted lots of attentions, ranging from government and industry to academia [15].
Here, the development of renewable energy, as well as information and communica-
tion technologies (ICTs) are two key enablers of energy Internet [13, 19, 50]. Thus,
energy Internet can be seen as an energy-utilizing system, combining distributed
renewable energy with the advanced ICTs, which is known as the version of smart
grids 2.0 [52].

Specially, ICTs provide a viable way to use the control capability of smart grid
and allow distributed energy to access to the backbone grid in EI [9, 53]. Here, smart
grid is used to collect and operate the information about the behaviors of users and
suppliers to improve the sustainability and reliability of energy.

4.2.1.2 Software-Defined Energy Internet

With traditional TCP/IP protocol, energy Internet has achieved great success [111].
However, many challenges have emerged with the increasing number of smart
connected devices in smart grid. It is hard for such rigid and static Internet to meet
the demands of flexibility, agility, and ubiquitous accessibility.

In order to solve this embarrassment, there is a consensus to establish the future
energy Internet architecture. SDN is seen as one of the most promising paradigms
[54]. It is an approach to implement the network that separates the control plane and
the data plane, abstracts the underlying infrastructures, and simplifies the network
management by introducing the ability of programming [116].
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Some works have employed SDN in energy Internet and smart grid [23]. For
example, in order to support secure communications, the authors in [56] learned a
SDN-enabled multi-attribute secure architecture for smart grid in IIoT environment.
Moreover, the authors in [57] proposed a software defined advanced metering
infrastructure (AMI) communication architecture. By this architecture, the problem
of global load-balanced routing was solved.

Based on these works, we consider a software-defined energy Internet. However,
before the wide adoption of SDEI, there are some problems remaining to be solved.
The most intractable one is the scalability and reliability of control plane in SDEI.
It can be anticipated that a logically centralized, but physically distributed control
plane is necessary. Thus, we propose a controller mind framework in distributed
SDEI to implement automatic management among multiple controllers.

4.2.1.3 Controller Mind framework

Based on traditional SDN architecture, we propose CM framework bridging the
control plane and the data plane transparently, as shown in Fig. 4.3.

Fig. 4.3 A framework of controller mind in SDEI
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Fig. 4.4 The detailed CM framework of QoS-enabled load scheduling

The detailed structure of CM framework is given in Fig. 4.4. CM takes the
responsibility of re-queuing incoming Packet-in flows to guarantee QoS and for-
warding them to the appropriate controllers based on the results of reinforcement
learning. Therefore, the CM framework consists of three modules, including re-
queuing module, info-base module and learning module.

4.2.1.4 Re-Queuing Module

We assume that there are two types of traffic flows, namely QoS flows with high-
priority and best-effort flows with low-priority. QoS flows include some traffic about
the application of real-time monitoring in SDEI, and best-effort flows include some
traffic from other applications with the low-level requirement of real-time capability
[24]. When these traffic flows are encapsulated into Packet-in messages and sent to
CM, based on source/destination MAC address, IP address, and TCP/UDP port in
the packet headers, the re-queuing module marks and classifies the incoming Packet-
in messages as QoS flows and best-effort flows [29, 35, 59], then re-queues them by
the method shown in Sect. 4.2.2.1.

4.2.1.5 Info-Table Module

It receives re-queuing Packet-in messages from re-queuing module, sends them
to controllers based on the learning results from the learning module, receives
Flow-mod messages from the control plane, and sends Flow-mod messages to the
data plane. The corresponding changes of the loads in each controller are aware
by sending Packet-in messages, and receiving Flow-mod messages, which are all
recorded by this module. On the one hand, these load records are the training
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datasets of learning module, on the other hand, by this mechanism, the frequent
signaling interactions that are used to obtain the current load information are
avoided, compared with the traditional schemes.

4.2.1.6 Learning Module

Based on the historical load records from the info-table module and reinforcement
learning algorithm, learning module trains the data offline, obtains the learning
results, and sends to info-table module. The reinforcement learning algorithm, i.e.,
Q-learning, is executed in this module, and the detail of the algorithm will be shown
in Sect. 4.2.3.

4.2.2 System Model

In this subsection, we present re-queuing model, followed by workload model.

4.2.2.1 Re-Queuing Model

If we use FIFO (First In First Out) model, some delay-sensitive flows can’t
be treated fairly. Therefore, when arriving at CM, Packet-in messages would be
classified into QoS messages or best-effort messages by extracting their headers,
such as source/destination MAC address, IP address and TCP/UDP port. The
architecture of classification and re-queuing at CM is shown in Fig. 4.5.

Here, we use a weight fair queuing(WFQ)[20, 60] algorithm in re-queuing model.
In WFQ, we give weight coefficient wi to classify queue i. Each classified queue
sends the messages based on weight coefficient wi . When the queue is empty, skip
and access the next queue. Hence, the average service time of queue i is wi∑

wj
, where

∑
wj is the sum of weight coefficients of all non-empty queues.

Fig. 4.5 Classification and re-queuing at CM
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4.2.2.2 Workload Model

With the rapid development of commercial deployment, the performance of SDN
controller is more and more important [36]. Global SDN certified testing cen-
ter (SDNCTC) [61] develops a SDN controller performance test tool, called
OFsuite_Performance, and releases a RYU controller performance test report
[17, 63]. In this report, when the arriving rate of Packet-in messages is lower,
the flow response time is linear with the Packet-in messages arriving rate, and the
acceptable maximum arriving rate of Packet-in messages is related to the controller’s
own performance parameters. Hence, from the test result in the report, we obtain
the relationship between the response time and the number of Packet-in messages in
(4.14),

τ = ρNp + β,Np ≤ max, (4.14)

where τ represents the response time, and Np is the number of Packet-in messages,
ρ and β are the parameters related to the performance of each controller. max is
the maximum number of Packet-in messages in the controller. This equation is
an empirical expression that is shown in RYU controller performance test report.
Although it has not ever been used in previously published work, we can have this
relationship according to the real test works.

Meanwhile, Zhang et al. in [65] provided the relationship between the response
time and the servers’ load status as shown in (4.15),

τ = θ ls , (4.15)

where ls is the load status of servers. θ is a parameter related to server’s perfor-
mance. Controllers are always deployed in servers, so in this part we use the same
load status model in controllers as servers.

From (4.14) and (4.15), we can deduce (4.16), which explains the relationship
between the load status and the number of Packet-in messages in the controller.

ls = logθ (ρNp + β),Np ≤ max. (4.16)

When Np = max, the load status is 100%. Thus using (4.16), we have
logθ (ρmax +β) = 1, and there is a necessary relationship between the parameters,
which is ρmax +β = θ . Obviously, when Np > max, the load status is also 100%.
Thus we have (4.17),

ls =
{

logθ (ρNp + β) Np ≤ max

100% Np > max
, (4.17)

where ρmax + β = θ
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In the following problem formulation and simulation, we use (4.17) as the
workload model. Since the number of Packet-in messages Np is recorded by the
info-table module, we use (4.17) to transfer the number of Packet-in messages to
the load status of controllers to formulate and simulate the problem in the following
sections.

4.2.3 Problem Formulation

In this subsection, we first describe a brief review of reinforcement learning. Then
we formulate the load scheduling problem as a Q-learning process, which starts with
the optimization problem formulation.

4.2.3.1 Reinforcement Learning

Figure 4.6 shows the agent-environment interaction model of reinforcement learn-
ing. At the decision epoch, the agent obtains environment state s and corresponding
reward r . According to the given policy, the agent selects action a to work on the
current environment, which makes state s turn into new state s′. Then at the next
decision epoch, the agent and environment interact in the same way.

The agent selects the action based on the policy function which defines the behav-
ior at a given moment. A stationary random policy is defined as π : S × A → [0, 1],

Fig. 4.6 The agent-environment interaction model of reinforcement learning
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where π [s, a] represents the probability of selecting action a under state s, S is state
space, and A is action space.

There are two value functions to represent the feedbacks from each decision,
namely state value function V π(s) and action-state value function Qπ(s, a). V π(s)

means the expected total rewards based on policy π in state s, and it can be
represented as:

V π(s) = Eπ [
∞∑

k=0

γ krt+k+1|st = s], (4.18)

where Eπ [∗] denotes the mathematical expectation under state transferring proba-
bility P(s, a, s′) and policy π . rt is immediate reward at time t . γ ∈ (0, 1] denotes
the discount factor to trade-off the importance of immediate reward and long-term
reward.

Additionally, action-state value function Qπ(s, a) represents the expected total
rewards based on policy π in state-action pair (s,a), and it can be represented as:

Qπ(s, a) = Eπ [
∞∑

t=0

γ krt+k+1|st = s, at = a]. (4.19)

And there is a relationship between V π(s) and Qπ(s, a). For a certain policy π ,
V π(s) = Qπ(s, π(s)). For a stochastic policy, V π(s) = ∑

a∈A π(s, a)Qπ(s, a).
Hence, Qπ(s, a) can be expressed by V π(s) as follows:

Qπ(s, a) = R(s, a) + γ
∑

s′∈S

P (s, a, s′)V π(s′), (4.20)

where R(s, a) = ∑
s′∈S P (s, a, s′)R(s, a, s′) means the expected reward of

selecting action a under state s. R(s, a, s′) = E[rt+1 + γ rt+2 + γ 2rt+3 + . . . |st =
s, a = at = π(st ), st+1 = s′] denotes the expected reward of selecting action a to
transfer the state from s to s′.

4.2.3.2 Reinforcement Learning Formulation

In order to obtain the optimal policy, it is necessary to define state space, action
space and reward function in Q-learning model. Before this, we will give the
optimization problem formulation in the RL based QoS-enabled load scheduling
problem.
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4.2.3.3 Optimization Problem Formulation

Our target is to find out the optimal scheme to allocate Packet-in messages from the
data plane to the control plane with the minimum waiting time of QoS flows and the
acceptable packet loss rate of best-effort flows. The minimization problem can be
formulated as the weighted sum as follows.

min k1

T∑

t=0

N1∑

i=1

T Q1
i (t) + k2

T∑

t=0

N2∑

k=1

PLQ2
k(t), (4.21)

subject to

PLQ1
i (t) = 0, ∀i = 1, 2, . . . N1, (4.22)

where we assume there are T time slots during the whole system, which starts when
the first Packet-in message comes and terminates when the last Packet-in message
departs. Let t ∈ {0, 1, 2, . . . , T − 1} denote the time instant. T Q1

i (t) is the waiting
time of QoS flows i at time instant t . PLQ1

i (t) and PLQ2
k(t) are the packet loss

rates of QoS flows i and best-effort flows k at time instant t , respectively. N1 and
N2 are the total number of QoS flows and best-effort flows, respectively. k1 and k2
are the scale factors, and k1 + k2 = 1.

In the above optimization problem, the constraint (4.22) guarantees that the QoS
flows have no packet loss.

Notably, one of the optimal target in (4.21) is to minimize the packet loss rate
of best-effort flows, which is equivalently substituted by the load variation among
all controllers in the remainder of this section. Because best-effort messages have
the low priority, i.e., when the messages loss happens, it is probable that best-effort
messages are discarded. Thus, the lower load variation leads to the lower packet loss
rate of best-effort messages directly.

4.2.3.4 State Space

In order to reduce the load variation among all controllers and the waiting time of
QoS flows, we propose the definition of state space as follows:

S = {s = [Qincom, lc, qc], |Qincom ∈ Qlevel, lc ∈ Lc, qc ∈ Qc}, (4.23)

where

Qlevel = {1, 2}, (4.24)

Lc = {[lc1, lc2 , · · · , lck
, · · · , lcN

]}, (4.25)

Qc = {[Qc11,Qc21, · · · ,Qck1, · · · ,QcN 1]}, (4.26)
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where N is the total number of controllers in the system, and ck means the kth
controller. Qlevel means the different QoS levels of flows in this system. When
Qlevel = 1, this flow is QoS flow with the high-priority. When Qlevel = 2, this
flow is best-effort flow with the low-priority. Lc means the set of the load status of
all controllers, and lck

denotes the load status of controller ck which is calculated by
(4.17) and the number of Packet-in messages is recorded by the info-table module.
Qc means the set of the number of QoS flows in all controllers, and Qck1 denotes the
number of QoS flows in controller ck , which is recorded by the info-table module.

4.2.3.5 Action Space

In the system, the agent has to decide how to allocate Packet-in message among
multiple controllers. Thus, the action space A of RL can be defined as follows,

A = {ac1, ac2 , · · · , ack
, · · · , acN

}, (4.27)

where ack
represents the allocation control between the current Packet-in message

and controller ck . if ack
= 1, the current Packet-in message is assigned to controller

ck . if ack
= 0, the current Packet-in message is not assigned to the controller ck .

Note that
∑N

k=1 ack
= 1, which guarantees that the current Packet-in message only

has one assigned controller.

4.2.3.6 Reward Function

We define numerical reward r that the agent obtains from taking action a at state s.
We have two targets as shown in (4.21), including minimizing the load variation and
the waiting time of QoS flows. Accordingly, there are two parts in reward function
r , including the standard deviation of all controllers and the number of messages
whose QoS levels exceed the incoming message, respectively.

The lower standard deviation means the better load balancing. Since bigger
reward is taken in Q-learning, we use the negative standard deviation to represent
the load variation in reward function, which is denoted in the first part of reward
function r .

Since all controllers in the system are QoS-enabled, which means Packet-in
messages will re-queue after arriving at all controllers to make sure QoS flows to be
processed with the high priority. Thus, the waiting time of incoming QoS flows is
only related to the number of QoS flows before them. The fewer QoS flows lead to
the less waiting time, which is denoted in the second part of reward function r .

In summary, reward function r can be expressed as follows:

r = − k2std(lc1, lc2 , · · · , lcN
)

− k1

Nck∑

i=1

bool(Qincom ≥ Qqueue(i)),
(4.28)
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where Nck
is the number of Packet-in messages in controller ck . Qincom represents

the QoS level of incoming message, and Qqueue(i) means the QoS level of the ith
messages in controller ck . bool denotes the Boolean operator. For example, when
the QoS level of the incoming message is 1 and the current messages’ QoS line

of one controller is 11222, the result of
∑Nck

i=1 bool(Qincom ≥ Qqueue(i)) is 2. In
the other controller, its current messages’ QoS line is 11122, the result of boolean
operation is 3. If only consider the waiting time of incoming message, the agent
is more possible to allocate this message to the first controller because of the less
waiting time. k1 and k2 are the scale factors which are the same as (4.21).

4.2.3.7 Method to Learn the Optimal Strategy

Q-learning is a typical algorithm of reinforcement learning, and we use Q-learning
to learn the optimal strategy in this part, where action-state value function Q(s, a) is
selected as the estimation function, rather than state value function V (s). The basic
idea of Q-learning is to evaluate Q(s, a) by a temporal difference method, which is
denoted as follows:

Q(st , at ) ← Q(st , at ) + α(rt + γ max
a

Q(st+1, a) − Q(st , at )), (4.29)

where α denotes the learning efficiency. In Q-learning, each Q(s, a) is put into Q-
table.

At first, Q-learning initializes the Q−table. Then at state st , the agent determines
action at according to ε-greedy policy, and obtains the experience knowledge as
well as the training samples (st , at , st+1, at+1). Meanwhile, the agent uses (4.29)
to update Q(st , at ) and Q−table. When meeting with the goal state, the agent
terminates one loop iteration. Then Q-learning continues a new loop iteration from
the initial state until the end of learning. The algorithm performed on each step is
shown in Algorithm 1.

Algorithm 3 Q-learning
1: Initialize Q−table, and set parameters α, γ and k0;
2: for k = 1 : k0 do
3: Select a initial state st randomly
4: while st ! = sgoal do
5: Select action at based on ε-greedy policy, and obtain immediate reward rt and next

state st+1
6: Q(st , at ) ← Q(st , at ) + (rt + γ max

a
Q(st+1, a) − Q(st , at ))

7: st ← st+1
8: end while
9: end for
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4.2.4 Simulation Results and Discussions

In this subsection, we use computer simulation to evaluate the performance of RL
based QoS-enabled load scheduling. Firstly, we describe simulation settings, then
present the simulation results. In this subsection, we use computer simulation to
evaluate the performance of RL based QoS-enabled load scheduling. Firstly, we
describe simulation settings, then present the simulation results.

4.2.4.1 Network Topology

We choose the same topology as the one in [34], which has three controllers in the
control plane, and several switches in the data plane. Thus, N = 3.

4.2.4.2 Parameter Settings

The different seeds are employed in the simulation, and performances are average to
estimate the performance of our proposed scheme. We utilize the queuing theory to
model the arrival, processing and departure of Packet-in messages. Here, the arrival
of the Packet-in messages is based on a Poisson distribution with the parameter of
λ, indicated by the arriving rate of Packet-in messages. The processing time of each
controller is based on the negative exponential distribution with the parameter of μ,
indicated by the performance of controllers. And we assume that all controllers have
the same performance, i.e., the same μ. Summarily, the values of all parameters in
the simulation are summarized in Table 4.2.

Table 4.2 Parameters setting in the simulation

Parameter Value Description

max 20 The maximum number of Packet-in messages in controllers

ρ 0.5 The performance parameter of the controller

β 5 The performance parameter of the controller

θ 15 The performance parameter of the controller

N 3 The number of total controllers in the control plane

k1 0.6 One scale factor

k2 0.4 Another scale factor

ε 0.9 The greed factor

γ 0.65 The discount factor

Initialized α 1 The learning efficiency

μ 16 Service rate of each controller
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For performance comparison, four schemes are simulated:

• RL based QoS-enabled load scheduling scheme proposed in this part and we call
it as RL in the remainder of this section.

• Dynamic weight based QoS-enabled load scheduling scheme in the work of [34]
and we call it as DW in the remainder of this section.

• QoS-enabled scheme, and this scheme does not take consideration of the load
scheduling. We call it as QS in the remainder of this section.

• Mini-connected load scheduling scheme, and this scheme does not consider the
QoS. We call it as MN in the remainder of this section.

4.2.4.3 Performance Evaluation Results

Figure 4.7 shows the relationship between the load variation and the Packet-in
messages arriving rates of different schemes when the proportion of QoS messages
is 75%. With the increase of the arriving rate, the load variation is increasing.
The reason is that, as the arriving rates increasing, more messages accumulate in
controllers, which obviously results in the larger load variation. In any case of
arriving rate, QS’s load variation is much bigger than others’, because QS scheme
only considers the priority of messages and fails to take the load balancing into
consideration, some controllers are overloaded and others are idle, which leads to
the biggest load variation. Taking the load balancing into consideration, the other
three schemes’ load variations are much smaller. Relatively speaking, DW’s load
variation is bigger. The reason is that, the adjustment of the load does not happen
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at each step in DW. Only when overloaded, the dynamic weight load balancing is
triggered. But in MN, when each message arrives, it is assigned to the controller with
the least load status, which is equivalent to adjust the load distribution scheme in
each step. So MN is better than DM. But in any case of the arriving rates, RL’s load
variation is very close to the MN’s curve. Even the RL’s load variation is smaller
than the MN’s in some cases. Because by the offline learning of the historical data,
RL performs the optimal load distribution globally, which results in the best load
scheduling effect.

Figure 4.8 displays the relationship between the waiting time of QoS messages
and Packet-in messages arriving rates of different schemes when the proportion
of QoS messages is 75%. For QS scheme, although it considers the priority of
messages to let the messages with the high priority be processed firstly, no load
balancing mechanism also results in more waiting time of QoS messages. In the
low arriving rates case, DW’s waiting time is less than MN’s. The reason is that,
when the arriving rate is lower, it is unlikely to be overloaded in controllers, but MN
scheme needs to get the load status of controllers by exchanging the signaling to
adjust the load distribution in each step, which results in the additional time delay.
DW scheme isn’t triggered in the low load status, so it does not lead to the time
delay of the signaling exchange and has relatively smaller time delay, compared
with the MN scheme. With the increase of arriving rates and messages accumulating
in controllers, MN and DW schemes also exchange the signaling frequently, but
MN has the better load balancing performance, as shown in Fig. 4.7, it also has
the better time efficiency, compared with DW. And for RL scheme, because the
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allocated scheme has been learned offline and in advance, and it is no need for RL
scheme to exchange the signaling at all. So in the lower arriving rates, RL scheme
has no additional time delay. In the higher arriving rates, RL scheme has a little time
delay because of the increasing of messages. Overall, RL scheme has the best time
efficiency.

Figure 4.9 presents the load variation when the proportion of QoS messages
changes at the arriving rate of 8 packet/s. Because the arrival rate is constant, the
load variation has no relationship with the proportion of QoS messages. But we can
draw the similar conclusion as Fig. 4.7, which is that RL scheme has the best load
variation.

Figure 4.10 shows the relationship between the waiting time of QoS messages
and the proportion of QoS messages at the arriving rate of 8 packet/s. For QS, with
the growth of QoS messages, the waiting time increases linearly, because it only
considers the priority of messages but no load balancing. In the lower proportion
case, DW’s waiting time is less than MN’s. The reason is that, only when overload
happens, DW scheme is triggered. And MN scheme happens in each decision epoch.
Under the current arriving rate, it is unlikely to be overloaded. So DW has relatively
smaller time delay, compared with MN in the lower proportion. The increase of
proportion leads to the growth of time delay directly. MN has the better load
balancing as shown in Fig. 4.9, which results in the better time efficiency in the
higher proportion. RL enables to learn the allocated scheme in advance and offline
with no signaling exchanging. So when QoS messages are smaller, RL has no time
delay completely. And with the growth of QoS messages, RL has a litter time delay
and the best time efficiency.
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4.3 WLAN Interference Self-Optimization Based SOM
Neural Networks

An important difference between WLAN (Wireless Local Area Networks) and other
commercial mobile communication networks like 3G, 4G is that any organizations
and individuals can optionally arrange their AP (Wireless Access Point) according
to their own needs [66]. Due to the limitation of the spectrum and the randomness
of the AP arrangement, the interference in the network has become a major issue.

Take 802.11b/g IEEE series protocol as an example. The protocol defines
13 channels which can be used by a WLAN. Each channel occupies 22 MHz
bandwidth, but adjacent channel spacing is only 5 MHz. If the channel is completely
orthogonal, at least five channels must be spaced between adjacent channels [67].
Then the entire spectrum can support three APs’ orthogonal configurations at most.
In reality, a WLAN will firstly configure itself into an optimal network environment,
but in the use process, every AP channel may fluctuate. The research focus of the
paper lies in how to quickly detect the AP that has a problem in self-optimization.
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4.3.1 Som Network Training

In order to enable the network to have some self-organization features to reduce
manual operations and maintenance [117], we use SOM to establish an artificial
neural network model [26, 31, 40, 73]. We make the SINR values of all points
which are simulated in space of software platform as the input vectors to study
and classify, list all cases triggering interference self-optimization, and extract
the vector characteristics which have trigger effects. a number of trainings are
carried out. Then, the feature vectors are trained. The SOM network can cluster all
characteristics of interference for self-optimization, which helps quickly determine
the location of the AP fault.

The steps of applying a SOM neural network to diagnose network faults are as
follows:

• Select reference fault samples.
• Learn each standard fault sample, and after learning, label the fault of the neuron

with the largest output value.
• Feed samples into the SOM neural network model.
• If the output neurons in the output layer are in the same position with a standard

fault sample, it indicates the sample has a corresponding fault; and if there are
output neurons which are in the input layer having the location between many of
the standard faults, indicating that these standards are all likely to occur, and the
degree of each fault is determined by the Euclidean distance between the location
of this fault and the corresponding standard fault location [74].

4.3.2 Som Neural Network Optimization

SOM Neural networks is proposed by a Finland scholar Ko-honen as a kind of
Self-organizing Artificial neural network. The successful application area of SOM
includes data mining, pattern recognition, signal processing and some other fields.
It is based on feature clustering and high dimensional visualization [42]. SOM is
generated by simulating competition, lateral inhibition which means neurons in each
layer of the network can inhibit other neurons responsive to the input mode in order
to make itself the winner, self-organization and other characteristics [30, 75].

Figure 4.11 shows the structure of SOM neural networks [76]. Each neuron of
the input layer collects input signals from each neuron of the output layer using
a weight vector. The output layer is also called a competitive layer. SOM neural
network can map the input signal matrix of an arbitrary dimension to the discrete
matrix of one-dimensional or two-dimensional, also can achieve this transformation
by the way of topological structure [119]. Each neuron of network layer competes
to corresponding opportunity, and finally, there are only one neuron in the victory
[44]. Also those connection weights related to the winning neuron are adjusted
toward more conducive to competition. Upon receiving a set of data, the SOM neural
networks can cluster the data automatically following a specific neuron.
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Fig. 4.11 SOM neural network

SOM clustering algorithm learning process is as follows, all the formula is based
on SOM Neural Network reference [77]:

(a) Initializing network ζ0, let n represent the dimension of the input data space,
and input vector is denoted by

X[x1, x2, x3, . . . , xn]T (4.30)

The number of synaptic weight vector equals to the dimension of input data.
The weight vector of neuron J is denoted by

vj = [vj1, vj2, vj3, . . . , vjn] j ∈ ζ (4.31)

(b) Similarity matching. Search n times for the best matching (winning) neuron β

by least Euclidean distance criteria.

β(X) = arg min |X − vj | j ∈ ζ (4.32)

(c) Updating. Adjusting the connection between winning nodes β(X) and theirs
neighborhood nodes. Through reference [78], we can obtain the following
formula:

vj (n + 1) = vj (n) + η (n) hβ(x), j (n)
(
x (n) − vj (n)

)
(4.33)

The neighborhood function hi(x),j is denoted by Gaussian function exp(
−d2

j,β

2σ 2 )

neighborhood radius σ(n) = σ exp(−n
τ1

) contains more adjacent nodes as far as
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possible, τ1 is a time constant, σ0 is an initial neighborhood radius; dβ,j = |xj −xβ |2
is the lateral distance of winning nodes β and excitatory node j .

Adjusting learning parameter η(n) using Eq. (4.34).

η(n) = η0 exp

(−n

τ2

)

(4.34)

τ2 is another time constant of SOM clustering algorithm. Starting from the initial
value η(0), η(n) decreases gradually.

The algorithm details of the system model
First and foremost, the total model is based on the ICIC theory, connecting with

the SOM neural networks. There are mainly have two cardinal line,

• One is directing at the N Aps group, do optimization at the whole group. The aim
is to control the total power to be the most efficient generally.

• Another is directing to every separate AP, to control the own power of one AP.
The aim is to reduce the same-frequency interference and make the power to be
more efficient.

At the Beginning of the algorithm, we need to define different threshold Pi for
different base station. Different Pi are corresponding to the magnitude of power for
different situation of communication. For example, while considering a situation S1
with people distributed uniformly, the amount of access and SNR and other related
parameters determines a set of power thresholds Pi . Meanwhile, for a situation S2
with dense crowds, the parameters are changed, therefore the set of power thresholds
Pi is changed. Thus the basic feature is Pi is a set of value of power thresholds
generated by different situation. Before doing the neural network optimization, the
algorithm will ask the user to set different parameters α1, α2, α3, . . . And determine
the value of Pi for different situation.

These situations may be controlled by the measurement of AP and the set
of parameters α1, α2, α3, . . . But we will only discuss the situation of a specific
situation and take its set of Pi value as input then focus on the historical Pi value of
a single AP. We will also find different Pi as new Pi . The period of Pi update is a
longtime learning period.

The learning period T cannot be too long, since it will reduce the optimization
of the system a lot. Meanwhile the learning period cannot be too short either, which
will waste power consumption and storage. The learning period is an important
parameter. After each learning period, all the Pi will change, which means the
situation is changed. Thus, T determines the working efficiecy and the optimizing
efficiency [37, 46, 78].

We must emphasize that the learning period do not need to equal to switching
time. Since the changing frequency of Pi may far outweigh T, Pi may be switched
just-in-time (live-update) for a system that is flexible enough, once the situation is
changed and be sensed by AP, the system can switch Pi . However, this is situation
maybe rare in the whole SQM neural network, so it is not representative enough. In
simulation, we set the switching time to be one tenth of T.
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For a live-update system, AP will optimize the power consumption correspond
to the threshold of Pi and achieve the minimum power consumption of single AP
while still need to guarantee the quality requirement of communication.

For the Situation of N Aps group:
After each single AP study period (T) is completed, the next step is to adjust

the N APs group power [48]. In this step, we must assurance the communication
quality. Then, considering the N APs group as a control unit and cooperate with
SDN theory [79], we use the SOM neural network algorithm to optimize two aspect
of one control unit:

• Undermine the co-channel interference.
• Optimize the group power.

The first one is to optimize co-channel interference. In many circumstances, the
scene outbreak near a AP will lead to the power surge. At the same time, surrounding
APs also be interfered stronger by the AP. Here, the scenario could let the APs
associated with the one have to raise the power [80]. However, different scenarios
results in different situations. A live-update system here using SOM neural networks
to optimize the co-channel interference, is the first important aspect of our software.

Secondly, it’s the whole group power of the N APs domain optimization.
Based on ICIC thoughts, we could consider sharing the complementary situation
in the frequency domain. As an example, considering the overall power of N
APs cluster region to achieve the overall optimal power. That is, in the situation
of communication assurance, to control the overall power and minimum values
[51, 81]. Throughout the model, we determined the frequency of center as well as
edge according to the idea of ICIC model. At the same time, we make the definition
of two significant factor: μ1 and μ2. The center-frequency power factor is μ1, and
the edge-frequency power factor is μ2. In consideration of the overall center and
edge power distribution, we do the optimization at the N APs group. We want to get
the result is to achieve the optimal power distribution.

Figure 4.2 shows the SOM network training workflow more clearly. self-
configuration and power self-configuration.

Process of a learning period (T):
1. Input the historical data set.
2. Input different parameter for different scenarios.
3. Use SOM network to do feature selection.
4. Apply affinity propagation clustering algorithm to the data selected,

determined the Pi .
5. Update the data set, and check the communication situation.
6. Begin the N APs group co-channel interference optimizing.
7. According to the total communication situation, optimizing the total

power efficiency.
8. Check every AP communication situation.
9. Predict the output and do comparison.
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Fig. 4.12 APs’ basic frequency distribution

Frequency Self-Configuration We take a more basic cellular structure to do the
frequency distribution of AP. We select 1, 6, 11 channel as the AP’s initial allocation
channel, distinguished by colors, which shows in Fig. 4.12.

Power Self-Configuration First, we calculate the reuse distance between the same
frequency, and then set the power to meet the requirements of the ratio of coverage,
and finally self-configuration is divided into two conditions—the highest Energy
Efficiency Ratio and the best Signal Interference Noise Ratio.

We enable the initial self-configuration of 19 APs, which is shown in Fig. 4.13:

4.3.3 Network Training And Simulation

4.3.3.1 Simulation Platform

Software Development Environment
• System: Linux (Ubuntu 14.04)
• CPU: 4 GHz
• Memory: 16 G
• Compiling environment: C++, qmake
• Packet: Qt-OpenGL
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Fig. 4.13 The initial self-configuration of APs

Table 4.3 Specific functional architecture of software

Class Function

Ap The basic attributes of stored AP

Dot Some basic properties of stored map points

EventButton Events button, basic attributes of stored events

EventSet Read-in of parameters of event editor window

GraphicsTest Unit tests of the drawing component

Introduce Software introduction window

Main Start the interface

Mainwindow Main window

Self_optimize_set Read in the optimization of related parameters

Self_set Algorithm call interface

Self_youhua The realization of the self-optimization algorithm

Set_algorithm The implementation of the self-configuration algorithm

Timer Multithreading management of events

User Store the basic attributes of the user

Software is constructed using “qt” which is based on C++ graphical interface
application development framework, and the visual performance of AP uses the
qt—OpenGL library. The specific classes are listed in Table 4.3.

System simulated to implement the related functions of self-optimization, includ-
ing self-planning, self-configuration, sleep patterns, load balancing, and other issues
about cover and interference.

We validate the feasibility of the theory by software simulation platform,
evaluate the manifestation of our algorithm, and convert the result to the actual
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communication network optimization scheme to provide operators with the base
station deployment, the related policy decisions.

The visualization implement of model uses the Qt—OpenGL drawing com-
ponent. In prophase, we thoroughly studied and compared the OpenGL, OpenNI
library and NiTE library, read the related English documents and got familiar
with the basic principle of qt graphical QML programming ideas of operation,
which helped to understand and call the relevant API. In view of the practical
problems, our software selectively uses part of the self-configuration as well as
the self-optimization to reach the purpose of judging the AP layout and allocating
appropriate power.

4.3.3.2 Frequency Simulation

First, we begin with the neural network initialization settings, namely the construc-
tion of input layer neurons. We configured the 19-AP in simulation according to the
ideal state of power which represents the optimum coverage without interference,
and then set the SINR value of the 400 * 400 small lattice which is used as
the initial reference vector of neural network learning. Feature vector training
set is shown in Fig. 4.14 with the attachment lines between points representing

Fig. 4.14 Feature vector training set
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Fig. 4.15 Self-organized SOM

the resulting weight vectors. Furthermore, Fig. 4.15 is the SOM Neighborhood
Weighted Distance of different positions within the region [82]. Color difference
represents the discrepancy of neighborhood weighted distance value in exact area.

We plot a layer of SOM networks in Fig. 4.15, where the blue patches are
expressed as neurons, and the red lines represent the direct neighbor relationships
between them. We colored the neighbor blocks from black to yellow to show the
association between each neuron’s weight vector and its neighbors.

Then, we use the software simulation platform to randomly produce several
numbers of different sets of input planes as a series of different characteristic vector,
continuously input data to the network to do the mapping layer weights learning. We
selected eight random and different Euler Distance (SOM Neighborhood Weighted
Distance) corresponding to their input planes as shown in Fig. 4.16.

A set of subgraphs are generated. Each ith subgraph indicates the weights from
the ith input to the layer’s neurons. It displays black to represent zero connections,
and red to represent the strongest positive connections.

We consider the influence of the situation about any one of the 19 AP’s frequency
changing from 1 to 11 to all the surrounding areas (400 * 400 small lattice area).
Therefore, after 19 * 11 layers of iterative learning process, the SOM neural network
is built. The weighted position change of the characteristic value as shown in
Fig. 4.17.

In Fig. 4.17, green dots show the input vectors, and the blues are the weight
vectors of each neuron. This graph is represented by red lines that connect the
neighboring neurons to show how the SOM classifies the input space [83].
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Fig. 4.16 SOM Neighbor weighted Distance according to different input planes

We further generate several multiple test sets in the simulation platform for the
neural network. We keep the initial conditions and use the platform to generate a
random band deployment, which is a simple hit to the wireless network. Here we
can change the frequency of the AP points from 1 to 11 in the band, for example,
as shown in Fig. 4.18, due to changes in the band, the software simulation platform
will automatically trigger interference from optimization.

Figure 4.19 shows abnormal clustering around the SINR. It can be observed that
the interference location occurs in the AP coordinates.

The results show that, in the event of co-channel interference, the SOM network
can quickly find the error situation, find the AP position of interference that occurs,
and determines the emergence of regional abnormal position (corresponding to the
position of a small grid). Then the network provides appropriate responses to the
user area [64, 84].



4.3 WLAN Interference Self-Optimization Based SOM Neural Networks 119

Fig. 4.17 Weighted position vector result after training
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Fig. 4.19 Clustering results of SINR before and after exception

Power 1 (Max):

Power 5:

a0<P1 <a1

a4<P1 <a5

Power 2:

Power 6:
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Power 3:
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Power 4:

Power 8(Min):
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Fig. 4.20 The degree of eight power intensity symbols

4.3.4 Power Efficiency Simulation

In Fig. 4.20, here, we define eight power ranges, defined by SOM cluster situations.
[85]

To power efficiency, the most important is to simulation a real situation. Here,
we randomly choose six APs as the maximum power at a time which is showed in
Fig. 4.21, then we do the total energy efficiency and let the network be more efficient
and available.

Here, as Step 1 is showed in Fig. 4.22, we can see that in the situation of the
maximum power, one AP cannot guarantee its cellar normal communication, there
has to be some neighborhood APs to help its communication. It can also be observed
that not every AP needs a neighborhood AP assistant, it can be considered by the
real threshold-the random Pi .
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Step 2 showed in Fig. 4.23, the total network also provides the communication
guarantee, in the extreme random situation it needs to do two step communication
guarantee, we can see that some extreme situation also need to do second expansion
and use neighborhoods to support the total environment. Here, the total Pi still keeps
increasing.

Step 3 showed in Fig. 4.24, we can see that some of the extreme APs start
decreasing power, and all the network begins to optimize the power distribution.
In this step, all the APs have already considered the second neighborhood.

Step 4 shown in Fig. 4.25 and step 5 in Fig. 4.26 also do optimization to the whole
network, and step 5 is the last step.

From the comparison with the traditional way of power distribution shown
in Fig. 4.27, we can see that one AP extreme power cannot guarantee the cellar
communication. Also, one AP use extreme power can lead strong interference. The
different Pi , from here, we can define the standard in our software by ourselves
using SOM and historical data.

Next, we have a contrast with another extreme situation.
In random situation 2, 6 extreme situations gathered in the center of Fig. 4.28,

and we need to optimize the total AP. And we give the final result using SOM as
shown in Fig. 4.19.

By comparing the traditional results with the result using SOM way in Fig. 4.29,
we can see clearly that the SOM power efficiency is really available, both guarantee-
ing the communication quality, at the same time, considering the power efficiency
and the total network optimization.
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4.4 Blockchain-Based Software-Defined Industrial Internet
of Things: A Dueling Deep Q-Learning Approach

Recently, there are a growing number of applications that use Internet of Things
(IoT) technologies in several industries. Industrial Internet of Things (IIoT) has
emerged and attracted lots of attentions from industry and academia [91]. In order
to meet the demands of high bandwidth, ubiquitous accessibility, and dynamic
management, software-defined networking (SDN) [93] has been used in IIoT, called
SDIIoT [94]. In addition, software-defined routing management, edge computing,
flow scheduling, and energy harvesting have been researched in excellent literature
[95, 97–99]. With the increasing number of industrial devices, more than one
controller is employed in SDIIoT, known as distributed SDIIoT. How to reach
consensus among multiple controllers is challenging in distributed SDIIoT.

Although some traditional methods enable to reach consensus among multiple
controller instances, numerous non-trivial issues in the current consensus methods
prevent SDIIoT from being used as a generic platform for different services and
applications, including (1) the extra overheads, (2) the poor safety and liveness
properties, (3) the limited scope of available network size. These challenges need to
be broadly tackled by comprehensive research efforts.

Recently, Blockchain (BC) [35, 100] has been emerged as a novel technique,
which can be used to address the above challenges. BC is a distributed ledger to
record transactions, and provide trustworthy services to a group of nodes without
central authority [101]. For the distributed SDIIoT, BC can act as a trusted third and
‘out-of-band’ party to collect and synchronize network-wide views (e.g., network
events, network topology, and OpenFlow commands, etc) between different SDN
controllers safely, dependably, and traceably. In general, there are two kinds of BC
[103], including permissionless BC and permissioned BC. In permissionless BC,
enrollment is open to anyone, and nodes enable to join and leave dynamically and
frequently, using Nakamoto consensus protocol and coupled to cryptocurrency, such
as proof of work (PoW) in Bitcoin [100] and proof of stake (PoS) in Ethereum
[104]. All BC participants (miners) contribute their CPU power to work on an
extra hard task, and only the winner of them enables to propose a block and
synchronize it with others. Thus, lots of resources and time are imposed in the
permissionless BC. Moreover, another BC, the permissioned BC, uses Byzantine
fault tolerance (BFT) consensus protocol. It employs state machine replication
mechanism to deal with Byzantine nodes that are subverted by adversaries and
against the common goal of reaching consensus maliciously [105, 108], such as
practical Byzantine fault tolerance (PBFT) [107] and Paxos [3, 109]. They always
operate in a partially trusted environment, such as Hyperledger Fabric [110]. Thus,
the advantages of permissioned BC are low costs, low latency, and low band-
intensive. Considering partial trust, limited communication time, high loads and
narrow bandwidth in SDIIoT, as well the advantages of permissioned BC, we
consider to use permissioned BC in this part.
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In this part, we propose a BC-based consensus protocol in distributed SDIIoT,
where BC works as a trusted third party to collect and synchronize network-wide
views between different SDN controllers. Specifically, it is a permissioned BC. Due
to the fact that the throughput of permissioned BC is constrained with respect to the
performance of BFT consensus protocol, we jointly consider the trust features of BC
nodes and controllers, as well as the computational capability of BC system, so as
to further improve the throughput of BC. Accordingly, we formulate view change,
access selection, and computational resources allocation as a joint optimization
problem. We describe this problem as a Markov decision process by defining state
space, action space, and reward function. Inspired by the works to achieve the
optimal decisions by improved learning methods [112–114], and the fact that it is
difficult to solve this joint problem by traditional methods, we use a novel dueling
deep Q-learning approach to solve this problem. A preliminary version of our work
appeared in [115]. The distinct contributions of this part are as follows.

• We propose a BC-based consensus protocol to simplify and secure the collection
and synchronization of network views between different SDN controllers. And
we give consensus steps in detail, along with theoretical analysis.

• Due to the fact that lots of network views need to be collected and synchronized
by BC system, we jointly consider the trust features of BC nodes and controllers,
as well as computational capability of the BC system, so as to improve the
throughput. Accordingly, we formulate view change, access selection, and
computational resources allocation as a joint optimization problem. We describe
it as a Markov decision process by defining state space, action space, and reward
function.

• In order to address this joint problem, we propose a novel dueling deep Q-
learning approach to learn the optimal strategy. Simulation results with different
system parameters are presented to show the effectiveness of the proposed
scheme.

4.4.1 System Model

In this subsection, we introduce the system model that we use. We first present the
network model, followed by the trust feature model and the computation model.

4.4.2 Network Model

We assume that there are C controllers in distributed SDIIoT, which are represented
by C = {1, . . . , C}. Each of them can communicate with the third-party BC
system. This BC system consists of N nodes, i.e., physical machines, denoted by
N = {1, . . . , N}. Like other robust BFT protocols [120], these N nodes are under
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Fig. 4.30 The different network structures between traditional scheme and BC-based scheme

Byzantine failure model to make consensus, where at most f nodes are faulty [107],
where f = N−1

3 . And any finite number of controllers can behave arbitrarily to
issue correct or incorrect transactions to the BC system. Some strong adversaries can
collude with each other to compromise the replicated service. However, they can’t
break cryptographic technologies, i.e., signatures, message authentication code
(MAC), and collision-resistant hashing. We denote the messages with cryptographic
technologies as follows [38, 121].

• 〈m〉σi
means that message m is signed with a pubilc key from node i.

• 〈m〉σi,j
means that message m is authenticated by node i with a MAC for node j .

• 〈m〉σi
means that message m is authenticated by an array of MACs with node i

for every replicas.

Figure 4.30 shows the different network structures between traditional scheme
and BC-based scheme. It is worth mentioning that we use edge computing servers
to do some computations related to the above cryptography so as to improve the
throughput of BC system. There are E edge computing servers, and the set of
computing servers is represented by E = {1, 2, . . . , E}.

4.4.2.1 Trust Feature Model

We consider trust features of nodes and controllers in the system. Due to the
lack of centralized security services and prior security association, all nodes and
controllers have diverse trust features, such as safe or compromised. It is barely
possible to exactly know what the trust feature is for one node or one controller
at the next time instant. Thus, the trust features of a node n ∈ {1, 2, . . . , N} and
a controller c ∈ {1, 2, . . . , C} can be modelled as random variables δn and ηc. δn

and ηc can be divided into discrete levels, denoted by ξ = {ξ0, ξ1, . . . , ξL−1}, and
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D = {D0,D1, . . . ,DH−1}, respectively, where L and H are the number of available
trust features for nodes and controllers. We assume the trust features realization
of δn and ηc to be δn(t) and ηc(t) at time slot t , respectively. There are T time
slots during the period of time, which starts from when the controller issues an un-
validated block, and terminates when the controller is replied with a validated block.
Let t ∈ {0, 1, 2, . . . , T − 1} denote the time instant.

Considering the time correlation of real trust features in BC nodes and con-
trollers, we use Markov chain to model the transition of trust features in BC nodes
and controllers, as follows:

• For node n, let the transition probability of δn(t) from one state Xs to another
state Ys be κXsYs

(t). The L × L transition probability matrix K n(t) of the trust
feature in node n is denoted as

K n(t) = [κXsYs
(t)]L×L, (4.35)

where κXsYs
(t) = Pr(δn(t + 1) = Ys |δn(t) = Xs), and Xs ,Ys ∈ ξ .

• For controller c, the transition probability of ηc(t) is γθsφs (t). The H × H

transition probability matrix Υ c(t) of the trust feature in controller c is denoted as

Υ c(t) = [γθsφs (t)]H×H , (4.36)

where γθsφs (t) = Pr(ηc(t + 1) = φs |ηc(t) = θs), and θs, φs ∈ D .

4.4.2.2 Computation Model

There are a number of computation tasks in the BC nodes, such as verifying
signatures, generating MACs, and verifying MACs. Let Tm = {sm, qm} denote a
computation task related to message m, where sm means the size of message m, and
qm is the required number of CPU cycles to complete this task.

In order to improve the throughput of BC, we use virtual computing resources
from edge computing servers to do computation tasks in the BC system. There are
lots of edge computing servers and some other computation tasks that also use the
computation resources in edge computing servers, thus we don’t exactly know the
computational resources for the BC system at the next time instant. Therefore, we
model the computation resources of edge computing server e for the BC system as a
random variable ζ e. To discretize the values of computation capabilities, ζ e can be
partitioned into Y discrete intervals as Y = {Y0,Y1, . . . ,YY−1}. The computation
resources of edge computing server e at time slot t can be denoted as ζ e(t), t ∈
{0, 1, 2, . . . , T − 1}. Considering the time correlation of computation state in edge
computing server, we use a Markov chain to model the transition of computation
state in edge computing server. Based on a certain transition probability, ζ e(t)
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changes from one state to another. Let ϑasbs (t) denote the transition probability.
The Y × Y computation state transition probability matrix is represented as:

Πn(t) = [ϑasbs (t)]Y×Y , (4.37)

where ϑasbs (t) = Pr(ζ e(t + 1) = bs |ζ e(t) = as), and as, bs ∈ Y .
The execution time of computation task Tm can be denoted as

tm = qm

ζ e(t)
. (4.38)

Thus, the computation rate is

CompRe(t) = ae(t)
sm

tm
= ae(t)

ζ e(t)sm

qm

, (4.39)

where ae(t) means whether or not edge computing server e is allocated to the BC
system at time slot t . ae(t) = 1 denotes edge computing server e is allocated to the
BC system; otherwise ae(t) = 0. At one time slot, there is only one edge computing
server allocated to the BC system, thus

∑E
e=1 ae(t) = 1.

4.4.3 Blockchain-Based Consensus Protocol

We have presented that the existing consensus protocols are challenging in SDIIoT,
and BC could be a potential approach to address these issues in the previous
subsection. In this section, we propose a novel BC-based consensus protocol in
distributed SDIIoT. We begin with an overview of BC-based consensus protocol.
Then, we present the detailed steps of the consensus protocol, along with theoretical
analysis.

4.4.3.1 Overview of BC-Based Consensus Protocol

Each controller collects its local events and OpenFlow commands as Transaction
#1, Transaction #2, . . . , Transaction #n, which is called the collection period. The
format of a transaction is shown in Table 4.4. The number of this transaction denotes
the position of this transaction. The signature and MAC make sure the integrity and
authentication of this transaction. The payloads include local events and OpenFlow
commands that need to be synchronized between different SDN controllers.

After the collection period, all controllers issue consensus requests to the third-
party BC system. According to a policy, which will be introduced in the following
subsection, called access selection, the BC system only enables one controller to
access, and replies it by an admission message [39]. Then, this controller sends an
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Table 4.4 The format of a
transaction

The number of this transaction in the block

The Signature of this transaction

The MAC of this transaction

Payloads, including local events and OpenFlow commands

Table 4.5 The format of a block

Field Description

Version Block version number

Timestamp Creation time of this block

Controller ID The identifier of this controller

Block ID The identifier of this block

Block payload Transactions in this block (Transaction #1, . . . , Transaction #n)

Fig. 4.31 The overview of consensus procedures in BC-based consensus protocol between
different SDN controllers

un-validated block with block header and transactions, whose format is presented
in Table 4.5. After reaching consensus, the BC system sends the corresponding
validated block to the entire controllers. Finally, all controllers learn the payloads in
each transaction to know the events and OpenFlow commands from other controller.
These steps are in the consensus period. By this way, network-wide views can be
synchronized between different SDN controllers.

For a comprehensive perspective, Fig. 4.31 offers the consensus procedures in
blockchain structure. Here, controller 1 is the selected controller to access to the BC
system.
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Fig. 4.32 The detailed procedures inside the permissioned BC

4.4.4 Detailed Steps and Theoretical Analysis

After giving the overview of BC-based consensus protocol, we will introduce the
detailed steps inside the permissioned BC, along with the theoretical analysis of
each step.

Based on PBFT [107], the detailed steps inside the permissioned BC is depicted
in Fig. 4.32. The numbering of each step in this figure is the same as the one used
in the remainder of this subsection. PBFT protocol has been used in real scenario,
such as Hyperledger Fabric project [41, 110], and Hyperledger Indy project [122].
They are hosted by The Linux Foundation, and develop applications with a modular
architecture. Thus, we consider that it can be used in real scenario when meeting
with SDN controllers.

1. The Controller Sends an Un-Validated Block to all Nodes The selected
controller sends an un-validated block to the BC system. The agent chooses one
node in the BC as the primary node p. Making decisions about which node is
the primary node is known as view change protocol. The view change protocol
used in our proposed scheme will be introduced in the following subsection. This
selected controller sends a block message 〈〈block〉σc , c〉σc to all nodes, where c

denotes the controller ID. It is encrypted with the private signature of controller
c, and authenticated with MACs for all nodes. When receiving this message, only
primary node p verifies the MAC. If valid, the signature will be verified then. If still
valid, it verifies the signature and the MAC of each transaction in this block, then
moves to the following steps. The success rate of all verification will be recorded
by the agent. If this block has already been executed, the primary will resend the
validated block to this controller.
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Theoretical Analysis We consider an uncivil execution during which a fraction g

of transactions sent by the controller are correct [121]. The more trusted controller
has the bigger g. We assume verifying one signature, generating one MAC, and
verifying one MAC require θ , α, and α cycles, respectively, and the controller issues
batches of transactions of size b. As the work in [43, 107], we ignore the cost of
sending and receiving transactions. Therefore, the cost at the primary is

(1 + b

g
)(θ + α), (4.40)

and there is no cost at non-primary nodes.

2. The Primary Node Multicasts PRE-PREPARE Message to Other Replica
Nodes Finishing the verification, primary p sends a PRE-PREPARE message to all
other replica nodes, as 〈PRE−PREPARE,p, c,H(m)〉σp , which is authenticated
with MACs for each replica node. Here, p and H(m) mean the primary node ID
and the hashed result of the issued block, respectively. The replica node verifies the
MAC of primary p, as well as the signature and the MAC of each transaction. Then
it enters the following steps.

Theoretical Analysis In this phase, primary p generates (N − 1) MACs for all
replicas. Each replica verifies one MAC from primary p, as well as b

g
signatures

and MACs from transactions. Thus, the cost at the primary is

(N − 1)α, (4.41)

and the cost at each replica node is

α + b

g
(θ + α). (4.42)

3. The Replicas Send PREPARE Message to Others After verifying the validity
of MACs and signatures, each replica replies the PRE-PREPARE message with
sending a PREPARE message to all nodes, as 〈PREPARE,p, c,H(m), n〉σn ,
where n denotes the replica node ID. When each replica node collects 2f matching
PREPARE messages with its local PRE-PREPARE message, it will enter the
following steps.

Theoretical Analysis In this phase, primary p needs to verify 2f MACs. Each
replica node generates (N − 1) MACs and verifies 2f MACs. Therefore, the cost at
the primary is

2f α, (4.43)

and the cost at each replica is

(N − 1 + 2f )α. (4.44)
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4. All Nodes Send COMMIT Message to Others Following the reception of 2f

matching PREPARE messages, node n sends a COMMIT message to all others, as
〈COMMIT, p, c,H(m), n〉σn . After receiving 2f matching COMMIT messages,
it will enter the following steps.

Theoretical Analysis In this phase, primary p needs to generate (N − 1) MACs,
and verify 2f MACs. Each replica generates (N − 1) MACs, and verifies 2f MAC.
Therefore, the costs at the primary and the replica are both

(N − 1 + 2f )α. (4.45)

5. The Nodes Send the Validated Block to all Controllers Node n sends a REPLY
message 〈REPLY, block, n〉σn,c to all controllers, where block is the validated
block. When each controller receives 2f valid and matching REPLY messages, it
accepts this validated block and updates the corresponding network views.

Theoretical Analysis In this phase, the primary and the replicas need to generate
b
g

MACs for one controllers. Therefore, the total costs at the primary and the replica
are both

b

g
Cα. (4.46)

Thus, for one transaction, the cost at the primary is

(
1

g
+ 1

b
)θ + (

1

b
+ C + 1

g
)α + 2N + 4f − 2

b
α (4.47)

For one transaction, the cost at the replica is

1

g
θ + 2 + C

g
α + 2N + 4f − 2

b
α (4.48)

We assume that multi-core computation modules run in parallel on distinct cores.
Each core has the computation speed of ϕ Hz. In addition, we consider an uncivil
execution where the primary is not fully trusted. The primary has k trust to affect the
system performance, and k ∈ [0, 1]. The more trusted primary node has the bigger
k. Therefore, the throughput of the consensus protocol is at most

min[ kϕ

( 1
g

+ 1
b
)θ + ( 1

b
+ C+1

g
)α + 2N+4f −2

b
α

,

kϕ

1
g
θ + 2+C

g
α + 2N+4f −2

b
α

]trx/s.

(4.49)
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4.4.5 Problem Formulation

We have presented the throughput of the BC system. In order to improve the
throughput, we need to make the joint decisions about view changes, access
selection, and computational resources allocation. In this subsection, we formulate
this joint problem as a Markov decision process by defining state space, action
space, and reward function.

4.4.5.1 State Space

In order to improve the throughput, the learning agent needs to sense state
s(t) at time slot t . As we have mentioned, the learning agent should make the
joint decisions about view changes, access selection, and computational resources
allocation. Accordingly, the learning agent needs to sense the trust features of
all nodes and controllers, as well as the computational capabilities of all edge
computing servers. Therefore, the state space can be represented as follows.

s(t) =
⎡

⎣
δ1(t) δ2(t) . . . δN (t)

η1(t) η2(t) . . . ηC(t)

ζ 1(t) ζ 2(t) . . . ζE(t)

⎤

⎦ . (4.50)

4.4.5.2 Action Space

The agent mainly needs to decide view changes (i.e., which node is the primary
node), access selection (i.e., which controller can access to the BC system), and
computational resources allocation (i.e., which edge computing server should be
allocated to the BC system). Thus, the action space is denoted by

A(t) = {AN(t), AC(t), AE(t)}, (4.51)

where AN(t), AC(t), and AE(t) represent:

• AN(t) = [a1(t), a2(t), . . . , an(t), . . . , aN(t)], which means whether or not node
n is the primary. And an(t) ∈ {0, 1}, where an(t) = 1 means node n is the
primary node, otherwise it is the replica node. Note that the BC system only has
one primary node, thus

∑N
n=1 an(t) = 1.

• AC(t) = [a1(t), a2(t), . . . , ac(t), . . . , aC(t)] decides which controller can
access to the BC system. And ac(t) ∈ {0, 1}, where ac(t) = 1 represents
controller c can access, otherwise ac(t) = 0. Note that at one time slot, only
one controller enables to access to the BC system, thus

∑C
c=1 ac(t) = 1.

• AE(t) = [a1(t), a2(t), . . . , ae(t), . . . , aE(t)] determines which edge computing
server is allocated to the BC system. And ac(t) ∈ {0, 1}, where ae(t) = 1
denotes edge computing server e is allocated, otherwise ae(t) = 0. Similarly,∑E

e=1 ae(t) = 1.
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4.4.5.3 Reward Function

In order to improve the throughput, we model the throughput of the BC system as
reward function. According to (4.49), state space, and action space, we define the
reward function as:

r(t) = min[ k′ϕ′

( 1
g′ + 1

b
)θ + ( 1

b
+ C+1

g′ )α + 2N+4f −2
b

α
,

kϕ

1
g′ θ + 2+C

g′ α + 2N+4f −2
b

α
]trx/s,

(4.52)

where k′ = ∑N
n=1 an(t)δn(t), ϕ′ = ∑E

e=1 ae(t)CompRe(t), and g′ =
∑C

c=1 ac(t)ηc(t).
Based on the above problem formulation, the learning agent senses state s(t)

at time slot t , and outputs a policy π that determines which action a(t) should be
taken. Then this action will be executed, i.e., one controller will enable to access to
the BC system, one node will be the primary node, and one edge computing server
will be allocated to the BC system. In order to let the learning agent remember the
experience and act better next time, the immediate reward r(t) will be fed back
to the learning agent. The trust features of nodes and controllers, as well as the
computational capabilities of edge computing servers change to next state s(t + 1).
Then the learning agent senses them and outputs another new policy, and so on so
forth [47]. The final goal is to achieve the maximum long-term reward. Summarily,
the interaction of the learning agent and the environment is shown in Fig. 4.33.

Fig. 4.33 The interaction of
the learning agent and the
environment
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There are some challenges to solve the above problem formulation as follows.

1. The target is to maximize the long-term reward by step-and-step control.
However, the learning agent only senses the state at time slot t , and the action
taken at time slot t will affect the environment at time slot t + 1. The state
cannot be obtained ahead of time. Thus, the traditional optimization method,
only considering current state, is not feasible.

2. Considering the trust features of nodes and controllers, as well as the computa-
tional capabilities of edge computing servers, the system is high-dimensional and
high-dynamical. It is hard to make the joint and optimal decisions by traditional
methods.

3. In the BC system, taking which action has no relationship with what happens in
the next time slot. For example, when the learning agent selects one controller
to access to the BC system, its trust feature in the next time slot still changes
according to its transition probability matrix, not the action [49]. Therefore,
the traditional optimization method, learning the relationship between states and
actions, is not suitable.

To address the above challenges, we will propose a dueling deep Q-learning
approach in the next subsection to achieve the maximum long-term reward.

4.4.6 Dueling Deep Q-Learning

After the problem formulation, we consider a dueling deep Q-learning approach
to address this problem. In this subsection, we begin with the introduction of Q-
learning and deep Q-learning. Then we present dueling deep Q-learning that is used
in this section.

4.4.6.1 Q-Learning

In the Q-learning model, the agent interacts with the environment by perceptions
and actions. In one interaction step, the agent receives current state s(t) from the
environment, then selects an action a(t) as the output, and the value of this action
is measured by a scalar reward r(t). This action generates next state s(t + 1). The
agent selects actions to obtain the maximum long-term rewards. It learns to do this
over several interaction steps by systematic trials and errors, guided by Q-learning
[123]. Q-learning is a model-free algorithm using delay rewards. It aims to find a
policy π , mapping states and actions, to maximize the long-term rewards.

There are two popular approaches to denote the feedback from each step in terms
of long-term rewards, namely state-value function V π(s) and action-state value
function Qπ(s, a). V π(s) means the expected total reward in state s:

V π(s) = Eπ [
∞∑

k=1

γ krt+k+1|st = s], (4.53)
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where Eπ [∗] means mathematical expectation, rt+k+1 means the immediate reward
at time slot t + k + 1, and γ ∈ (0, 1) is discount factor to balance immediate reward
and future reward. Moreover, Qπ(s, a) denotes the expected total rewards in state s

and action a:

Qπ(s, a) = Eπ [
∞∑

k=1

γ krt+k+1|st = s, at = a]. (4.54)

Q-learning evaluates Q(s, a) by a temporal difference method as follows.

Q(s, a) ← Q(s, a) + α(r + γ max
a′ Q(s′, a′) − Q(s, a)), (4.55)

where α is learning rate, and α ∈ (0, 1]. The action with maximum Q(s, a) may be
chosen by the agent at each step. In the traditional Q-learning, each Q(s, a) is put
into Q-table. However, with the rapid increase of data dimension, it is challenging
to put all Q(s, a) into Q-table.

4.4.6.2 Deep Q-Learning

The rise of deep learning has provided a new tool to overcome the challenges. The
most important property of deep learning is that deep networks enable to find the
low-dimensional features of high-dimensional data by crafting weights and biases
in deep networks. Therefore, many researches have advocated to use deep networks
to approximate Q(s, a) instead of Q-table, i.e., Q(s, a, ω) ≈ Q(s, a), where ω is
the set of weights and biases in deep networks [124]. This is the core idea of deep
Q-learning (DQL).

In order to address the fundamental instability problem of approximating
Q(s, a), there are two improvements in DQL, including experience replay and
fixed target networks: (1) Experience replay stores the transitions as a set of
{state, action, reward, statenext } in a finite-sized cyclic buffer, and the agent
randomly samples batches of them to train deep networks, instead of only the
current ones. By this way, the temporal correlations that can adversely affect DQL
are broken. (2) Fixed target networks have the same architecture as the evaluated
ones, but are kept frozen for a period of time. The evaluated networks are trained
in each step to minimize loss function L(ω) to evaluate real Q(s, a), and L(ω) is
represented as

L(ω) = E[(r + γmaxa′Q(s′, a′, ω−) − Q(s, a, ω))2], (4.56)

where ω− is the weights and biases set in target networks, and ω is the weights and
biases set in evaluated networks. During training, the weights and biases in target
networks are updated with evaluated networks periodically. For a comprehensive
perspective, we present the workflows of DQL in Fig. 4.34.
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Fig. 4.34 The workflows of DQL

Fig. 4.35 Dueling architecture

4.4.6.3 Dueling Deep Q-Learning Approach

However, for the majority of states in our system, the choice of actions in the agent
has no repercussion with what happens, i.e., actions have no relationship with states.
According to the work in [58, 125], dueling DQL is more efficient than natural
DQL. Based on this approach, some training processes have been carried out in real
scenario, such as drive games [125], which are simulated with better performance.

In the dueling DQL, there is another value function, A(s, a), which represents the
relative advantage of a action, called state-action value function. Learning A(s, a)

is easier to know which action has better consequences. Instead of one single stream
following the output layer of deep networks, there are two separate streams in
dueling DQL, where one computes state-value function V (s), and another computes
state-action value function A(s, a), called dueling architecture as shown in Fig. 4.35.
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Finally, these two streams are aggregated as a output Q(s, a). This combination
module is denoted as follows:

Q(s, a;ω, ρ, ζ ) = V (s;ω, ρ) + A(s, a;ω, ζ ), (4.57)

where V (s;ω, ρ) is a scalar, and A(s, a;ω, ζ ) is an |A |−dimensional vector. ρ and
ζ are the parameters of two separate streams.

Algorithm 4 Dueling DQL
1: Initialization:
2: Initialize evaluated deep networks with weights and biases set ω.
3: Initialize target deep networks with weights and biases set ω−.
4: for k = 1 : K do
5: Reset the environment with a randomly initial observation sini , and s(t) = sini .
6: s(t)! = sterminal

7: Select action a(t) based on ε−greedy policy.
8: Obtain immediate reward r(t) and next observation s(t + 1).
9: Store experience (s(t), a(t), r(t), s(t + 1)) into experience replay memory.

10: Randomly sample some batches of (s(i), a(i), r(i), s(i +1)) from experience replay memory.
11: Calculate two streams of evaluated deep networks, including V (s; ω, ρ) and A(s, a; ω, ζ ),

and combine them as Q(s, a; ω, ρ, ζ ) using (4.59).
12:
13: Calculate target Q-value Qtarget (s) in target deep networks:
14: if s′ is sterminal

15: Qtarget (s) = rs ,
16: else
17: Qtarget (s) = rs + γmaxa′Q(s′, a′; ω′, ρ′, ζ ′).
18: Train evaluated deep networks to minimize loss function L(w)

19:

L(ω, ρ, ζ ) = E[(Qtarget (s) − Q(s, a; ω, ρ, ζ ))2]. (4.58)

20: Every some steps, update target deep networks.
21: s(t) ← s(t + 1)

22: end while
23: end for

According to the work in [125], considering the unidentifiability of (4.57), we
replace (4.57) as:

Q(s, a;ω, ρ, ζ ) = V (s;ω, ρ)+

(A(s, a;ω, ζ ) − 1

|A |
∑

a′
A(s, a′;ω, ζ )).

(4.59)

As the output of dueling architecture is Q(s, a), it can be trained by many
existing algorithms. In this section, we use dueling architecture in natural DQL.
Therefore, the pseudocode of dueling DQL is presented in Algorithm 1, where
ε−greedy policy is used to balance the exploitation and the exploration.
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4.4.7 Simulation Results and Discussions

In this subsection, we use computer simulation to evaluate the performance of our
proposed scheme. First, we present simulation settings, followed by simulation
results and the corresponding discussions.

4.4.7.1 Simulation Settings

In this simulation, hardware environment is a GPU-based server, and this server
has 8 GB 1867 MHz LPDDR3, 2 GHz Intel Core i5, and 256 G memory. Software
environment is Python 2.7.10 with TensorFlow 1.4.0 [126]. These two kinds of
simulation tools have been widely used from business to academic. TensorFlow
is a flexible, high-performance serving system, used by machine learning mod-
els, and designed for production environments. TensorFlow enables to keep the
same server architecture and application program interface (APIs), when different
machine learning algorithms are deployed. Thus, it has been widely used to deploy
new machine learning algorithms and experiments. We use these real simulation
environments, thus we can make sure that the performance of simulation results can
estimate and approximate the performance in real scenario.

We assume that there are four BC nodes, two controllers, and two edge
computing servers. The trust feature of each node is very safe, safe, medium,
compromised, and very compromised, whose transition probability matrix is

K =

⎡

⎢
⎢
⎢
⎢
⎢
⎣

0.5 0.15 0.125 0.12 0.105
0.15 0.5 0.125 0.12 0.105

0.105 0.15 0.5 0.125 0.12
0.105 0.12 0.125 0.5 0.15
0.105 0.12 0.125 0.15 0.05

⎤

⎥
⎥
⎥
⎥
⎥
⎦

. (4.60)

Similarly, the trust feature of each controller can be very safe, safe, medium,
compromised, and very compromised. We set the transition probability matrix as

Υ =

⎡

⎢
⎢
⎢
⎢
⎢
⎣

0.45 0.16 0.14 0.13 0.12
0.16 0.45 0.14 0.13 0.12
0.12 0.16 0.45 0.14 0.13
0.12 0.13 0.16 0.45 0.14
0.12 0.13 0.14 0.16 0.45

⎤

⎥
⎥
⎥
⎥
⎥
⎦

. (4.61)

We assume the computational capability of each edge computing server is high,
medium, low, and very low, and set the transition probability as
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Π =

⎡

⎢
⎢
⎣

0.5 0.3 0.15 0.05
0.3 0.5 0.15 0.05

0.15 0.3 0.5 0.05
0.15 0.3 0.5 0.05

⎤

⎥
⎥
⎦ . (4.62)

The values of the rest of parameters are summarized in Table 4.6. We use
TensorBoard to visualize the TensorFlow graph, as shown in Fig. 4.36.

For the performance comparison, there are four schemes simulated:

• Proposed dueling DQL-based scheme with view changes, access selection, and
edge computing servers. We call it duelingDQL-based scheme in the remainder
of this section. In other words, in duelingDQL-based scheme, the learning agent
enables to select more trusted BC node as the primary, more trusted controller
to access to the BC system, and edge computing server with more computing
capabilities. Thus, this scheme should have the best performance.

Table 4.6 Parameters setting in the simulation

Parameter Value Description

θ 8 Mcycles The required number of CPU cycles to verify one signature

α 0.05 Mcycles The required number of CPU cycles to verify and generate
one MAC

b 1 Mb The batch size of a block

γ 0.9 The discount factor

Fig. 4.36 The visualized TensorFlow graph in TensorBoard
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• Proposed dueling DQL-based scheme with view changes, edge computing
servers, but without access selection. We call it dueling DQL-based scheme
without controller choice in the remainder of this section. That is to say, in
this scheme, the learning agent only enables to select more trusted BC node as
the primary, and edge computing server with more computing capabilities, but
controllers access to the BC system randomly. Thus, some malicious controllers
may issue incorrect transactions to slow down the performance. Compared with
the duelingDQL-based scheme, the advantage of selecting trusted controller can
be indicated.

• Proposed dueling DQL-based scheme with access selection, edge computing
servers, but with the traditional view change protocol in [107]. We call it
duelingDQL-based scheme without node choice in the remainder of this sec-
tion. In other words, in this scheme, the learning agent only selects more
trusted controller to access to the BC system, and edge computing server with
more computing capabilities, but using the traditional view change protocol
without considering historical trust reputation. Thus, some malicious nodes
may be selected as the primary to weaken the throughput. Compared with the
duelingDQL-based scheme, the merit of selecting trusted BC node can be shown.

• Proposed dueling DQL-based scheme with view changes, access selection,
but without edge computing servers, which only uses the local computing
capabilities in the BC system. We call it duelingDQL-based scheme without
computation offloading in the remainder of this section. That is to say, the
learning agent only selects more trusted BC node as the primary, and more
trusted controller to access to the BC system, but only using the local computing
capabilities. Without the assistance of edge computing servers, it is difficult to
do cryptographic tasks only by local computation, which may slow down the
performance. Compared with the duelingDQL-based scheme, the advantage of
using edge computing servers can be indicated.

• Existing scheme with traditional view changes, without access selection, and
with local computational capabilities. We call it existing scheme in the remainder
of this section. The dueling DQL approach is not employed in this scheme.
This scheme allows controllers to access to the BC system randomly, uses the
traditional view change protocol and local computing capabilities. Compared
with the duelingDQL-based scheme, the advantage of using the dueling DQL
approach can be shown.

4.4.7.2 Simulation Results

Figure 4.37 shows the relationship between training episodes and the throughput of
the BC system under different schemes. Each point is the average throughput per
episode. The agent runs in AdamOptimizer [127] with the learning rate of 1e−5.
As we can see from this figure, with the joint consideration of node’s trust feature,
controller’s trust feature, and offloading the computation task to edge computing
servers, the BC system has the better performance. The reason is that the more
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Fig. 4.37 Training curves tracking the throughput of the BC system under different schemes

trusted node is less possible to slow the system performance down, the more trusted
controller issues the higher fraction of correct transactions, and with the help of edge
computing servers, computation tasks can be executed more quickly. This figure
shows the convergence performance of dueling DQL as well. At the beginning of
learning and training, dueling DQL takes some trials and errors. With the increase
of episodes, the throughput turns to be stable, which means the agent has learned
the optimal policies to maximize the long-term rewards.

In addition, Fig. 4.38 shows the relationship between the learning loss in (4.56)
and the training steps of DuelingDQL-based scheme, when the agent runs in the
same parameters as above. At the beginning of learning, deep networks have no
knowledge of the uncertain environment, and with the increase of new experiences,
the learning loss is higher and higher. When the cyclic buffer of experiences in
dueling DQL is full, the agent has some knowledge of the environment, which leads
to the decrease of the learning loss. Such increasing and decreasing of the learning
loss indicate the effectiveness of deep networks.

Figure 4.39 shows the relationship between training episodes and the throughput
under different learning rates in Dueling DQL-based scheme. As we can see from
this figure, the learning rate has effects on the convergence performance. The
learning rate means the length of learning step to minimize the loss function. The
bigger learning rate denotes the longer learning step. The longer learning steps
are likely to miss the global optimum, which leads to the highly scaled curves
when learning rates are 0.01 and 0.001. The shorter learning steps may lead to
the slower convergence speed, because more steps are necessary to achieve the
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Fig. 4.38 Training curves tracking the learning loss under DuelingDQL-based scheme
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Fig. 4.39 Training curves tracking the throughput of the BC system under different learning rates
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The number of consensus nodes
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Fig. 4.40 Training curves tracking the learning loss of natural DQL and dueling DQL

global optimum. Compared with two curves of blue and orange, although the orange
one has the faster convergence speed, its curve is unstable after the convergence.
Therefore, we choose the learning rate as 1e−5 in the simulation. Because its
convergence speed is acceptable and it has better learning stability.

Figure 4.40 shows the learning loss of natural DQL and dueling DQL. As we
can see, the learning loss in dueling DQL decreases more quickly than natural
DQL, which indicates dueling DQL has better learning effectiveness. The reason
is that in our BC system, the choices of which node is the primary, which controller
can access to the BC system, and which edge computing server should execute
the computation tasks have no relationship with states. Learning which action has
better consequence is more efficient than learning which state is better. In dueling
DQL, one stream learns state-action value function A(s, a), which is more useful to
help the agent make the good choices. Therefore, the learning loss in dueling DQL
decreases more fast than natural DQL.

After the effective training of deep networks, we use them in the following
simulations. Figure 4.41 shows the relationship between the number of controllers
and the system throughput under different schemes. This figure also can be used to
show the performance of these schemes in large real SDIIoT environment, where
up to 30 controllers are considered in this simulation. As the increase of the number
of controllers, the throughput of the BC system decreases. The reason is that more
controllers need more computational operations about verifying signatures, MACs.
But with the joint consideration of trust features of controllers and nodes, as well as
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Fig. 4.41 The throughput versus the number of controllers under different schemes

using edge computing servers, our proposed scheme, as shown in the blue curve,
has better performance. Thus, we can see our proposed scheme still has better
performance in large SDIIoT environment.

Figure 4.42 shows the relationship between the number of BC nodes and the
system throughput under different schemes. As we can see, more nodes lead to the
less system throughput. The reason is that with the increase of the number of nodes,
more signatures and MACs need to be verified and generated, which need more
CPU cycles so as to decrease the system throughput. But, the performance of our
proposed scheme is still the best.

Figure 4.43 shows the relationship between the batch size of a block and the
system throughput. The bigger block enables to contain more transactions so as
to synchronize more local network events among controllers, which increases the
system throughput. As we can see, our scheme also has the better performance.

4.5 Summary

In this chapter, we discuss the main challenge of network control and introduced
several machine learning based algorithms. We first present an energy-aware multi-
controller placement scheme as well as a latency-aware resource management
model for the SDWN. Then, we present a novel controller mind (CM) framework to
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Fig. 4.42 The throughput versus the number of BC nodes under different schemes
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implement automatic management among multiple controllers and propose a novel
Quality of Service (QoS) enabled load scheduling algorithm based on reinforcement
learning to solve the problem of complexity and pre-strategy in the networks.
In addition, we present a Wireless Local Area Networks (WLAN) interference
self-optimization method based on a Self-Organizing Feature Map (SOM) neural
network model. Finally, we use a novel dueling deep Q-learning approach to solve
this joint problem in distributed SDIIoT.
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Chapter 5
Intelligent Network Resource
Management

Resource management problems are ubiquitous in the networking field, such as job
scheduling, bitrate adaptation in video streaming and virtual machine placement
in cloud computing. In this chapter, we propose a reinforcement learning based
dynamic attribute matrix representation (RDAM) algorithm for virtual network
embedding. The RDAM algorithm decomposes the process of node mapping into
the following three steps: (1) static representation of substrate physical network. (2)
dynamic update of substrate physical network. (3) Reinforcement-Learning-Based
algorithm. Then, we design and implement a policy network based on reinforcement
learning to make node mapping decisions. We use policy gradient to achieve
optimization automatically by training the policy network with the historical data
based on virtual network requests.

5.1 Virtual Network Embedding Based on RDAM

Network virtualization [1, 3] is regarded as an essential technology for the new
generation of Internet architectures. Using network virtualization technology, ISP
can create multiple virtual networks on the same substrate physical network,
providing users with a variety of customizable end-to-end services [10]. In order
to make use of substrate physical network resources effectively, it is necessary to
utilize a virtual network embedding algorithm. Virtual network embedding maps
virtual requests to specific nodes and links in the substrate physical network. The
goal of the virtual network embedding is to make full use of the substrate physical
network resources with certain resource constraints.

The virtual network requests contain some constraints, such as the constraints
of the attributes of node links, the constraints of request admission, the constraints
of dynamically changing request, and so on [6]. Considering multiple constraints
simultaneously will make it tough for the virtual network embedding problem

© Springer Nature Switzerland AG 2019
H. Yao et al., Developing Networks using Artificial Intelligence,
Wireless Networks, https://doi.org/10.1007/978-3-030-15028-0_5

157

http://crossmark.crossref.org/dialog/?doi=10.1007/978-3-030-15028-0_5&domain=pdf
https://doi.org/10.1007/978-3-030-15028-0_5


158 5 Intelligent Network Resource Management

to obtain the optimal node. The optimization process is NP-hard [2, 4, 18, 36].
Therefore, the majority of virtual network embedding algorithms heuristically add
assumptions and constraints to reduce the solution space. In this way, the optimal
solution can be obtained within an acceptable complexity.

However, the results based on a series of rules and assumptions are not particu-
larly convincing [26, 34]. In addition, the heuristics based on hand-crafted rules are
not universal for multiple evaluation metrics. The RDAM algorithm introduced in
this section is different from traditional method in three perspectives.

1. Static representation of substrate physical network. The nodes and links infor-
mation of substrate physical network can be represented by the attribute matrix
and the adjacency matrix, respectively. However, these two kind of matrices may
be incomplete and noisy. We obtain a robust consensus matrix through spectrum
method, and this consensus matrix can effectively represent the substrate physical
network.

2. Dynamic update of the substrate network. Substrate physical network needs to be
updated after virtual network request arrives. In the virtual network embedding
problem, available physical network is changing dynamically at a high frequency
[5, 7, 40]. If the consensus matrix is updated every time with the spectrum
method, the computational complexity cannot be satisfied in real scenario. We
utilize the perturbation theory to capture the changes of nodes and links in the
substrate network under continuous time and to complete an efficient method of
updating substrate physical network.

3. Reinforcement learning based algorithm. The reinforcement learning agent can
effectively discover the relationship between the substrate network representation
and virtual network requests, thereby completing an efficient virtual network
embedding [11].

5.1.1 System Model and Problem Formulation

5.1.1.1 Description of Virtual Network Embedding

Figuer 5.1 shows the mapping process of two different virtual network requests,
where Fig. 5.1a and b are two different virtual requests, and Fig. 5.1c is the substrate
network. An undirected graph GS = (NS, LS,AS

N,AS
L) is applied to denote

the substrate network, where NS and LS denote the set of substrate nodes and
links, respectively. AS

N and AS
L denote the attributes of substrate nodes and links,

respectively. Similarly, virtual request can be represented by an undirected graph
GV = (NV ,LV ,CV

N ,CV
L ), where NV and LV denote the set of substrate nodes and

links, respectively. CV
N and CV

L denote the constraints of substrate nodes and links,
respectively.

We take Fig. 5.1a as an example. It can be seen from squares boxes that virtual
node r1 requires 5 units of computing resources and virtual node r2 requires 10 units
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Fig. 5.1 Virtual network request and substrate network

of computing resources. The virtual link between virtual node r1 and virtual node
r2 requires 10 units of link resources. Figure 5.1c shows a substrate network that
contains 7 substrate nodes from node s1 to node s7. The substrate node s1 holds 30
units of computing resources and the substrate node s2 holds 40 units of computing
resources. The link resources between node s1 and node s2 reach 20 units.

The virtual network embedding process can be formulated as a mapping M :
GV (NV ,LV ) → GS(N

′
, L

′
), where N

′ ⊂ NS and L
′ ⊂ LS . As shown in Fig. 5.1,

virtual node r1 and virtual node r2 may be mapped to substrate node s1 and substrate
node s2, respectively. Then the link request between r1 and r2 is mapped to substrate
link between s1 and s2. Note that it is also possible that r1 and r2 are mapped to
substrate node s1 and substrate node s3, respectively. Then the link request between
r1 and r2 is mapped to two substrate links between substrate node s1 and substrate
node s3. Obviously, the latter is not optimal because the link resource between
substrate node s2 and substrate node s3 is consumed redundantly.

We use t denote the arrival time of the virtual request in Fig. 5.1a, td denote the
duration of the virtual request. In the period of td , the substrate resources that have
been allocated to a request cannot be allocated to other virtual request. Therefore,
the virtual network embedding algorithm will have a significant impact on the
utilization of substrate resources.

5.1.1.2 Metrics of Virtual Network Embedding

The main goal of virtual network embedding is to map virtual network requests to
substrate networks as many as possible [9]. It is beneficial to increase the utilization
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efficiency of substrate network resources and increase the revenue of infrastructure
operators. Most works use three metrics, i.e., long-term average revenue, long-term
revenue to cost ratio and long-term acceptance ratio, to measure the utilization
efficiency of substrate network resources.

For brevity, in the rest of this part, computing resource is represented by CPU,
and link resource is represented by bandwidth. According to the description in [50],
the revenue of a virtual network request is

R(GV , t, td) =

td

⎡

⎣wc

∑

nV ∈NV

CPU(nV ) + wb

∑

lV ∈LV

BW(LV )

⎤

⎦
(5.1)

where wc and wb are the weights for CPU and bandwidth, respectively. When a
virtual request is allocated, the revenue is generated. No revenue is generated if the
request is rejected. The virtual request lasting longer have more revenue.

We define the cost of accepting a virtual request as follows

C(GV , t, td) =

td

⎡

⎣
∑

nV ∈NV

CPU(nV ) +
∑

lV ∈LV

∑

lS∈LS

BW(f lV

lS
)

⎤

⎦
(5.2)

where f lV

lS
denotes the total bandwidth lS allocated to the link request lV by the

virtual network embedding algorithm. In the process of link mapping, a link request
lV may be allocated to multiple links, so the total bandwidth consumption needs to
be calculated.

The first metric is long-term average revenue, which is the ratio of revenue to
time in infinite time horizon. It measures the overall effect of a virtual network
embedding algorithm. The long-term average revenue is defined as

Rev = lim
T →∞

∑T
t=0 R(GV , t, td)

T
. (5.3)

In Eq. (5.3), Rev is the long-term average revenue,
∑T

t=0 R(GV , t, td) is the total
revenue in infinite time horizon. Then it is necessary to achieve a high long-term
average revenue with the substrate network resources are consumed less, so we
define the long-term revenue to cost ratio

RevT oCos = lim
T →∞

∑T
t=0 R(GV , t, td)

∑T
t=0 C(GV , t, td)

. (5.4)
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In Eq. (5.4), RevT oCos is the long-term revenue to cost ratio,
∑T

t=0 C(GV , t, td)

is the total cost in infinite time horizon. Finally, We define the third evaluation metric
long-term acceptance ratio Accept , which is the ratio of the number of accepted
requests to the total number of virtual requests. Defining the long-term acceptance
rate contributes to increasing the probability that virtual network requests are
accepted, and reduce the number of rejected virtual network requests.

5.1.1.3 Markov Decision Process

We model the virtual network embedding problem as a sequence of decision making
instances where an agent receives virtual network requests [12–15]. The agent
solves the virtual node mapping and receives a reward. The agent’s objective is
to maximize this reward.

We use Markov Decision Process (MDP) to model the sequential decision-
making problem like [50]. A discrete time MDP M is a quintuple (S,A,R, P, γ ),
where S is the state space, A is the action space, R : S × A → R is the reward
function that assigns real-valued rewards to state-action pairs, and P : S ×A×S →
[0, 1] is a transition probability distribution. Therefore, R(st = s, at = a) is the
reward for performing action a ∈ A in state st and

P(s′, a, s) = Pr(st+1 = s′|at = a, st = s) (5.5)

is the probability of a transition to state s′ when selecting action a in state s. The
behavior of a decision-making agent is defined by its policy π of selecting actions.
The overall return of a given policy π is calculated by

Rt = rt+1 + γ rt+2 + γ 2rt+3 . . . =
∞∑

k=0

γ krt+k+1, (5.6)

where 0 ≤ γ t ≤ 1 is a discount factor, rt+1 represents the revenue in time step t+1.
The goal of the decision-making agent is to find the policy π∗ that maximizes the
expected cumulative rewards given an initial state s1.

5.1.1.4 Feature Attribute Extraction

In the RDAM algorithm, the description of the substrate node attribute is very
important for the reinforcement learning agent to comprehend substrate network
and learn mapping rules. The work presented in [20] extracts the following substrate
node attributes:

1. Computing Resources (CPU ): The computing resource of a substrate node
determines its availability. When the computing resource of a substrate node is
sufficient, it is more likely to accept node requests.
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2. Degree (DEG): The degree denotes the connectivity of substrate network. Nodes
with better connectivity are more likely to be occupied by node requests.

3. Sum of bandwidth (SUMBW ): The sum of substrate network bandwidth
describes connectivity from the perspective of available bandwidth. When a
substrate node has access to more bandwidth, mapping a virtual node to it may
lead to better link mapping options.

4. Average distance to other host nodes (AV GDST ): The fourth attribute of a
substrate node is the average distance from it to other already mapped node in
the same request. If we select a substrate node close to those already mapped, the
cost of bandwidth can be effectively reduced. The combination of mapped nodes
with few hops can effectively save the link resources of the substrate network.

After above four attributes are extracted, they need to be normalized to facilitate
subsequent node sorting and optimization. The normalization method for CPU,
DEG, and SUMBW is to divide the corresponding attribute value by the maximum
attribute value in the initial state of substrate physical network. For AV GDST , the
initialization mode is

1

AV G(DST ) + 1
. (5.7)

By concatenate these four attributes together, we get the node’s attribute matrix A,
i.e.,

A = [CPU,DEG, SUM(BW ,AV G(DST )]. (5.8)

We summarize some notations in the RDAM algorithm. The uppercase symbol
represents a matrix (eg, A), the arrow symbol represents a vector (eg, a), and the
lower case symbol represents a scalar (eg, a). A′ denotes the transpose of the matrix
A. As we describe the physical network GS = (NS, LS,AS

N,AS
L) in Sect. 5.1.1.1,

AS
N represents the attributes of the nodes and AS

L represents the attributes of the
links. Therefore, A(t) denotes an attribute matrix at time step t , and X(t) denotes an
adjacency matrix at time step t . In Table 5.1, the definitions of all the symbols used
in the RDAM algorithm are given.

5.1.2 RDAM Algorithm

This subsection will mainly introduce the RDAM algorithm, including static
representation of substrate network, dynamic update of substrate network, model
construction, optimization method and, the overall steps of training and testing.

The RDAM algorithm regards virtual network embedding as two stages: node
mapping and link mapping. In the link mapping stage, the nodes already mapped are
assigned links by breadth-first traversal. The process of node mapping is described
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Table 5.1 Symbols

Notations Definitions

A(t) Attribute matrix at time step t

X(t) Adjacency matrix at time step t

A(t+1) Attribute matrix at time step t+1

X(t) Adjacency matrix at time step t+1

ΔA Change of attribute matrix between time steps t and t+1

ΔX Change of adjacency matrix between time steps t and t+1

n Number of nodes in substrate network

d Number of node attributes

k Embedding dimension for network attributes or structure

l Final consensus embedding dimension

in detail in Fig.5.2. It is divided into Problem 1 and Problem 2. Problem 1 refers
to the problem of static representation of substrate network. Problem 2 refers to the
problem of dynamic update of the substrate network.

We utilize the spectrum method in problem 1 to obtain a robust consensus matrix
of substrate network. We adopt the matrix perturbation theory in problem 2 to reduce
complexity of the static update method.

5.1.2.1 Static Representation of Substrate Network

The substrate network has node information and link information. The node
information of substrate network can be represented by an attribute matrix; the link
information of substrate network can be represented by an adjacency matrix. We
divide the process of static representation of substrate network into two steps. The
first step is to reduce the noise from the attribute matrix A(t) and adjacency matrix
X(t). We obtain the embedding representation Y

(t)
A of the attribute matrix X(t) and

the embedding representation Y
(t)
X of A(t). In the second step, the final consensus

matrix Y (t) is obtained from Y
(t)
X and Y

(t)
A .

Let D
(t)
X ∈ R

n×n be the degree matrix of X(t), i.e., D
(t)
X (i, i) = ∑n

j=1 X(t)(i, j).

Then L
(t)
X = D

(t)
X − X(t) is a Laplacian matrix. According to spectral theory

[21, 22], mapping an n-dimensional matrix to a k-dimensional embedding matrix
(k � n) can effectively reduce the noise in the matrix representation. A universal
choice of Y

(t)
X = [y1, y2, . . . , yn]′ ∈ R

n×k is to minimize the loss function
1
2

∑n
j=1 X(t)(i, j)||yi − yj ||22. In the embedding space, the distance between

interconnected nodes is closer.
The first step degenerates into a generalized eigen-problem L

(t)
X a = λD

(t)
X a [23].

Assuming a1, a2, . . . , an are the eigenvectors of the corresponding eigenvalues 0 =
λ1 � λ2 � . . . � λn, it is easy to verify λ1 = 0 and the corresponding eigenvector is
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Fig. 5.2 The left side denotes the problem 1 at time step t and the right side denotes the problem 2
at time step t+1. At time step t , we first obtained the attribute matrix A(t) and adjacency matrix X(t)

of substrate network. The noise in aforementioned two matrices is eliminated by spectral analysis.
We obtain the embedding representation Y

(t)
A and Y

(t)
X of the attribute matrix and adjacency matrix.

Then we get the final consensus matrix through two embedding matrices. Then at time step t+1,
the grey grid in substrate network denotes the changed attribute ΔA and changed structure ΔX.
We will obtain the new embedding representation Y

(t)
A and Y

(t)
X from the variation of the attribute

matrix and the adjacency matrix. Finally, we get the new consensus matrix Y (t+1)

unit vector 1. Then the k-dimensional embedding Y
(t)
X ∈ R

n×k of network structure

is given by the top-k eigenvectors starting from a2, i.e., Y
(t)
X = [a2, a3, . . . , ak+1].

Similar to the adjacency matrix, the attribute embedding matrix Y
(t)
A can also

be obtained in such a way. First we normalize the attribute matrix and obtain
the similarity matrix W(t) of the normalized attribute matrix. Then we solve the
generalized eigen-problem and obtain the embedding representation of the attribute
matrix Y

(t)
A .
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The noise of X(t) and A(t) has been eliminated by computing adjacency embed-
ding matrix Y

(t)
X and the attribute embedding matrix Y

(t)
A . Now we utilize them to

seek a consensus matrix. However, these two embedding matrices are obtained in
different ways and may not be relevant. In order to capture their interdependency
and make them compensate each other, we maximize the correlation of them. We
utilize two projection vectors P

(t)
X and P

(t)
A to maximize the correlation of Y

(t)
X and

Y
(t)
A after projection. The problem is equivalent to

max
P

(t)
A ,P

(t)
X

P
(t)′
A Y

(t)′
A Y

(t)
A P

(t)
A + P

(t)′
A Y

(t)′
A Y

(t)
X P

(t)
X

+ P
(t)′
X Y

(t)′
X Y

(t)
A P

(t)
A + P

(t)′
X Y

(t)′
X Y

(t)
X P

(t)
X ,

s.t. P
(t)′
A Y

(t)′
A Y

(t)
A P

(t)
A + P

(t)′
X Y

(t)′
X Y

(t)
X P

(t)
X = 1.

(5.9)

This is a typical optimization problem. Let γ be a Lagrangian operator. Then
the value of P

(t)
X and P

(t)
A can be obtained by setting the derivative of the

Lagrangian function w.r.t. P (t)
X and P

(t)
A to zero. The expression of the corresponding

generalized eigen-problem is

[
Y

(t)′
A Y

(t)
A Y

(t)′
A Y

(t)
X

Y
(t)′
X Y

(t)
A Y

(t)′
X Y

(t)
X

] [
P

(t)
A

P
(t)
X

]

= γ

[
Y

(t)′
A Y

(t)
A 0

0 Y
(t)′
X Y

(t)
X

][
P

(t)
A

P
(t)
X

]

.

(5.10)

We take the top-l eigenvectors as the consensus matrix of the above generalized
eigen-problem. Assuming a projection matrix P (t) ∈ R

2k×l , then the final consensus
matrix is expressed as Y (t) = [Y (t)

A , Y
(t)
X ] × P (t) ∈ R

n×l .

5.1.3 Dynamic Update of Substrate Network

In the virtual network embedding process, the substrate network will change when
a virtual request is accepted. Therefore, the attribute matrix and adjacency matrix
are changing frequently. If we obtained the consensus matrix Y (t) by computing
eigenvectors and eigenvalues of generalized eigen-problem at each time step, this
method will be time-consuming and it is not practical in large-scale networks.
Therefore, we propose to update Y

(t)
A and Y

(t)
X by matrix perturbation theory, which

can reduce the computational complexity.
We propose the dynamical update method based on the fact that the attribute

matrix and adjacency matrix do not change too much in two consecutive time
steps, as virtual request resources usually do not occupy a large part of substrate
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resources. We utilize ΔA and ΔX to donate the variation of the attribute matrix and
the adjacency matrix within two consecutive time steps. The degree matrix and the
Laplacian matrix are given by

D
(t+1)
A = D

(t+1)
A + ΔDA,L

(t+1)
A = L

(t+1)
A + ΔLA,

D
(t+1)
X = D

(t+1)
X + ΔDX,L

(t+1)
X = L

(t+1)
X + ΔLX.

(5.11)

We take the update method of the embedding matrix of the adjacency matrix as
an example to illustrate the specific steps of dynamic update method. According to
matrix perturbation theory [24], we have

(L
(t)
X + ΔLX)(a + Δa) =

(λ + Δλ)(D
(t)
X + ΔDX)(a + Δa).

(5.12)

Then, for a certain eigenvalue and eigenvector pair (λi, ai), we have

(L
(t)
X + ΔLX)(ai + Δai ) =

(λi + Δλi)(D
(t)
X + ΔDX)(ai + Δai ).

(5.13)

The algorithm problem of dynamic update is equivalent to how to obtain the
changed pairs (Δλi,Δai) from the changed Laplacian matrix ΔL and the changed
degree matrix ΔD. The way to solve (Δλi,Δai) is divided into following two parts.

Calculate Δλi
By expanding Eq. (5.13), we have

L
(t)
X ai + ΔLXai + L

(t)
X Δai + ΔLXΔai

= λiD
(t)
X ai + λiΔDXai + ΔλiD

(t)
X ai + ΔλiΔDXai

+ (λiD
(t)
X + λiΔDX + ΔλiD

(t)
X + ΔλiΔDX)Δai ,

(5.14)

where these higher order terms, i.e., ΔλiΔDXai, λiΔDXΔai , ΔλiD
(t)
X Δai , and

ΔλiΔDXΔai can be removed as they has narrow effects on the accuracy of a
generalized eigen-problem. In addition, since L

(t)
X a = λD

(t)
X a, Eq. (5.14) can be

simplified as

ΔLXai + L
(t)
X Δai

= λiΔDXai + ΔλiD
(t)
X ai + λiD

(t)
X Δai .

(5.15)
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Next, multiplying both sides of Eq. (5.15) with ai
′, we have

a′
iΔLXai + a′

iL
(t)
X Δai

= a′
iλiΔDXai + a′

iΔλiD
(t)
X ai + a′

iλiD
(t)
X Δai

(5.16)

Since the Laplacian matrix L
(t)
X and the degree matrix D

(t)
X are symmetric, we have

a′
iL

(t)
X Δai = a′

iλiD
(t)
X Δai (5.17)

So, Eq. (5.12) becomes

a′
iΔLXai = a′

iλiΔDXai + a′
iΔλiD

(t)
X ai . (5.18)

Finally, the change of eigenvalue Δλi is given by

Δλi = a′
iΔLXai − a′

iλiΔDXai

a′
iD

(t)
X ai

. (5.19)

Theorem 5.1 In the generalized eigen-problem Av = λBv, if A and B are both
Hermitian matrices and B is positive-semidefinite matrice, the eigenvectors are real,
eigenvectors vj (i �= j) and B is orthogonal, then, v′

iBvj = 0 and v′
iBvi = 1.

In virtual network embedding problem: a′
iD

(t)
X aj = 0(i �= j) and a′

iD
(t)
X ai =

1(i = j)

Proof Degree matrix D
(t)
X and Laplacian matrix L

(t)
X are symmetric Hermitian

matrices. At the same time, the degree matrix D
(t)
X is a semi-positive definite matrix,

thus completing the proof. From above proof, we have

Δλi = a′
iΔLXai − a′

iλiΔDXai . (5.20)

Calculate Δai
Since the network structure changes smoothly in continuous time steps, we assume
that the perturbation of the eigenvectors consists of the top-k eigenvectors, i.e.,
Δai = ∑k+1

j=2 αij aj, where αij is the weight of the j -th eigenvector.

By plugging Δai = ∑k+1
j=2 αij aj into Eq. (5.15), we have

ΔLXai + D
(t)
X

k+1∑

j=2

αijλj aj

= λiΔDXai + ΔλiD
(t)
X ai + λiD

(t)
X

k+1∑

j=2

αij aj.

(5.21)
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When p �= i, by multiplying both sides with ap
′(2 � p � k + 1, p �= i) on both

sides of Eq. (5.21) and using the theorem 1, we have:

a′
pΔLXai + a′

pD
(t)
X

k+1∑

j=2

αijλj aj

= λia′
pΔDXai + Δλia′

pD
(t)
X ai + λia′

pD
(t)
X

k+1∑

j=2

αij aj

→ a′
pΔLXai + αipλp = λia′

pΔDXai + αipλi.

(5.22)

Therefore, we obtain the weight αip as

αip = a′
pΔLXai − λia′

pΔDXai

λi − λp

. (5.23)

When p = i, from Theorem 5.1, we have

(ai + Δai )
′(DX + ΔDX)(ai + Δai ) = 1. (5.24)

By ignoring the high order term in Eq. (5.24), we get

2a′
iD

(t)
X Δai + a′

iΔD
(t)
X ai = 0, (5.25)

namely,

αii = −1

2
a′
iΔD

(t)
X ai . (5.26)

Therefore, the change of eigenvalue Δai is

Δai = − 1

2
a′
iΔD

(t)
X aiai

+
k+1∑

j=2,j �=i

(
a′

pΔLXai − λia′
pΔDXai

λi − λp

)aj.

(5.27)

Now, we get the perturbation pairs (Δλi,Δai). The pseudo code is given in
Algorithm 1. At start time(t=1), we obtain the initial embedding attribute matrix
and embedding adjacency matrix by spectral method. In addition, we have the initial
eigenvalue and eigenvector pairs (λi, ai) at start time. The input of the algorithm
is (λi, ai) at start time.The algorithm computes the perturbation of the Laplacian
and degree matrices for each time step. The output is the first k eigenvalues and
eigenvector pairs at time step T .
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In Algorithm 1, lines 3 and 4 call Eq. (5.20) and (5.27) to calculate the
perturbation, and then update the eigenvalues and eigenvectors. The embedding
matrix of attribute matrices can be updated in the same way.

Algorithm 1 Updating of embedding matrix for substrate network

Input: Top-k eigen-pairs of the generalized eigen-problem {(λ2,
−→
a2 ),(λ3,

−→
a3 ),. . . ,(λk+1,

−−→
ak+1)} at

start time(t=1). Perturbation of the diagonal matrix ΔLA and Laplacian matrix ΔDA at each
time.

Output: Top-k eigen-pairs {(λ(T )
2 ,

−→
a2

(T )), (λ(T )
3 ,

−→
a3

(T )),. . . , (λ(T )
k+1,

−−→
ak+1

(T ))} at time T.
1: for t = 1 → T − 1 do
2: for i = 2 → k + 1 do
3: Calculate the variation of Δλi by Eq. (5.20);
4: Calculate the variation of Δ

−→
ai by Eq. (5.27);

5: λ
(t+1)
i = λ

(t)
i + Δλi

6: −→
ai

(t+1) = −→
ai

(t) + Δ
−→
ai

7: end for
8: end for

5.1.3.1 Computational Complexity

The computational complexity of static method is O(n2k + k2l), where n is number
of substrate nodes, k is the dimension of the embedding representation of the
adjacency or attribute matrix, and l is the dimension of the final consensus matrix.

Proof For an n × n square matrix, the computational complexity of solving
all the eigenvectors is O(n3), and the computational complexity of solving the
eigenvector corresponding to a certain eigenvalue is O(n2). In the static method, the
computational complexity of getting the embedding representation of the adjacency
matrix is O(n2k), and the computational complexity of the embedding consensus
matrix is O(k2l).

The computational complexity of dynamic update is O(k2(n + l + la +
lx + da + dx)), where la, lx, da, dx are the number of non-zero elements in
ΔLA,ΔLX,ΔDA,ΔDX, respectively.

Proof In dynamic update method, the computational complexity of updating the
attribute embedding matrix and adjacency embedding matrix is O(k(la + da)) and
O(k(lx + dx)) respectively. Updating the eigenvectors of the attribute embedding
matrix and adjacency embedding matrix requires the computational complexity
O(k2(la +da +n)) and O(k2(lx +dx +n)). Finally, the computational complexity of
the embedding consensus matrix is O(k2l). So the total computational complexity
is O(k2(n + l + la + lx + da + dx)).

The attribute and adjacency matrix of a substrate physical network change
smoothly in continuous time steps Therefore, ΔLA,ΔLX,ΔDA,ΔDX are sparse,
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and the number of non-zero elements, la, lx, da, dx , will be very small. In addition,
according to spectrum method, k � n. Therefore, the computational complexity
of dynamic update will be much lower than the computational complexity of static
update. It is proved that RDAM is a practical dynamic update algorithm.

5.1.4 Network Modelling

5.1.4.1 Model Architecture

This subsection introduces the model used in the RDAM algorithm. The input of
model shown in Fig. 5.3 is the embedding consensus matrix Y (t). And we will obtain
the probability of the virtual node to each physical network node.

As shown in Fig. 5.3, the model consists of four layers. The first layer is the input
layer, where Y

j
i (1 � i � n, 1 � j � l) represents the value of the j -th dimension

in the hidden layer representation of the i-th substrate node. The second layer is
the convolutional layer [25]. After the convolution layers, we could get a vector
representation of n-dimensional available physical nodes, i.e.,

hi = w · Yi + b, (5.28)

where hi is the output of the i-th convolution layer, w is the weight vector of the
convolution kernel, and b is the bias.

The third layer is the softmax layer. The output of the convolutional layer h

is passed to the softmax layer. We will obtain a probability vector that represents
the virtual request node selecting each substrate node. For each physical node, the
probability softmax is calculated as

pi = ehi

∑
j ehj

. (5.29)
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Fig. 5.3 The model architecture of RDAM
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Softmax is a generalization of logistic functions. It can obtain the probability of
each dimension of a high-dimensional vector. The probability of each dimension
ranges (0,1), and the sum of all dimensions probability is 1.

The fourth layer is candidate node layer. Through this model, each physical
node has its probability. However, in actual situation, some physical node does not
satisfy the virtual request node. Therefore, the layer will have a filter to remove the
unsatisfied nodes. In this case, we will select the physical node with the highest
probability after candidate node layer.

5.1.4.2 Reinforcement Learning Agent

Let us consider a substrate network with n nodes and m links. At an arbitrary time,
the virtual network embedding solver receives a virtual network request GV that
requires p virtual nodes and q virtual links. We define the MDP corresponding to
virtual node mapping of GV as a finite-horizon MDP MGV . The decision-making
agent consecutively selects p substrate nodes for embedding nodes of GV , yielding
to p decision-making instances at discrete times t . We assume that in a given state
sV
t , the agent tries to identify a substrate node nV ∈ NS for embedding the first

element nV ∈ NV .
The state of SV

t at the decision making instance t is defined as

SV
t = (NV

t = NV
t−1 \ {nV

t−1}, NS
t , NS

t−1 \ {nS
t−1}), (5.30)

where nS
t−1 is the substrate node selected for embedding the virtual node nV

t−1 in
the previous time step. In the initial state, no virtual node has been embedded and,
thus, all substrate nodes are available for embedding the first virtual node. Hence,
NS

1 = NS and NV
1 = NV .

The agent selects a node nS ∈ {NS
t ∩ NS(nV

t )} from the set of viable actions,

AV
t = {ε} ∪ {(nV

t , ns) : ∀nS ∈ {NS
t ∩ NS(nV

t )} (5.31)

where ε denotes an arbitrary action that forces a transition to a new state. As the
result of selecting a substrate node ns

t for embedding the virtual node nV
t , the agent

receives a reward.
The size of the MDP state space grows exponentially with the number of state

variables. Complexity of exact algorithms for solving MDP such as Q-learning is
polynomial in the size of the state space. Therefore, finding exact solutions for
MDPs with large number of state variables is intractable. We utilize policy gradient
to solve this MDP problem and we will illustrate policy gradient method for virtual
embedding problem in the following subsection.
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5.1.5 Training and Testing

In supervised learning, samples include features and labels. After dealing with
features, the model will obtain a predicted label. The distance from the real label
and the predicted label is used as loss function. Supervised learning is a process
continuously reducing the loss function value and making the predicted label closer
to the real label. There is no real label of the samples in reinforcement learning.
However, reinforcement learning [27] has an evaluation metric. After dealing with
features, reinforcement learning chooses a predicted label randomly. If the predicted
label yields a better evaluation metric value, it indicates that the direction of the
model prediction is correct. In this case the parameters of the model are encouraged
to be trained in this direction. If the evaluation metric value brought by the predicted
label is small or even negative, it means that the direction of the model prediction is
not correct. The direction of parameter training of the model needs to be adjusted.

In virtual network embedding process, we assume that the physical network has
n nodes and each node embedding matrix represents l dimensions. The embedding
matrix (n × l) of physical network is passed as input to the model. At this point,
we cannot directly select the physical network node with the highest probability
because the network model parameters are initialized randomly. If the node with the
highest probability is selected, the model is always biased. Therefore, we need to
find a balance between the exploration of a better solution and the exploitation of
the existing model. We randomly select the i-th node from the probability vector P
and construct a one-hot encoded vector. That is, the vector has n dimensions, only
the i-th element is 1, and the rest are 0. Then, the loss function can be written as

L(y, p) = −
∑

i

yi log(pi), (5.32)

where yi and pi are the value of the randomly selected one-hot vector and the
predicted probability vector respectively. Then we utilize the gradient derivative
to train the model. When this randomly selected node can yield a large evaluation
metric value, the direction of the model training is more inclined to make similar
decisions. When this randomly selected node yields a small evaluation metric
value, the model parameter training is not encouraged to make similar decisions.
Therefore, we update the gradient by

g := α · r · g (5.33)

where α is the learning rate which controls the speed of the model training. When α

is too large, the training process may not converge and the global optimal solution
may be missed. When α is too small, the training process is too slow. We need to
choose an appropriate learning rate. The larger rewards will have a greater impact on
learning agents by multiplying rewards with gradients. In this case, the model can
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be more inclined to make similar decisions. And decisions that get smaller rewards
or negative rewards will have a smaller impact for learning agents.

For a virtual network request, there are generally multiple virtual network request
nodes. After dealing with each virtual request node, the RDAM algorithm will stack
the gradient instead of directly applying in the model because the virtual network
request may fail. If the embedding task fails, the corresponding stacked gradients
will be cleared and the next virtual network request is processed.

After the number of virtual network requests reaches the number of batches, all
the gradients in the stack are applied to the model, and then the stack is cleared. The
reason for we utilize the batch gradient descent is that the gradient update requires
a lot of time. If the batch gradient is adopted, it will save much time. Secondly, the
batch gradient averages the gradient in the batch size and the training results are
more stable.

A complete virtual network embedding training process is shown in Algorithm 2.
Lines 7–10 are the process of node mapping, and lines 11–13 are the process of link
mapping. Line 28 illustrates when the mapping fails, it clears the gradient in the
stack and starts to train the next virtual network embedding request. Lines 21–23
update the batch-size gradients and clear the request counter.

Algorithm 2 Training process
Input: Number of epochs numEpoch; Learning rate α; Training set;
Output: Trained parameters in policy network;
1: Initialize all the parameters in policy network;
2: while iteration < numEpoch do
3: for req ∈ trainingSet do count=0;
4: for node ∈ req do
5: Mf =getFeatureMatrix();
6: p=policyNet.getOutput(Mf ); //Get the probability distribution from policy network
7: host=sample(p); //Sample from the probability distribution to choose a node as host
8: computeGradient(host);
9: end for

10: if isMapped(∀ node ∈ req) then
11: bfsLinkMap(req);
12: end if
13: if isMapped(∀ node ∈ req, ∀ link ∈ req) then
14: reward=revToCost(req); //Compute revenue to cost ratio
15: multiplyGradient(reward, α); //Compute the final gradients
16: else
17: clear the stacked gradients;
18: end if
19: ++counter;
20: if counter reach the batch size then
21: apply gradients to parameters;
22: counter=0;
23: end if
24: end for
25: ++iteration;
26: end while
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Algorithm 3 Testing process
Input: Testing set;
Output: Long-term average revenue, acceptance ratio, long-term revenue to cost ratio;
1: Initialize all the parameters in policy network;
2: for req ∈ testSet do
3: for node ∈ req do
4: Mf =getFeatureMatrix();
5: host=maxProbabilty(p); //Greedy strategy
6: end for
7: bfsLinkMap(req);
8: if isMapped(∀ node ∈ req, ∀ link ∈ req) then
9: signal(SUCCESS);

10: end if
11: end for

The pseudocode for the test stage is shown in Algorithm 3. In the testing stage,
the RDAM utilizes the greedy policy to select the substrate node from the largest
probability node for mapping.

5.1.5.1 A Simple Example for RDAM Algorithm

Considering the topologies of the virtual network and the substrate network as
illustrated in Fig. 5.2, we can obtain that the adjacency matrix X at initial time is

X =

⎡

⎢
⎢
⎣

0 1 0 1
1 0 1 0
0 1 0 1
1 0 1 0

⎤

⎥
⎥
⎦ . (5.34)

We assume that the attribute matrix A at initial time is

A =

⎡

⎢
⎢
⎣

20 10 10 30
10 10 10 20
20 10 30 10
10 20 10 30

⎤

⎥
⎥
⎦ . (5.35)

As we illustrated in Algorithm 1, the first step is to get the static representation
of substrate physical network using spectrum method. We set the dimension k of the
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embedding matrix YX 3 and set the dimension l of the embedding matrix YA 2. We
can obtain the consensus matrix Y

Y =

⎡

⎢
⎢
⎣

0.24 7.07
2.42 1.18
5.22 1.82
2.91 6.91

⎤

⎥
⎥
⎦ . (5.36)

The embedding matrix Y ∈ R
n×l of physical network is passed as input to the

model. Then we can train the model following the Algorithm 2. We utilize the
perturbation theory defined in Algorithm 1 to capture the changes of nodes and
links in the substrate network under continuous time. When the training process
ends, the RDAM utilizes the greedy policy to select the substrate node from the
largest probability node for mapping.

5.1.6 Experiments

5.1.6.1 Datasets

This part utilizes the GT-ITM tool to generate the substrate network topology which
is commonly used in virtual network embedding algorithms. Finally, we form a
substrate network with approximately 100 nodes and 500 links, which is the size
of a medium-sized ISP. The CPU resources of each substrate node are uniformly
distributed from 50 to 100 units, and the bandwidth resources of each substrate link
are uniformly distributed from 20 to 50 units.

Similarly, we generate some virtual network requests. Each request has 2–10
virtual nodes. The CPU demand is uniformly distributed from 0 to 50. These virtual
nodes are connected to each other with a probability of 0.5 forming an average of (n-
1)/4 virtual links. Bandwidth requirements for virtual links are uniformly distributed
from 0 to 50 units. The process of a virtual request is a Poisson process with an
average of 4 requests over 100 time units.

In order to verify the generalization ability of the algorithm, we constructed 2000
virtual network requests. The training set contains 100 substrate physical nodes and
the first 1000 virtual network requests. The test set contains 100 substrate physical
nodes and the last 1000 virtual network requests. First, the model is trained by the
training set. If the trained network parameters have improved in the training set, the
same network parameters are used to perform virtual network embedding on the test
set. In this way we can observe the generalization effect of the training model on the
test set.



176 5 Intelligent Network Resource Management

5.1.6.2 Experimental Settings

Four-layers network is constructed by the Tensorflow and the network is initialized
using the parameters by normal distribution. Some hyperparameter settings are
involved in the training process. For example, the batch size is set to 100 and the
learning rate is set to 0.005. In the representation process of the physical network,
the dimension k of the embedding matrix is set to 20, and the dimension l of the
consensus matrix is set to 4.

5.1.6.3 Training Results

The reinforcement training process is more difficult to converge than the supervised
learning process. It requires an interaction process with environment to continuously
perceive the state of the environment. The learning agent makes decisions, adopts
certain behavior, receives rewards from the environment, and then adjusts its
strategies according to the rewards. Especially in the problem of virtual network
embedding such an NP-hard, it takes a very long time to converge.

Figure 5.4 shows the change of long-term average revenue, long-term revenue
to cost ratio and long-term acceptance ratio in 100 epochs. At the beginning of
the training (0 <epoch< 20), all three evaluation metrics perform poorly because
the parameters of the model are randomly initialized. In the middle of the training
(20 <epoch< 80), the evaluation metrics values start to get better, because the
random selection of physical nodes in the training process allows the model to
explore all possibilities of selecting physical nodes. When randomly selected nodes
have large revenues, the gradient update of the model will be large. It donates that
the learning agent remembers the rewards of such decisions and produces similar
decisions in subsequent decisions. At the later stage of training (80 <epoch< 100),
the metric values begin to fluctuate around a certain value, because the model is still
exploring the possibility of physical node selection, but the training process at this
time has converged.

Figure 5.5 shows the decreasing trend of the cross-entropy loss function during
training. It can be seen that the value of the loss function is constantly decreasing,
which also proves the effectiveness of the model. In the last 20 epochs, the loss
function tends to be a constant value, which means that the training process has
converged.

5.1.6.4 Testing Results

In order to verify the generalization of the model, we conduct experiments on the test
set. The other three algorithm were selected. The first one is the baseline algorithm
[37]:

H(ns) = CPU(nS)
∑

lS∈L(ns)

BW(LS) (5.37)
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Fig. 5.4 Performance on training set. (a) The change of long-term average revenue in 100 epochs.
(b) The change of long-term revenue to cost ratio in 100 epochs. (c) The change of long-term
acceptance ratio in 100 epochs

In the training process, the long-term revenue consumption ratio is used as an
evaluation metric. In each epoch, if the long-term average revenue is higher than
the current best long-term average revenue, then the best long-term average revenue
will update. In addition, if the current best long-tern average revenue updates, the
model with current parameter will be used to perform virtual network embedding
algorithm on the test set. Obviously, the best evaluation metric value will be updated
frequently and the last result is the global best result.

In the test phase, the start time of the virtual network request is 22 and the end
time is 30,000. Assuming the time unit is 1000, Fig. 5.6 shows the change of the
evaluation metric value in thirty time units. In Fig. 5.6a and b, the long-term average
revenue and acceptance ratio will decrease in the initial stage, because physical
resources will be gradually consumed as virtual network requests arriving. The
initial period of long-term revenue and consumption ratio will not be significantly
reduced, because it has nothing to do with the number of physical resources.

It can be observed that the RL algorithm has a higher accept ratio at the very
beginning. It may be because the RL algorithm allocates the top resources. As the
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Fig. 5.5 Loss on training set

three metrics tend to be stable, it can be observed that in the three evaluation metrics,
the convergence trend and convergence value of the RDAM algorithm are better than
the other three algorithms. We can conclude that the reinforcement learning agent
learns the relationship of the physical network nodes during the training stage, and
the model can be generalized during the testing stage.

5.2 Virtual Network Embedding Based on Policy Network
and Reinforcement Learning

The combination of network virtualization and software defined networks is consid-
ered as the foundation towards the next generation of Internet architecture [28, 30].
Network virtualization enables the coexistence of multiple heterogeneous virtual
networks on a shared network [19, 31–33, 35]. For Internet Service Providers (ISPs),
it enables new business models of hosting multiple concurrent network services on
their infrastructures. Decisions for embedding are challenging problems for ISPs
since it determines the effectiveness of utilization of network resources [16]. A sub-
optimal embedding algorithm will decrease the overall capacity of the infrastructure
and lead to cost of revenue for ISPs. A virtual network consists of several virtual
nodes (e.g. virtual routers), connected by a set of virtual links. The purpose of virtual
network embedding is to map virtual networks to a shared physical network while
providing the requests with adequate computing and bandwidth resources.

However, the virtual network embedding problem has been proved to be NP-
hard [36]. As a result, a large number of heuristic algorithms have been proposed
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[8, 37–39, 42], but most of them rely on artificial rules to rank nodes or make
mapping decisions. The parameters in these algorithms are always fixed and cannot
be optimized, making the embedding decisions sub-optimally. On the other hand,
in prior works, the information about substrate network and the knowledge about
virtual network embedding hidden in historical network request data have always
been overlooked. Historical network requests are a good representation of temporal
distribution and resource demands in the future.

In recent years, big data, machine learning and artificial intelligence have exciting
breakthroughs achieving state of the art results such as natural language understand-
ing and object detection [17]. Machine learning algorithms process a large amount
of data collected during a period and automatically learn the statistical information
from the data to give classification or prediction. Reinforcement learning, as a
widely-used technique in machine learning, has shown a great potential in dealing
with complex tasks, e.g., game of go [43], or complicated control tasks such as auto-
driving and video games [29, 45]. The goal of a reinforcement learning system (or
an agent) is to learn better policies for sequential decision making problems with an
optimal cumulative future reward signal [44, 46].

In this part, we introduce reinforcement learning into the problem of virtual
network embedding to optimize the node mapping process. Similar to earlier works
[8, 37, 48], our work is based on the assumption that all network requests follow
an invariable distribution. We divide our network request data into a training set
and a testing set, to train our Reinforcement Learning Agent (RLA) and evaluate
its performance respectively. We devise an artificial neural network called policy
network as the RLA, which observes the status of substrate network and outputs
node mapping results. We train the policy network with historical network request
data using policy gradient through back propagation. An exploration strategy is
applied in the training stage to find better solutions, and a greedy strategy is applied
in evaluation to fully evaluate the effectiveness of the RLA. Extensive simulations
show that the RLA is able to extract knowledge from historical data and generalize
it to incoming requests. To the best of our knowledge, this work is the first to utilize
historical network requests data and policy network based reinforcement learning
to optimize virtual network embedding automatically. The RLA outperforms two
representative embedding algorithms based on node ranking in terms of long-term
average revenue and acceptance ratio, while making a better utilization of network
resources [41].

5.2.1 Network Modelling

In this subsection, we present a network model and formulate the virtual network
embedding problem with description of its components. The notations used in this
section are shown in Table 5.2.
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Table 5.2 Frequently used
notations

GS Substrate network

NS Nodes of substrate network

LS Links of substrate network

AS
N Node attribute of substrate network

AS
L Link attribute of substrate network

GV Virtual network of a certain virtual request

NV Nodes of a virtual network

LV Links of a virtual network

AV
N Constraints of substrate nodes

AV
L Constraints of substrate nodes

Fig. 5.7 An example of virtual network embedding

Figure 5.7 shows the mapping process of two different virtual network requests.
A substrate network is represented as an undirected graph GS = (NS, LS,AS

N,AS
L),

where NS denotes the set of all the substrate nodes, LS denotes the set of all
the substrate links, AS

N and AS
L stand for the attributes of substrate nodes and

links respectively. In consistency with earlier works[8, 37], in this part we consider
computing capability as node attribute and bandwidth capacity as link attribute. Let
P S denote the set of all the loop-free paths in substrate network. Figure 5.7c shows
an example of a substrate network, where a circle denotes a substrate node, and a line
connecting two circles denotes a substrate link. The number in a square box denotes
the CPU(computing) capacity of that node, and the number next to a substrate link
denotes the bandwidth of that link.

Similarly, we also use an undirected graph GV = (NV ,LV ,CV
N ,CV

L ) to describe
a virtual network request, where NV denotes the set of all the virtual nodes in the



182 5 Intelligent Network Resource Management

request, LV denotes the set of all the virtual links in the request, CV
N and CV

L stand
for the constrains of virtual nodes and links respectively. To map a virtual node to
a substrate node, the computing capacity of the substrate node must be higher than
that is required by the virtual node. To map a virtual link to a set of substrate links,
the bandwidth of each substrate link must be higher than that is required by the
virtual link. Figure 5.7a and b show two different virtual requests. Additionally, we
use t to denote the arrival time of a virtual request, and use td to denote the duration
of the virtual request.

When a virtual request arrives, the objective is to find a solution to allocate
different kinds of resources in the substrate network to the request while satisfying
the requirements of the request. If such a solution exists, then the mapping process
will be executed, and the request will be accepted. Otherwise the request will be
rejected or delayed. The virtual network embedding process can be formulated as
a mapping M from GV to GS : GV (NV ,LV ) → GS(N ′, P ′), where N ′ ⊂ NS ,
P ′ ⊂ P S .

The main goal of virtual network embedding is to accept as many requests
as possible to achieve maximum revenue for an ISP, when the arrival of virtual
network requests follows an unknown distribution of time and unknown resource
requirements [47]. Consequently, the embedding algorithm must produce efficient
mapping decisions within an acceptable period. As shown in Fig. 5.7, virtual nodes
a and b in request 1 are mapped to substrate nodes E and G respectively, and virtual
nodes c, d and e in request 2 are mapped to substrate nodes A, C and D respectively.
Note that the embedding result of request 1 is not optimal. For example, the cost of
bandwidth in the substrate network can be significantly reduced by moving a to F.

To determine the performance of embedding algorithms, most works use certain
metrics such as a long-term average revenue, a long-term acceptance ratio, and
a long-term revenue to cost ratio. The revenue measures the profit of an ISP for
accepting a certain virtual request, and it depends on the amount of requested
resources and the duration of it. Similar to the earlier works presented in [8, 37],
we define the revenue of accepting a virtual network request as follows:

R(Gv, t, td ) = td · [
∑

nV ∈NV

CPU(nV ) +
∑

lV ∈NV

BW(lV )] (5.38)

where CPU(nV ) and BW(lV ) denote the computing resource that a virtual node
nV requires and the bandwidth resource that a virtual link lV requires respectively.
As shown in the formula, virtual requests having more resources requirements or
lasting longer have more revenue.

The cost function measures the efficiency of utilizing substrate network
resources. We define the cost of accepting a virtual request as follows:

C(Gv, t, td ) = td · [
∑

lV ∈NV

∑

lV ∈NV

BW(lV )] (5.39)
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where P(lV )′ denotes the set of substrate links where virtual link lV is embedded.
C(GV , t, td) computes the actual consumption of bandwidth resource for embed-
ding request GV . When accepting a virtual request, the CPU consumption is always
fixed, but the bandwidth consumption may vary depending on the performance of
embedding algorithm discussed above.

Following the works presented in [8, 37, 49], we use a long-term average revenue
to evaluate the overall performance of our embedding method defined as:

lim
T →∞

∑T
t=0 R(Gv, t, td )

T
(5.40)

where T is the time elapsed. A higher long-term average revenue leads to a higher
profit for the ISP. Another important metric to evaluate the mapping algorithm is a
long-term acceptance ratio, which means the ratio of accepted requests to the total
number of requests arrived. A higher long-term acceptance ratio means the proposed
algorithm manages to serve more virtual requests.

Finally, a better utilization of substrate network resources would lead to a high
long-term average revenue with comparatively low cost of substrate network. The
long-term revenue to cost ratio, defined as follows, measures the utilization of
substrate network resources:

lim
T →∞

∑T
t=0 R(Gv, t, td )

∑T
t=0 C(Gv, t, td )

(5.41)

A higher long-term revenue to cost ratio shows that the proposed algorithm is
able to generate more profit with a comparatively less cost to network resources.

We will use these metrics mentioned above to evaluate the performance of our
embedding method in the following subsections.

5.2.2 Embedding Algorithm

In this subsection, we present the details of the proposed policy network based
reinforcement learning algorithm. Specifically, we apply the reinforcement learning
agent in the node mapping stage to derive the probabilities of choosing nodes. The
agent takes a feature matrix extracted from the substrate network as input, and makes
decisions based on a policy network which is trained from historical data.

5.2.2.1 Feature Extraction

Every substrate node has several attributes, such as CPU capacity and the total
amount of bandwidth of the adjacent links [51]. A thorough knowledge of substrate
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network is crucial for the reinforcement learning agent to establish a basic under-
standing of its state and generate efficient mapping [52, 56]. To facilitate the agent
to choose the substrate nodes, we need to extract features of each substrate node and
use them as input to the policy network.

We extract four features for each substrate node listed as follows:

• Computing capacity (CPU): The CPU capacity of a substrate node nS has a large
impact on its availability. The substrate nodes with a higher computing capacity
are likely to host more virtual nodes.

• Degree (DEG): The degree of a substrate node nS indicates the number of links
connected to it. A substrate node with more adjacent links is more likely to find
paths to other substrate nodes.

• Sum of bandwidth (SUM(BW)): Every substrate node is connected to a set of
links. A substrate node nS has a sum of bandwidth resources of its neighboring
links:

SUM(BW)(nS) =
∑

lS∈L(nS)

BW(lS) (5.42)

where L(nS) is the neighboring links of nS and BW(lS) is the bandwidth
resource of a substrate link lS . When a substrate node has access to more
bandwidth, mapping a virtual node to it may lead to better link mapping options.

• Average distance to other host nodes AV G(DST ): When mapping a virtual node,
we also take into consideration the positions where other virtual nodes in the
same request are mapped. By choosing a substrate node close to those already
mapped, the cost of substrate link bandwidth can be reduced. We measure the
distance between two substrate nodes in terms of the number of links along
the shortest path. The shortest path is computed following the Floyd—Warshall
algorithm [53]. We take an average of the distance from a substrate node nS to
another host nodes ÑS for the same request:

AV G(DST )(nS) =
∑

ñS∈ÑS DST (nS, ñS)

|ÑS | + 1
(5.43)

where DST (nS, ñS) is the distance from node ns to node ñS .

In fact, the features that we can extract from the substrate nodes would be
far more than listed above. More features would bring more information about
the substrate network which leads to a better performance of the learning agent.
It should be noted that extracting more features from the substrate network adds
complexity in computation.

After extracting the features of the kth substrate node nS
k , we take their

normalized values and concatenate them into a feature vector vk:

vk = (CPU(nS
k ),DEG(nS

k ), SUM(BW)(nS
k ), AV G(DST )(nS

k ))T (5.44)
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The purpose of normalization is to accelerate the training process and enable the
agent to converge quickly. We concatenate all feature vectors of substrate nodes to
produce a feature matrix Mf where each row is a feature vector of a certain substrate
node:

Mf = (v1, v2 · · · v|NS |)T (5.45)

The feature matrix serves as an input to the learning agent. The feature matrix is
updated along with the changing substrate network from time to time.

5.2.2.2 Policy Network

In this work, we implemented an artificial neural network called policy network as
the learning agent. It takes the feature matrix as input and outputs the probabilities
of mapping virtual nodes to substrate nodes.

For simplicity, we build a simple policy network with basic elements of an
artificial neural network as shown in Fig. 5.8. The policy network contains an input
layer, a convolutional layer, a softmax layer and finally a node filter. For each virtual
node that requires a mapping, we use the policy network to choose a substrate node
for it.

At the input layer, we compute the feature matrix and deliver it to the policy net-
work. The policy network then passes the input feature matrix into a convolutional
layer with one convolution kernel, where the policy network evaluates the resources
of each substrate node. The convolutional layer performs a convolution operation
on the input to produce a vector representing the available resources of each node:

hc
k = ω · vk + b (5.46)

Fig. 5.8 Policy network
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where hc
k is the kth output of the convolutional layer, ω is the convolution kernel

weight vector, and b is bias.
Then the vector is transmitted to a softmax layer to produce a probability for each

node which indicates the likelihood of yielding a better result if mapping a virtual
node to it. For the kth node, the probability pk is computed as:

pk = ehc
k

∑
i ehc

i

(5.47)

The softmax function is a generalization of the logistic regression. It turns the
n-dimensional vector into real values between 0 and 1 that add up to 1. The output
of the softmax function indicates a probability distribution over n different possible
mappings. Some of the nodes are not able to host the virtual node in concern because
they do not have enough computing resources. We add a filter to choose a set of
candidate nodes with enough CPU capacities.

5.2.2.3 Training and Testing

We first randomly initialize the parameters in the policy network, and train it for
several epochs. For every virtual node in each iteration, a feature matrix is extracted
from the substrate network which serve as input to the policy network. The policy
network outputs a set of available substrate nodes as well as a probability for
each node. The probability of each node represents the likelihood that mapping a
virtual node to it will yield a better result. In the training stage, we cannot simply
select the node with a maximal probability as the host because that the model is
randomly initialized, which means the output could be biased and better solutions
might exist. In other words, we need to reach a balance between the exploration
of better solutions and the exploitation of current model. To this end, we generate
a sample from the set of available substrate nodes according to their probability
distribution that the policy network outputs, and select a node as the host. We repeat
this process until all the virtual nodes in a virtual request are assigned and proceed
to link mapping. If no substrate node is available, the mapping fails due to a lack
of resources. For link mapping, we apply a breadth-first search to find the shortest
paths between each pair of nodes.

In supervised learning, each piece of data in the training set corresponds to a
label indicating the desired output of the model. With each output from model and
the corresponding label, a loss value is computed which measures the deviation
between them. The loss value for each piece of data in the training set sums up to an
aggregated loss value, and the training stage aims to minimize the aggregated loss
value. However, in reinforcement learning tasks such as virtual network embedding,
data in the training set does not have corresponding labels. The learning agent relies
on reward signals to know if it is working properly. A big reward signal informs the
learning agent that its current action is effective and should be continued. A small
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reward signal or even a negative reward signal shows that the current action is
erroneous and should be adjusted. The choice of reward is critical in reinforcement
learning as it directly influences the training process and determines the final policy.
Here, we use the revenue to cost ratio of a single virtual request as the reward
for every virtual node in this request because this metric represents the utilization
efficiency of the substrate resources. Then we apply policy gradient method to train
the policy network.

The actual implementation of the proposed algorithm is non-trivial since we
cannot provide each output with a label. As a result, we temporarily consider every
decision that the agent makes to be correct by introducing a hand-crafted label into
our policy network. Assume that we choose the ith node, then the hand-crafted label
in policy network would be a vector y filled with zeros except the ith position which
is one. Then we calculate the cross-entropy loss:

L(y, p) = −
∑

i

yi log(pi) (5.48)

where yi and pi are the ith element of hand-crafted label and the output of
policy network respectively. We use backpropagation to compute the gradients
of parameters in the policy network. Since we use hand-crafted label, we stack
the gradients gf rather than applying them immediately. If our algorithm fails to
embed a virtual request, the corresponding stacked gradients will be aborted since
we cannot determine the reward signal. If a virtual request has been successfully
mapped, we compute its revenue to cost ratio as a reward r. Then we multiply the
stacked gradients by using the reward and an adjustable learning rate α to achieve
the final gradients:

g = α · r · gf (5.49)

The learning rate α is introduced to control the magnitude of gradients and the
computation speed of training. If the gradients are too large, the model becomes
unstable and may not improve through the training process. On the other hand, too
small gradients make training extremely slow. Therefore the learning rate needs
to be tuned carefully. It can be observed from Eq. (5.49) larger rewards make the
corresponding gradients more significant than small ones. As a result, the choices
that lead to larger rewards have larger impact on the learning agent, making it more
prone to make similar decisions. When we stack a batch of gradients, we apply
them to parameters and update the policy network. There are two reasons for batch
updating—one is that parameter updating normally takes a long time, but doing that
in batches speeds up this process. Another reason is that batch updating averages
over the gradients and is more stable. The training process is shown in Algorithm 4.
Lines 7–10 show node mapping stage where we compute the gradients in line 10,
lines 11–13 show the link mapping stage.
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Algorithm 4 Training process
Input: Number of epochs, numEpoch; Learning rate, α; Training set;
Output: Trained parameters in policy network;
1: Initialize all the parameters in policy network;
2: while iteration < numEpoch do
3: for req ∈ trainingSet do
4: counter=0;
5: for node ∈ req do
6: Mf =getFeatureMatrix();
7: p=policyNet.getOutput(Mf ) //Get the probability distribution from policy network;
8: host=sample(p) //Sample from the probability distribution to choose a node as host;
9: computeGradient(host);

10: end for
11: if isMapped(∀ node ∈ req) then
12: bfsLinkMap(req);
13: end if
14: if isMapped(∀ node ∈ req, ∀ link ∈ req) then
15: reward=revToCost(req) //Compute revenue to cost ratio;
16: multiplyGradient(reward, α) //Compute the final gradients;
17: else
18: clear the stacked gradients;
19: end if
20: ++counter;
21: if counter reach the batch size then
22: apply gradients to parameters;
23: counter=0;
24: end if
25: end for
26: ++iteration;
27: end while

In the testing stage, we apply a greedy strategy where we directly choose the
node with the highest probability as the host. The testing algorithm is shown in
Algorithm 5.

Algorithm 5 Testing process
Input: testing set;
Output: long-term average revenue, acceptance ratio, long-term revenue to cost ratio;
1: Initialize all the parameters in policy network;
2: for req ∈ testSet do
3: for node ∈ req do
4: Mf =getFeatureMatrix();
5: host=maxProbablity(p) //Greedy strategy;
6: end for
7: bfsLinkMap(req);
8: if isMapped(∀ node ∈ req, ∀ link ∈ req) then
9: signal(SUCCESS);

10: end if
11: end for
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5.2.3 Evaluation

We conducted a number of simulation tests to evaluate the performance of the
proposed reinforcement learning algorithm and compared with other embedding
algorithms.

We employed GT-ITM tool [54] to generate a substrate network with 100 nodes
and approximately 550 links, which is about a middle-sized ISP. The computing
capacity of every substrate node is a real number that follows a uniform distribution
between 50 and 100, and the bandwidth of every link is a real number that follows
a uniform distribution between 20 and 50, which is similar to parameters presented
in related work [8, 37].

We also generated a number of virtual requests, each with 2 to 10 virtual nodes.
The computing capacity requirement of every virtual node followed a uniform
distribution between 0 and 50 units. The bandwidth requirement of every virtual
link follows a uniform distribution between 0 and 50 units. Virtual nodes were
connected with a probability of 0.5 forming an average of n(n−1)

4 virtual links,
where n is the number of nodes. The virtual requests arrived following a Poisson
distribution with an average of 4 requests over 100 time units. The duration of every
requests followed an exponential distribution with an average of 1000 time units.
We generate a timeline that lasted around 50,000 time units containing about 2000
requests. We divided the requests equally into two sets—training set and testing set.

We employed TensorFlow [55] to build the policy network. We first assembled
the layers mentioned in Sect. 5.2.2 and followed a normal distribution to initialize
their parameters. Then we defined a tensor for gradient of every training step using
the compute_gradients method of stochastic gradient descent [57] optimizer.
When doing batch updates, we added all the gradients for each parameter and
multiply them by a reward, and called the apply_gradients method of SGD
optimizer to update all parameters in policy network. We train our agent for 100
epochs using gradient descent with a learning rate of 0.005. The batch size was set
to 100 which means the parameters are updated every 100 requests.

5.2.3.1 Effectiveness of Reinforcement Learning

Compared to supervised learning, reinforcement learning has proven to be hard to
train. It may take a very long time for the learning agent to stabilize, especially for a
complicated problem such as virtual network embedding. We run the learning agent
on the training data set for 100 epochs and observe its performance. Figure 5.9a
shows the change of a long-term average revenue, the acceptance ratio and a long-
term revenue to cost ratio during the training process. In the very beginning, the
learning agent performs poorly because all the parameters in the policy network are
initialized randomly. As the training goes, the random sampling allows the learning
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Fig. 5.9 Training process. (a) Performance on training set. (b) Loss on training set

agent to explore different possibilities. The learning agent may find a good solution
occasionally and receive a great reward which helps the policy network to learn to
make better decisions. Consequently, the performance starts to get better, proving
the effectiveness of reinforcement learning on the task. The exploration strategy
sometimes leads our agent into bad choices causing a fluctuation in its performance
as the training proceeds. But such cases will lead to small rewards and have small
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impact on the learning agent. In the later stage of training process, the performance
stopped improving due to the limited capacity of functional complexity that the
policy network can handle. Eventually the learning agent reaches a certain point,
and the performance stabilizes in a range. Figure 5.9b shows the cross-entropy loss
during the training process. Clearly, the loss decreases through the training stage
and eventually starts to stabilize in the last 10 epochs.

The result shows that the proposed reinforcement learning based algorithm is
getting better performance as the training goes, which means the learning agent can
adapt itself to training data.

We have proved that the reinforcement learning method can improve the
performance of the learning agent on training set. But it is still unclear if the learning
agent actually learns how to optimize node mapping, or simply adjusts to existing
data. In order to test the generalization ability of the learning agent, we separated a
testing data set that consisted of different requests from the training set and run the
learning agent on it.

Different from the training process, we run the learning agent without a random
sampling and applied a greedy strategy to choose a node with the maximal proba-
bility. The performance over time on the testing data set is shown in Fig. 5.10. We
compare the learning agent with another two rule-based node ranking algorithms.
The first one is a baseline algorithm proposed in [37] using equation:

H(nS) = CPU(nS)
∑

lS∈L(nS)

BW(LS) (5.50)

to rank substrate nodes, where H(ns) measures the availability of substrate node ns .
The other is proposed in [8] using NodeRank algorithm to measure the importance
of nodes. All the three methods followed the same breadth-first search link mapping
algorithm. We measured the performance of these methods with three metrics
mentioned in Sect. 5.2.1—a long-term average revenue, an acceptance ratio and a
long-term revenue to cost ratio.

At the beginning, the performance of all the three algorithms on a long-term
average revenue and an acceptance ratio decrease because the amount of resources
of the substrate network decreases as more requests arrive. The long-term revenue
to cost ratio is stable because it is irrelevant to the amount of available resources.
Then the performance of all algorithms on all metrics starts to stabilize because the
resources of the substrate network is depleted. The results in Fig. 5.10 show that
the learning agent outperforms the other two algorithms in all the three metrics.



192 5 Intelligent Network Resource Management

Fig. 5.10 Performance on testing set

The training data set and testing data set consist of different requests, but the
learning agent is able to perform well on both data sets. The conclusion is that the
learning agent does not simply adjust itself to the training set, rather it is actually
capable of generalizing from the training process to acquire knowledge about the
substrate network and node mapping. Note that the performance improved evidently
compared to the result on the training data set, because the exploration in training
process may lead to bad embedding results.

5.2.3.2 Stress Tests

We further expanded our experiments by increasing resource demands to examine
the performance of the proposed algorithm under more stress. By doing this we also
expected to find the circumstances where our algorithm is robust.

Figure 5.11a shows the performances of the three algorithms when we doubled
the CPU requirements of the virtual nodes. Figure 5.11b shows the results when
the bandwidth of virtual links were uniformly distributed between 25 and 50
units. As shown in Fig. 5.11, the proposed reinforcement learning based algorithm
performs better in the later circumstance, and outperforms the other two methods
against the three metrics. In the computing-intensive environment however, the
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a

b

Fig. 5.11 Stress tests. (a) Performance in a computing-intensive environment. (b) Performance in
a bandwidth-intensive environment
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proposed algorithm achieves similar performance to the other two methods in terms
of a long-term revenue to cost ratio while getting better results in the long-term
average revenue and acceptance ratio. The proposed reinforcement learning based
algorithm works in node mapping phase, but larger CPU requirements means less
nodes with enough computing resource to choose from, which leads to relatively
worse performance in computing-intensive environment. The conclusion is that the
proposed algorithm can achieve comparatively better performance for bandwidth-
intensive requests rather than computing-intensive ones.

5.3 Summary

In this chapter, we discuss the main challenge of intelligent network resource
management and introduced several reinforcement learning algorithms. we first
propose a reinforcement learning based dynamic attribute matrix representation
(RDAM) algorithm for virtual network embedding. Then, we design and implement
a policy network based on reinforcement learning to make node mapping decisions.
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Chapter 6
Intention Based Networking
Management

Compared to traditional networking which using command-line interfaces, intent-
based networking abstracts network complexity and improves automation by
eliminating manual configurations. It allows a user or administrator to send a
simple request—using natural language—to plan, design and implement/operate
the physical network which can improve network availability and agility. For
example, an IT administrator can request improved voice quality for its voice-
over-IP application, and the network can respond. For intent-based networking,
the translation and validation system take a higher-level business policy (what) as
input from end users and converts it to the necessary network configuration (how)
by natural language understanding technology. In this chapter, we focus on how
artificial intelligence technology can be used in the natural language understanding
in translation and validation system. We firstly propose an effective model for
the similarity metrics of English sentences. In the model, we first make use of
word embedding and convolutional neural network (CNN) to produce a sentence
vector and then leverage the information of the sentence vector pair to calculate
the score of sentence similarity. Then, we propose the SM-CHI feature selection
method based on the common method used in Chinese text classification. Besides,
the improved CHI formula and synonym merging are used to select feature words
so that the accuracy of classification can be improved and the feature dimension
can be reduced. Finally, we present a novel approach which considers both the
semantic and statistical information to improve the accuracy of text classification.
The proposed approach computes semantic information based on HowNet and
statistical information based on a kernel function with class-based weighting.
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6.1 CNN Based Sentence Similarity Model

Sentence similarity measurement is a fundamental problem in the research of natural
language processing (NLP) and has been used in many language processing tasks
such as query ranking, question answering, paraphrase identification and paraphrase
generation, to cite a few [57]. Understanding the similarity between sentences is
not a simple task for machines, because both semantic information and syntactic
information should be taken into consideration. The distributed word embedding
has been explicitly encoded many linguistic regularities and patterns in the works of
Mikolov et al. [1–3] and others, and it has been widely utilized to extract semantic
features of sentences. The syntax parsing is a challenge task due to its complexity,
therefore it is a good idea that makes machines hidden learn grammar rules from
corpus. Recently, as the increasing interest in neural networks, the idea is realized
by means of neural network-based models.

In 2008, Collobert and Weston [5] proposed a convolutional neural network-
based architecture for modeling sentences and used it in several learning tasks
such as named entity tags, semantic roles, semantically similar words and so on.
In their studies, words were embedded into the multi-dimension space. Inspired by
their works, other researchers utilized word embedding and convolutional neural
network in paraphrase identification [6, 7], sentences classification [4, 10, 12, 13]
and semantic similarity measurement [8, 10, 14, 16]. Recurrent neural network,
a time sequence neural network with variable-length input, is good choice for
sequence modeling tasks like modeling sentences. Socher et al. [19] applied RNN
in their task that finding and describing images with sentences. The disadvantage of
RNN is its gradients vanishing over long sequence. To avoid the vanishing gradient
problem, the long short-term memory networks (LSTM) were proposed, which is
better in learning long range dependencies. Tai et al. [10] and Mueller et al. [20]
used LSTM for sentence similarity measurement.

However, both long short-term memory networks and deep convolutional neural
networks have a disadvantage of time-consuming when they are utilized for seman-
tic similarity measurement [11]. In addition, deep convolutional neural networks
need to be modified for measuring sentence similarity. The structures of them
universally are complicated. Since the measurement of sentence similarity is a
fundamental task in NLP and more commonly serves as a subtask that aids in
solving other larger tasks, these models that have complicated structure and cost
long time for training will consume extra resources that assigned for other subtasks
and slow down the proceeding of the whole task [15].

In this chapter, we propose a novel model with word embedding and convolu-
tional neural network for sentence similarity measurement. The major contributions
of this part are as follows:

1. To reduce the training time and simplify architecture structure, we propose a
novel sentence similarity model that is different from traditional long short-
term memory networks and deep convolutional neural networks. The main
body of our model is a shallow convolutional neural network without requiring
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fully connected layer meanwhile modifying its structure targeting at the task of
sentence similarity measurement.

2. The sentence with variable length is embedded into a multiple dimensional
space. We extend the method of word embedding from word-level to sentence-
level, with the aim of putting word similarity computation methods into sentence
similarity measurement. Additionally, our model can handle any length sentences
without needing clipping and padding operations.

3. We evaluate our model using different evaluation metrics with two different kinds
of tasks, namely, semantic relatedness task (SemEval 2014, Task 1) and the
Microsoft research paraphrase identification task. The obtained results achieve
a good performance on both tasks.

6.1.1 The Proposed Model WSV-SCNN-SV

In this part, we propose our neural network-based model namely “the word
set vectors-the shallow convolutional neural network-the sentence vector” (WSV-
SCNN-SV). The main body of the model is the shallow convolutional neural
network which takes the group of “word set vectors” as the input feature map and
outputs the sentence representation—the sentence vector. The “word set vector” is
a new idea considering as the improvement of the word embedding. Compared with
word embedding, it contains more sematic information of sentences. We compute
the similarity based on the sentence vectors that learned by the convolutional neural
network instead of employing the convolutional neural network [17].

The organization of this subsection is summarized as follows: First, we introduce
the whole architecture of our model, then we elaborate on each part of our model in
detail.

6.1.1.1 The Overall Architecture of the Model

The hybrid architecture of WSV-SCNN-SV is shown in Fig. 6.1. In the architecture,
there are four parts:

Part a: Sentences Pre-processing Since the raw sentence is not accepted by
machines, it should be processed and encoded before it input into machines. The
pre-process of the sentences includes word segmentation, removal of stop words,
stemming and son on. In our work, we use word embedding to encode sentence in
the way that words from each sentence are represented by their corresponding word
vector after the pre-processing.

Part b: The Input Model We propose a novel method that transforms the sequence
of word vectors into a three-dimensional tensor. The tensor which contains rich
semantic and syntactic information of the sentence is the input feature map of the
next convolutional neural network.
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Fig. 6.1 The architecture of the model

Part c: Our Shallow Convolutional Neural Network The work of our convolu-
tional neural network is learning the semantic and syntactic features from the input
tensor and producing the sentence representation. We make some modification to
the convolutional neural network. First, we remove fully connected layer from our
model. After flowing over several convolutional and pooling layers, the tensor is
converted into a vector which extracts rich features from the input tensor. Second,
we apply both k-max pooling and max pooling operation in the model. Third, we
make our convolutional neural network support the input feature map with unfixed
size by means of k-max pooling operation.

Part d: Similarity Computation The sentence vector pair is used to compute the
score of similarity. Many methods are available for similarity measurement between
two vectors. In our work, we use cosine distance, Euclidean distance and Manhattan
distance, respectively.

In summary, the aim of the first three parts of the model is to accomplish the task
that embeds sentences into a high dimensional space. The goal of the last part of our
model is to calculate the score of similarity with the sentence vector pair.

6.1.1.2 Sentences Pre-processing

Since each word is an atomic semantic unit for a sentence, it is of great significance
for machines to capture fine-grained features from sentences [61]. Different sen-
tences may use different words to convey the high similar information, for instance,
“He studies computer science in college” and “His major is CS”. Many remarkable
researches have been done in modeling words like distributed word embedding
which explicitly encode many linguistic regularities and word similarities.
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One of notable works on distributed word embedding is word2vec model
[1, 3]. In word2vec model, the result of a vector calculation vector(“Madrid”) −
vector(“Spain”) + vector(“France”) is closer to vector(“Paris”) than to any other
word vector. It is universal in related papers that base on word2vec to model
sentence measuring similarity. Similarly, in this part, we apply pre-trained word
embedding to model words.

There are many simple methods to produce the sentence representation using
word embedding. Assume wi = (w1

i , w
2
i , . . . , w

d
i ) is a d-dimensional word vector

corresponding to the i-th word in the sentence. A sentence contained n words can
be represented as follows:

S = 1

n

n∑

i=1

wi (6.1)

S = (wT
1 , wT

2 , . . . , wT
n ) (6.2)

In prior studies, these sentence representations are input into neural network to finish
final task. Formula (6.1) uses the average value of these word vectors to express the
sentence [23, 25–27, 30, 31], despite this process is very simple, its performance
in practice is not poor. Formula (4.31) concatenates word vectors to produce a two-
dimensional matrix to express the sentence, which is a common method to represent
sentence. Different from formula (4.30), the method of formula (4.31) keeps order
information of words. Kim [13] used the method, and Hu et al. [6] made some
improvement of formula (6.2).

However, our idea is different from the previous work. Our motivation is that
sentence representation should learn from neural network as the word embedding
does. After words in the sentence are represented by their corresponding word
vector, we construct a three dimensional tensor and then put the tensor into the
convolutional neural network to learn the sentence representation.

6.1.1.3 The Input Model Based on “Binary-Gram Word Set Vector”

The word is not the only factor to be taken into consideration in the sentence
representation. The dependencies between word and phrase, phrase and phrase
cannot be ignored. The representation of the sentence in formula (6.2) can be treated
as a feature map with one width, n height and d channels. However, the disadvantage
of the representation is that long-range semantic dependencies between words have
been ignored.

To consider the long-range semantic dependencies in our model, we propose
a new vector dubbed “word set vector”. The idea of word set vector is inspired
by the idea that sentences can be represented by the average of word vectors. We
extend this idea from sentences to phrases and collections of words that are semantic
dependencies with each other. Word set vector w composed with j word vectors
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wl1 , wl2 , . . . , wlj is defined as follows:

w =
j∑

i=1

λiwli (6.3)

where the sequence {l1, l2, . . . , lj } denotes a subsequence of the sequence

{1, 2, . . . , n}, λ denotes the weight of word vector (
∑j

i=1 λi = 1, λi > 0).
The word set vector composed by word vectors wl1 , wl2 , . . . , wlj is order

sensitive. The word set vector w composed with j word vectors (allowed repeated
word vectors) is defined as j-gram word set vector. We deem that the parameter λ

should be trained by machines, it can be calculated as follows:

λi = exp(αi)
∑

j exp(αj )
, αj ∈ R (6.4)

The word set vector uses the weight λ to punish disorder word vectors. A
sentence with n words has nj j-gram word set vectors. A sentence with n words
has n2 d-dimensional binary-gram word sets vectors which can be transformed into
a feature map with n width, n height and d channels. The binary-gram word set
vector is calculated by:

w̃l1l2 = λ1wl1 + λ2wl2 (6.5)

where l1, l2 ∈ {1, 2, . . . , n}, λ1 + λ2 = 1, λ1, λ2 > 0. If l1 = l2, w̃l1l2 denotes a
binary-gram word set vector. The weight λ1, λ2 are calculated by gradient descent.

Algorithm 1 shows how the input feature map is composed. The units of the map
are these binary-gram word set vectors in the sentence.

Algorithm 1 The computation process of the input feature map
Input: Word embeddings, w1, w2, . . . , wn

Output: The input feature map, map

1: Initialize the input feature map: map ∈ R
n×n×d to all zero

2: Initialize variables: α1, α2 to 0.4,0.6
3: λ1 = exp(α1)/(exp(α1) + exp(α2))

4: λ2 = exp(α2)/(exp(α1) + exp(α2))

5: for i = 1 to n do
6: for j = 1 to n do
7: for depth = 1 to d do
8: map[i][j ][depth] = λ1 · wi [depth] + λ2 · wj [depth]
9: end for

10: end for
11: end for
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Fig. 6.2 The input feature
map of the convolutional
neural network where
w̃k

ij = λ1w
k
i + λ2w

k
j denotes

the k-th dimensional value of
word set vector that is
composed of word vector wi

and wj

Figure 6.2 illustrates the feature map that is composed of n2 word set vectors. It
is one of creative works in the part that extending the feature map of sentences from
a two-dimensional matrix to a three-dimensional tensor. As the feature map is the
same as the image data in form, we hope that the next convolutional neural network
can fully extract sentence features from the input feature map as it does on images.

6.1.1.4 Our Shallow Convolutional Neural Network

The complete multi-layer’s convolutional neural network should contain fully
connected layer just like Fig. 6.3a. In our convolutional neural network, we remove
the fully connected layer from the network as it is not essential for learning sentence
vectors and consumes time for training. Our proposed convolutional neural network
only contains layers that consist of convolutional sublayers and pooling sublayers.
In addition, a sum function that computes the sentence vectors is applied at the
output of the last layer.

Convolutional Sublayers The formula of convolution is as follows:

Xl
j = φ(

∑

i∈Mj

Xl−1
i ∗ Kl

ij + bl
j ) (6.6)

where Xl
j denotes the j -th map on the l-th sublayer, φ(x) denotes the active

function, Mj denotes the number of maps on the (l − 1)-th sublayer, Kl denotes
the filter of the l-th sublayer, bl

j denotes the bias.
We do not make any modification to convolutional sublayers. As can be seen in

Fig. 6.3a, zero padding (dashed blocks are zero padding) is used in the convolutional
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a

b

Fig. 6.3 The convolutional neural network, k-max pooling. (a) The convolutional neural network
with max-pooling operation. (b) The convolutional neural network with k-max pooling operation

operation so that the size of input feature map of convolutional layer is the same as
the size of output feature map of the convolutional layer.

The activate function of convolutional sublayers is ReLU function:

φ(x) =
{

x if x ≥ 0

0 if x < 0
(6.7)

Though, the performance of ReLU function is poor than sigmoid function’s, it is
simple and takes less training time to achieve convergence.

Max Pooling Sublayers Pooling sublayers are followed convolutional sublayers.
The pooling operation is also called down sampling. In pooling operation, both
width dimension and height dimension of the feature map will be reduced. However,
the depth dimension of the feature map remains unchanged. Taking 2 × 2 pooling
window for example (it can be seen in Fig. 6.3a), the width and height of feature
map will reduce half after a pooling operation. If the size of input feature map of
multi-layer network is defined, after several times pooling operation, the size of
output feature map is also definite.

The formula of convolution is as follows:

Xl
j = βl

j down(Xl−1
j ) + biasl

j (6.8)
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where βl
j denotes the weight, down(x) denotes the down sampling, biasl

j denotes
the bias.

The k-Max Pooling Sublayer The length of the sentence is variable. To support
sentences with different length, the size of input layer of the convolution neural
network must be changeable. To remain the same size of output layer of the
convolutional neural network with variable input feature map, k-max pooling is
used on the last pooling layer to replace max pooling operation. Figure 6.3b shows
k-max pooling operation (k = 3) on the input feature map. The pseudo code of
k-max pooling is as follows:

Algorithm 2 The computation process of the k-max pooling

Input: the three-dimensional feature map, tensor ∈ R
width×height×depth

Output: The k vectors, vectors ∈ R
k×depth;

1: function kMax(tensor)
2: tensor = reshape(tensor, [width × height, depth])
3: //After the reshape operation, tensor is a two-dimensional matrix: tensor ∈

R
(width×height)×depth

4: for i = 1 to tensor.depth do
5: tensor[:][i] = AscendingSort (tensor[:][i])
6: end for
7: for i = 1 to k do
8: vectors[i][:] = tensor[i][:]
9: end for

10: return vectors

11: end function

The k-max pooling used in our model is different from the k-max pooling used in
Nal et al.[12]. In Nal et al.[12], after k-max pooling, the relative position of data in
the original feature map is preserved. In contrast, we discard the relative position of
data because we subsequently summed the data up to calculate the sentence vector.
In Fig. 6.3b, the k-max operation on any n × n × d (n ≥ 2) input feature map
produces three d-dimensional vectors.

The Sum Function Taking the sentence “The cat sits on the mat” for example, its
subject, predicate and object convey enough meaning to imply the whole sentence.
Similarly, we hope that words or phrases that convey the meaning of sentence can be
“extracted” from the sentence by means of k-max pooling operation. The k vectors
outputted by k-max pooling is called the vector group of the sentence. There is no
fully connected layer in our network. The sentence vector is the average value of the
vector group of the sentence and is calculated by:

vS = 1

k

k∑

i=1

ui (6.9)
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where vS represents the sentence vector, u1, . . . , ui, . . . , uk denotes the vector
group of the sentence.

Algorithm 3 shows the pseudo code of the shallow convolutional neural network.

Algorithm 3 The computation process of the shallow convolutional neural network
Input: the input feature map, map0
Output: The sentence vector, vs

1: Initialize the filter: f ilter1, f ilter2, . . . , f ilterl

2: for i = 1 to l − 1 do
3: convi = ReLu(convolute(mapi−1, f ilteri , padding =′ same′))
4: mapi = MaxPooling(convi)

5: end for
6: convl = ReLu(convolute(mapl−1, f ilterl , padding =′ same′))
7: vectors = kMax(convl)

8: vs = average(vectors[1], vectors[2], . . . , vectors[k])

In our application, the number of layers in our network is no more than three. The
work of fully connected layers is substituted by the next calculation unit. Simple in
structure and fast in training are the advantages of our model. The model with two
layers of network is shown in Fig. 6.4.

6.1.1.5 Similarity Computation

The similarity of sentences is calculated by the sentence vector pair [63]. There are
many methods to compute the similarity of vectors. We choose cosine distance,
Euclidean distance and Manhattan distance to evaluate the score of similarity.
However, the value range of Euclidean distance and Manhattan distance is not [0,1].
We need to make modification to them. The score calculated by Euclidean distance
and Manhattan distance is as follows:

score = f (||vs1 − vs2||), score ∈ [0, 1] (6.10)

where f denotes a monotone decreasing function. And the codomain of f is [0, 1].
We use three different f in the model: f1(x) = e−x , f2(x) = 1

1+e−x and f3(x) =
1

1+x
. Since the output of ReLu function are not negative, there is no need to concern

the negative value of cosine distance. The cosine distance of the sentences vector
pair can be directly used as the score of similarity.
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Fig. 6.4 The sentence similarity model

6.1.2 Experimental Results and Analysis

In the subsection, we present detailed experimental setup and loss functions in our
training process, after which experimental analysis is illustrated respectively. Two
different data set SICK and MSRP are used to evaluate our model.

6.1.2.1 Experimental Setup

We did all the experiments on a personal computer with 8 gigabytes memory and
Intel i7 quad core CPU. In experiments, we use GloVe word embedding [66] (trained
on Wikipedia 2014 + Gigaword 5). And we fine-tune the word embeddings on
training. Words which not present in the GloVe are initialized randomly.

If padding is not allowed in pooling sublayer and k-max pooling sublayer, the
length of sentence must meet a lower limit. The length of the sentence satisfies:

LengthS ≥ (fw)L−1k (6.11)
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where fw represents the width of pooling window (In this part, the width of pooling
window is equal to its height), k denotes the parameter of k-max, L denotes the
number of hidden layers.

In the model, the number of channels of input layer is the same as the dimension
of word embedding (commonly more than 50-dimension). Adding a new hidden
layer to network will greater increase the number of training parameters in the
model. To limit the number of parameters, the number of layers L is no more than
three.

On training task, to keep the same size of input map in the same batch, we have
to use zero padding in input layer. However, on testing task, the model supports the
different size of input map.

The model contains many hyper parameters. This is a shortcoming of the model.
There are the number of layers L, the parameter k, the width of convolutional filter,
the width of pooling window and the number of hidden feature maps to be artificially
specified. But the model with non-fully connected layer and fewer hidden layers is
less than most of deep neural networks on the total amount of parameters.

6.1.2.2 Training

The data set of our experiments are SemEval-2014 Sentences Involving Compo-
sitional Knowledge (SICK) data and Microsoft research paraphrase identification
(MSRP)[32, 35]. SemEval (Semantic Evaluation) is a computational semantic
analysis system organized by the Special Interest Group on the Lexicon of the
Association for Computational Linguistics. SICK is the data set of SemEval-2014
[36] Task 1 competition, the aim of which is evaluated compositional distributional
semantic models on full sentences through semantic relatedness and entailment.
Many participants submitted their works on the task and their results are available in
Marelli et al. [37]. SICK contains training data (4500 sentence pairs), trial data (500
sentence pairs) and test data (4927 sentence pairs). Relatedness score of sentence
pair can range from 1 (completely unrelated) to 5 (very related). MSRP contains
training data (4076 sentence pairs) and test data (1725 sentence pairs). Relatedness
score of sentence pair is one or zero.

Hyper parameters of the model were set as follows: parameter k of k-max pooling
was 3; the size of convolutional filter was 3 × 3; the single training batch size was
set to be 50. We are fine tuning the word embedding on both tasks. The loss function
of these two tasks are different.

On the SICK data set, we train model to minimize the loss function of mean
squared errors (MSE):

loss1 = 1

m

m∑

i=1

(simp − siml)
2 (6.12)
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where simp denotes the predicted value of similarity score, siml represents
similarity score that is calculated as the average of ten human ratings collected for
each pair, m is the scale of training data set.

Besides, to explore the influence of loss function on the result, we use the other
loss function—KL divergence loss:

loss2 = 1

m

m∑

i=1

[q · log
q

p
+ (1 − q) · log

(1 − q)

(1 − p)
] (6.13)

where p is normalized simp and q is normalized siml . Considering denominator p

and 1 − p could be zero, Laplace Smoothing is being used on this loss function.
On the MSRP data set, we training model to minimize cross entropy between the

predicted value and the label.

6.1.2.3 Experiments Analysis

Figure 6.5 illustrates results on the SICK test set. The six results at the bottom of the
figure are the best six results released by SemEval. These results represent the high
level of traditional methods. It can be seen that the result of this model is ranked
third in above results, according to Pearson coefficient (SemEval official ranking).
Similarly, according to Spearman coefficient, the result is ranked the third. And the

Fig. 6.5 The test result on SICK data set. DT-RNN [19], SDT-RNN [19], ECNU [38], Meaning
Factory [40], UNAL-NLP [41], Illinois-LH [42], CECL [43], SemantiKLUE [45]
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result on MSE is ranked the fourth, very closed to the third 0.3593. There is no
distinct difference between the result of our model and the best results. Differences
between our result with the best on Pearson, spearman and MSE respectively are
0.0159, 0.0137 and 0.0382. Figure 6.5 also provides a comparison of the result
of this work with results of two different RNN models. Compared to RNN, it
is disadvantaged for the CNN network to deal with long-term and short-term
dependencies between words in the sentence. Surprisingly, the test result of the
model is slightly better than results of these two RNN models. But the results of our
model are not as good as the results of literatures (He et al. [14], He and Lin [16]).
The results of their work on Pearson coefficient are 0.8686 and 0.8784 respectively.
Despite the performance of our model is poorer than these deep neural networks, the
work of us is still valuable: Compared with traditional methods, our work achieves
better performance. And compared with deep neural networks, our model is very
practical in applications since it is simple in architecture and fast in the training.

Table 6.1 presents the methods and resources used by several models that well-
performed on the SICK data set. It can be seen that the well-performed ECNU model
uses four learning methods, WordNet and additional Corpus; the second ranked
model, The Meaning Factory, also uses three different resources including WordNet.
In contrast, our model only uses word embeddings and convolution neural networks.
Our model is much simpler in structure, but can achieve the same degree of test
performance.

Figure 6.6 demonstrates the training curve of our model on SICK set (Learning
rate is 10−3). From Fig. 6.6, it can be seen that the performance of these two loss
functions has no significant difference on the test results. The results show that both
curves are fast convergence.

We used different dimensional word embeddings to test our model, and recorded
their training time. We chose a single-layer network to accomplish the experiments.
Table 6.2 shows the corresponding results. All of experiments that list the training
time are done on the same computer.

As can be seen from Table 6.2, the result of a single-layer network which contains
1.62 million parameters and spent around 80 min on training can rank the third in
Fig. 6.5. After reducing the half number of parameters, the test result does not show
obvious difference with the same epoches. The Pearson correlation coefficient of the
result reaches 0.793, the fourth level in Fig. 6.5, and are very closed to that of the
third. Meanwhile, the consuming time can be reduced to a half: the training process
can be accomplished in 37 min.

Though the model of the third line in the table (100-dimensional word vector)
has not bright performance under ten epoches, if the epoches are 40, the metrics of
its Pearson correlation coefficient was 0.7868 around, its mean squared error was
approximately 0.3878, while the parameters of the whole model are only 3/8 of the
second case in the table.

Figure 6.7 shows that the result of our model which is pretrained on SICK
corpus outperform others on MSRP test set. Meanwhile, the result of our model
without pretraining does not perform well. Thus, pretraining is helpful to improve
the performance of our model. We assume that our model may perform better after
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Fig. 6.6 The relatedness curve of mean square errors, Pearson coefficient and epoches on test data
set using KL divergence loss function and MSE loss function

pretraining on a large amounts of appropriate training data, which we leave to our
future work. (In Fig. 6.7, the work of Hu et al.[6] is based on CNN, others’ work in
Fig. 6.7 are based on traditional methods. The results of Baseline and Rus et al.[46]
is reported by Hu et al.[6], and the result of Rus et al.[46] is the best one in the
report.)
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Table 6.2 The results on the
different settings of the model

params r ρ MSE T

1,620,002 (300) 0.8069 0.7433 0.3897 4731

720,002 (200) 0.7930 0.7308 0.4269 2197

270,002 (100) 0.7679 0.7052 0.4419 819

90,002 (50) 0.7623 0.6999 0.5076 495

The “params” represents the parameters of the whole
model to be trained, the content in the parentheses
denotes the dimension of word vector. r denotes Pearson
correlation coefficient, ρ denotes spearman correlation
coefficient, MSE denotes mean square error, and T
denotes the average time spent for the training (Unit:
seconds). The epoches of the results are ten

Fig. 6.7 The test result on MSRP data set Baseline[6], Hu et al.[6], Rus et al.[46], Blacoe et
al.[47], Fernando and Stevenson [49]

6.2 A Feature Selection Method Based Text Classification
System

With the development of the Internet, the amount of Chinese text information shows
an exponential growth trend [50]. How to effectively manage the massive Chinese
documents and mine the information contained in the documents has become a
critical research problem. Automatic Text Classification can complete the work
of text processing effectively. It also plays an important role in natural language
processing (NLP) and data mining.
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Fig. 6.8 Text classification model framework

The most common method used in text classification is the vector space model
(VSM). It represents text as a feature vector. The specific process is shown in
Fig. 6.8.

From the above figure, we know that the first step in Chinese text classification is
to preprocess the text, including word segmentation, part of speech tagging, removal
of stop words, etc. The purpose is to remove the useless words, and only leave the
nouns, adjectives and verbs that contain category information. After this, the text can
be represented as a vector to form VSM. Then we use the feature selection method
to select the feature words that can symbolize the text categories, and merge the
synonym to reduce dimensions. Next, TF-IDF [9, 18] method is used to calculate
the weight of each feature of each text to transform the text into a feature vector.
Last but not least, by using the Bayesian classifier to train the sample data, we can
get the final text classifier.

Feature selection is the most important step because the selected feature words
directly affect the accuracy of the classifier. In VSM, the best feature selection
method is χ2 statistics (CHI) [21, 52, 53]. But the defect is high-dimensional feature
vectors selected by CHI may cause dimension disaster. The writer consider to merge
the synonyms among the feature words selected by CHI so that the dimension of
feature space can be reduced. Then in next step an improved TF-IDF method is
used to calculate the feature weights for each word to generate the feature vector of
each text. This part mainly studies the influence of feature selection and synonym
merging on the accuracy of classification in automatic text classification. Synonym
merging can reduce the dimension of the feature space and improve the classification
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performance. The study of feature selection algorithm and synonym merging has a
strong practical significance. The main contributions of this part are as follows:

1. We presented a new feature selection algorithm named SM-CHI based on an
improved CHI [22, 54] formula and synonym merging to achieve efficient feature
selection and dimension reduction;

2. We found that the original CHI formula multiplied by a log term has the best
classification performance comparing with the original CHI and two improved
CHI algorithms [28, 54, 55];

3. The choice of thresholds α (0 � α � 1) is critical. Only the most similar feature
words will be merged when α is close to 1, so we use grid search method to find
the optimal α. The result show that the classification accuracy is highest when α

is equal to 0.8;
4. We proposed three improved weight calculation methods based on TF-IDF. The

experimental results show that using the maximum value of the synonym group
as the feature weight is the best way.

6.2.1 Text Classification Model Based on Semantic Similarity

In this subsection, we mainly introduce the text classification model based on
semantic similarity. Wherein, Sect. 6.2.1.1 describes the feature selection method
based on χ2 statistic. Section 6.2.1.2 introduces the method of synonym merging;
Sect. 6.2.1.3 presents the traditional weight calculation method, TF-IDF.

6.2.1.1 Improved Feature Selection Algorithm

In text classification, a feature word and its category tend to obey the CHI formula.
Higher CHI value implies that a feature word has stronger ability to identify a
category. The CHI value of word is calculated as follows [53]:

χ2(t, c) = N ∗ (AD − BC)2

(A + C)(A + B)(B + D)(C + D)
(6.14)

where N is the size of the training set, A is the number of documents that belong to
class c and contain the word t ; B is the number of documents that do not belong to
class c but contain the word t ; C is the number of documents that belong to the class
c but do not contain the word t ; D is the number of documents that do not belong to
class c and don’t contain the word t .

Although the CHI formula has a relatively good performance in text classifica-
tion, it also has some shortcomings [24, 59]. First of all, high-frequency words that
appear in all categories have higher CHI values, but they do not make much sense
for class distinctions. Secondly, the CHI formula only considers the appearance of a
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word but not the frequency of the word in a document. Therefore, CHI formula also
has “low frequency words flawed”. For example, assuming word t1 appears in 99
documents, each appears ten times; word t2 appears in 100 documents, each appears
one times; obviously t2 has a higher CHI value, but in fact t1 is more representative
for this category. There are many studies amended for its defects. The work in [54]
proposed the multiplication by a log entry based on the original CHI to reduce the
CHI value of high-frequency words. The formula is as follows:

chi_imp_1 = log(
N

A + B
) ∗ χ2(t, c) (6.15)

where A + B represents the number of documents that contain word t , and N

represents the total number of documents. In this case, the CHI value of the high-
frequency words that appear in all categories are close to zero so that they won’t be
selected as a feature word.

In addition, the work in [55] has made a corresponding improvement to the word
frequency, which is multiplied by term β(t, c) on the basis of the original CHI
formula. The calculation formula is as follows:

chi_imp_2 = β(t, c)χ2(t, c) (6.16)

where β(t, c) is calculated as follows:

β(t, c) = tf (t, c)
∑m

i=1 f (t, ci)
(6.17)

In the formula, m is the total number of categories, tf (t, c) is the frequency of
the word t in the category c.

6.2.1.2 Synonym Merging Algorithm Based on “Tong YiCi Cilin”

Some of the feature words selected by CHI formula may be the same or have
similar meaning. They have the same effect on class distinctions. If the synonym
are merged, not only the classification accuracy will be improved, but also the
dimension of the feature space can be reduced so that the efficiency of the algorithm
can be improved. For example, “GanMao”, “ZhaoLiang”, “ShangFeng” are the
synonym of “Cold” in Chinese. If the “Health Care” category articles contain
these words respectively, then the feature words for the text classification contain
too much redundant information. We use the method of synonym merging to deal
with it. In this part, we use the “Tong YiCi Cilin” provided by Harbin Institute of
Technology as the method of word similarity calculation [60]. Its structure has five
layers. You can easily calculate the similarity between the two terms. The structure
of “Tong YiCi Cilin” is shown in Fig. 6.9.
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Fig. 6.9 Hierarchy structure of “Tong YiCi Cilin”

The concrete similarity calculation method is introduced in detail in [60]. When
the similarity of two words is greater than threshold α, they will be regarded as a
pair of synonym to merge. The optimal value of α will be discussed later in the
experiment. In addition, all merged synonyms are stored in a list. Nested lists are
used to store feature words so that all synonym information remains in the feature
vector. To calculate the feature vector of each document, we propose three improved
methods which will be discussed in Sect. 6.2.1.3.

6.2.1.3 Weight Calculation Method

Traditional TF-IDF weight calculation formula [9] is as follows:

weightt,d = tft,d + idft (6.18)

This formula represents the weight calculation method for word t in document
d. Here, tft,d denotes the frequency of occurrence of word t in d, and idft denotes
the anti-document frequency of t , which is used to quantify the distribution of t in
the training set. If n is used to denote the number of documents which contain t in
the training set, the calculation formula of idft is as follows:

idft = log(
N

n
) (6.19)

As we mentioned above, the TF-IDF method is used to calculate the weight of
each feature word in each text.
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6.2.2 Algorithm Description

6.2.2.1 Feature Selection Method Based on the Synonym Merging

In this subsection, we introduce the feature selection algorithm (SM-CHI). This
method firstly selects candidate feature words based on an improved CHI formula,
and then merge synonyms to re-select those feature words that can represent the
categories better and reduce dimension. The method is represented as the following
formula:

SM − CHI = LF(t) ∗ CHI (t) ∗ SM(t) (6.20)

where LF(t) denotes whether the word t exists in the word bag or not, and is
mainly decided according to the part of speech and stopping words. If the word
t is a stopping word and in the part of speech that does not belong to verb, noun,
adjective, LF(t) = 0, otherwise LF(t) = 1. CHI (t) represents the CHI value
of the word t , and is calculated by Eq. (6.15). SM(t) indicates whether the word t

contains synonym. If yes, it needs to merge all of its synonyms.
Firstly, all the texts in the training set are preprocessed, including Chinese word

segmentation, part-of-speech tagging, and discarding stop words. The remaining
words constitute the word bag of the training set. Secondly, we calculate the CHI
value of each word. Choose the first 200 words from each category to form candidate
sets of feature words. Note that the characteristic words selected for each category
may be duplicated. The candidate set is stored using the HashSet (a data structure)
and the de-emphasis is performed. After obtaining the candidate set, the similarity
between each word is calculated according to “Tong YiCi Cilin” and threshold is set
to α. The synonym merging is performed only when the word similarity is greater
than α. We will experimentally determine the optimal value of hyper-parameter α.
The pseudocode of SM-CHI is shown in Algorithm 4.

6.2.2.2 Improved Method for Calculating Eigenvalue Weight

In the scene of SM-CHI feature selection method presented in this part, the
traditional TF-IDF formula has some drawbacks. For the features after synonym
merging, the original weight calculation formula will cause “unfairness”. Because
the merged feature words are stored in the nested list, so which word among them
will be regarded as the feature is a question. For this problem, we present the
following three solutions:

• Sum the weights of all items up in the feature list of each dimension as the weight
of the list;

• Take the largest weight among the synonym as the weight value of the feature;
• Multiply the first item by 1.1 for times of the number of items in the feature list.
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Algorithm 4 SM-CHI feature selection algorithm
1: Input:a training set D

2: Output:a feature space F

3: (Initialization) A,B,T FIDF can all be a null dict
4: for each file in D:
5: word_list=file.process()
6: for word in word_list:
7: A[file.class][word] += 1
8: T FIDF [file.class][file.num][word] +=1
9: end for

10: Calculate B in the CHI formula from A

11: for cla in
12: for word in cla:
13: Calculate the CHI value according to formula (6.15)
14: Selects the first 200 words as the feature
15: end for
16: Combine features of the 9 categories to obtain word_features
17: for word1,word2 in word_features:
18: sim=calcWordsSimilarity(word1,word2)
19: if sim > α:
20: Merge word1 and word2
21: end for

6.2.3 Experiments and Results

In this subsection, the following three groups of experiments are carried out to test
the three innovation points of SM-CHI with control variable method. In Experiment
I, we test the three feature selection algorithms without using synonym merges. In
Experiment II, we use the first improved CHI method to select features and use grid
search method to find the optimal threshold α. On the basis of Experiment I and II,
we designed Experiment III to find the best weight update method.

6.2.3.1 Performance Evaluation and Data Set

The standard precision rate P , recall rate R and F1 score are used to measure the
classification performance. For the i_th category, the formula is as follows [62]:

Pi = T P

T P + FN
,Ri = T P

T P + FP
,F1i = 2 ∗ Pi ∗ Ri

Pi + Ri

(6.21)

where T P is the number of documents correctly classified as class i, FP is the
number of documents classified as class i but not actually i, and FN is the number
of documents that is not classified as class i but is actually class i.

This article will use the whole network news data set provided by Sogou Lab
to test our experiments. The corpus includes nine kinds of news types, such as
Automobile, Finance, IT, etc. Each category contains thousands of documents. In
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this experiment, each category takes 400 documents, of which 280 are training set
and 120 are test sets. Therefore, the training set contains 2520 documents, and the
test set includes a total of 1080 documents.

The preprocessing module uses a third-party library for python, named jieba, to
complete the work of word segmentation, part of speech tagging and discarding
of stop words. In addition, we use Naive Bayesian classifier provided in Python’s
NLTK library as the classifier.

6.2.3.2 Experiments and Results

In this section, the following three groups of experiments are carried out to test the
three innovation points of SM-CHI with control variable method. In Experiment I,
we test the three feature selection algorithms without using synonym merges. In
Experiment II, we use the first improved CHI method to select features and use grid
search method to find the optimal threshold α. On the basis of Experiments I and II,
we designed Experiment III to find the best weight update method.

Experiment I

In order to test the effect of three kinds of feature selection methods described in
Sect. 6.2.1, we conducted the following experiments. But we didn’t use synonym
merging here. The results of experiment are shown in Fig. 6.10.

From the results, we can see that the two improved CHI formulas have a great
effect on enhancing the value of F1 score of each category as compared to the
original CHI formula, which means that the improved CHI formulas can select more
representative words. They both make some improvement based on the original
CHI. In addition, when the two improved CHI formulas are compared, the first
improved method has a slight advantage, showing a better discrimination effect
in the preceding categories. The result also shows that the log term successfully
suppresses the CHI values of the high frequency words appearing in all classes,
which achieves relatively good results. Therefore, we will use the first improved
CHI formula as our base feature selection method in the fellow experiment.

Experiment II

In order to select the appropriate threshold α for synonymy merging, we designed
the following experiment. The first improved CHI formula was used for feature
selection, and the range of α is set to [0.5, 0.6, 0.7, 0.75, 0.8, 0.85, 0.9,1.0]. A
total of nine experiments are conducted, including a comparative experiment that
didn’t use synonym merging. The experimental results are shown as Table 6.3 and
Fig. 6.12.
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Fig. 6.10 Classification results comparing three kinds CHI formula

Table 6.3 F1 score of each category when α takes different values

Car Finance IT Health Sports Tourism Edu Culture Mil

α = 0.50 0.729 0.701 0.579 0.833 0.769 0.805 0.704 0.693 0.900

α = 0.60 0.747 0.787 0.709 0.872 0.815 0.810 0.712 0.713 0.895

α = 0.70 0.734 0.814 0.803 0.874 0.919 0.817 0.694 0.764 0.896

α = 0.75 0.757 0.813 0.825 0.861 0.946 0.808 0.726 0.779 0.900

α = 0.80 0.763 0.821 0.828 0.931 0.949 0.827 0.726 0.819 0.903

α = 0.85 0.763 0.812 0.818 0.931 0.937 0.821 0.721 0.804 0.889

α = 0.90 0.782 0.783 0.808 0.943 0.945 0.781 0.720 0.802 0.913
α = 1.0 0.782 0.781 0.788 0.932 0.936 0.789 0.714 0.794 0.897

None 0.782 0.776 0.783 0.935 0.936 0.778 0.711 0.788 0.901

Bold values indicate the maximum value in each category

From the results in Figs. 6.11 and 6.12, we can draw the conclusion that the
classification accuracy is the highest when α = 0.8 and worst when α = 0.5.
The use of synonym merging improved classification accuracy by approximately 3
percentage points compared to use CHI only. By specific analysis of each category,
we found that when we use synonym merging only the first category has a low
accuracy compared to no synonym merging. The reason is that the eigenvectors
after synonym merging have reduced the text discrimination degree of the “car”
category.
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Fig. 6.11 F1 score of each category when α takes different values

Fig. 6.12 Total accuracy when α takes different values

Experiment III

Based on the previous two experiments, we designed the following experiment to
select the optimal weight update method introduced in Sect. 3.3. We designed three
experiments, all with the first improved CHI formula and a threshold of 0.8. The
experimental results are shown in Fig. 6.13:
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Fig. 6.13 Three kinds of special effects classification weight value updating method of compari-
son

According to Fig. 6.13, it can be seen that the classification accuracy of method
1 is the lowest. The reason is that this method adds the weights of all the synonymy
words as the weight of the feature, but a word and its synonym words appear in more
than one category. This simple superposition will make the feature differentiate
the category worse. In contrast, methods 2 and 3 use the combined synonym as
a one-dimensional feature and achieve better classification results and F1 scores. In
contrast, method 2 is more effective which shows that the maximum value of the
synonym is a better method because it can represent the maximum abilities of all
synonyms to differentiate the text categories. By multiplying the power of 1.1 by
the n, method 3 incorrectly increases the ability of the feature to distinguish text
categories.

6.3 Sematic and Statistical Information Based Text
Classification

In recent years, with an increasing volume of text information on the Internet and
social media, text categorization has become a key technique to process these textual
data. In text categorization, a Bag of Words (BOW) is usually used to represent a
document. The weight in BOW is usually obtained by computing word frequency or
the widely accepted TF-IDF formula. However, the BOW representation has several
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limitations: (1) The TF-IDF formula does not consider the calculation of class-based
weights. As a result, the same word has the same weight in all categories. (2) It
cannot deal with synonyms and polysemy.

In the absence of knowledge-based word similarity and statistic-based word sim-
ilarity, automatic text categorization using BOW only as a document representation
model[64] has not yet achieved the best performance and cannot meet the needs
of all scenes in the real life. There are two ways to address this problem. First,
we could use language model based on deep learning models such as word2vec
[65] and Glove [29, 66] to learn the vector representations of words. However,
such new approaches do not have to be necessarily better when the corpora is
not particularly large. And it takes considerable time and effort to train word
vectors. The second method is to collect semantic and syntactic informations as
much as possible. We mainly adopt the second method and develop a new semantic
smoothing kernel function based on knowledge-based word similarity and statistic-
based word similarity to increase the capability of feature vectors to represent a
document [33].

This chapter presents a novel approach for text classification. In this approach,
word similarity based on HowNet is embedded into semantic information. This
method promisingly improves the accuracy of text classification via using ontology
knowledges. Moreover, the proposed approach takes advantage of the class-based
term weighting by giving more weights on core words in each class during the
transformation phase of SVM from the input space to the feature space. A term
has a more discriminative power on a class if it has a higher weight for that class.
The heuristic idea combining sematic and statistical information finally improves
the classification accuracy.

6.3.1 Word Similarity

6.3.1.1 Support Vector Machines for Classification

Support vector machine (SVM) is a very effective machine learning algorithm
developed from statistical learning theory. This algorithm was proposed by Vapnik,
Guyon and Boser [67] and further analyzed in [68]. The core goal of SVM is to find
the optimal segmentation hyperplane by the maximum spacing between classes. The
author of [69] proposed that SVM has many advantages, such as finding the global
optimal solution and having a good robustness.

SVM kernel function can be regarded as similarity function, because it calculates
the similarity values of data sets. It is proposed to define a suitable kernel function
[51, 70], which has a direct influence on finding the optimal hyperplane. The
commonly used kernel functions for the document vectors are given below:

LinearKernel : k(dp, dq) = dpdq (6.22)
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PolynomialKernel : k(dp, dq) = (dpdq)b, b = 1, 2, . . . (6.23)

RBFKernel : (dp, dq) = exp(γ ||dp − dq ||)2 (6.24)

In current works, the authors of [71] proposed to develop a kernel function
based on the similarity of the knowledge system, and used the Omiotis library
function to measure the similarity of English words and improve the accuracy of
the classification. The authors of [72] proposed to develop a kernel function based
on the weights of the class which improved the accuracy of the classifier. Based on
these research efforts, this part optimizes the similarity of Chinese text words and
combines the statistical methods with the knowledge-based methods to construct a
kernel functions to improve the accuracy of text classification.

6.3.1.2 Knowledge-Based Word Similarity

Knowledge-based systems use ontology or thesaurus to capture the concepts in
the documents and incorporate the domain knowledge into the words for the
representation of textual data. These systems enhance the representation of terms
by taking advantages of semantic relatedness among terms.

The similarity calculation of words is added to the text classification [34, 73],
which is used to modify the weights of the text feature vectors. Mavroeidis et al. [74]
proposed a semantic kernel function based on WordNet [75] to improve the accuracy
of English text classification. Based on the Chinese semantic knowledge system
of HowNet [76], Zhang embedded the semantic similarity into the kernel function
of Chinese text classification [77], and improved the performance of Chinese text
classification.

In this part, we use the Chinese dictionary HowNet to calculate the semantic
similarity of words. HowNet is a very detailed dictionary of semantic knowledge.
Unlike CiLin [78] and WordNet, every word in HowNet has multidimensional
knowledge representations. The structure of HowNet is described in detail below.

HowNet mainly includes concepts and primitives. Each term is described by a
number of concepts, each of which is described by a sequence of primitives, so
primitive is the smallest expression unit in HowNet. HowNet contains 1500 prim-
itives, which can be divided into three categories: basic semantics (describing the
semantic features of concepts), grammatical semantics (describing the grammatical
features of words) and relational semantics (describing the relationship between
concepts). When we calculate the word similarity, we can define it in the following
way. Word similarity calculation consists of four parts in Eq. (6.25).

Sim(S1, S2) =
4∑

i=1

βi

i∏

j=1

Simj (S1, S2) (6.25)
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Sim1(S1, S2) is the similarity of first basic primitives of these two words. The
similarity Sim1(S1, S2) between S1 and S2 can be calculated using Eq. (6.26).
Sim2(S1, S2) is the similarity of the rest basic primitives, that is the arithmetic
mean of the similarity of all pairs of elements. Sim3(S1, S2) is the similarity of two
grammatical semantics, which can be transformed into the basic semantic meaning
in the grammatical semantics. Sim4(S1, S2) is the similarity of two relational
semantics, but the elements in the relational semantics are sets, which are basic
primitives or concrete words.

There is a close relationship between word similarity and word distance. In fact,
word similarity and word distance are different forms of the same feature of a pair
of words. Word similarity is defined as a real number between 0 and 1.

Sim1(S1, S2) = α

d + α
(6.26)

where S1 and S2 represent two of the words respectively, d is the distance between S1
and S2 in the original path hierarchy in HowNet; α is an adjustable parameter. When
the distance in HowNet between words is particularly large, Sim(S1, S2) approaches
0; when the distance in HowNet between words is particularly small, Sim(S1, S2)

approaches 1.
βi in Eq. (6.25) is an adjustable parameters and satisfies Eq. (6.27). The lat-

ter part of Eq. (6.27) represents the descending importance of Sim1(S1, S2) to
Sim4(S1, S2).

β1 + β2 + β3 + β4 = 1, β1 ≥ β2 ≥ β3 ≥ β4 (6.27)

6.3.1.3 Statistic-Based Word Similarity

In the absence of semantic knowledge, a statistical-based approach such as the
one presented in [39, 79] can be applied to text categorization to solve synonymic
problems. Statistical similarity calculation is based on the correlation of training
words, so the statistical similarity calculation method is very sensitive to the training
data sets.

The similarity calculation using statistics in text categorization contains calcu-
lation based on classes [72], high-order paths [80–82] and mean value calculations
[83]. In this part, we use the method proposed in [72] which considers the weight of
a certain word in a training set depending on the relevance of terms and categories.
After the text feature vector is smoothed through the semantic kernel, it can
improve the weights of important words in the category and reduce the weight of
common words in the category. By modifying weights of the text feature vectors,
the representation capability of the feature vectors is increased.
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6.3.1.4 Weight of Feature Words

In the classification system, the most commonly used method of calculating word
weights is the TF-IDF formula mentioned in [44, 58, 85, 86] where TF denotes
the term frequency and IDF denotes inverse document frequency. TF-IDF formula
was first used in the field of information retrieval, because its calculation method is
simple and practical. It is also widely used in the text automatic classification.

TF-IDF is a statistical method to evaluate the importance of a document in a
corpus. In general, the importance of a word increases in proportion to its number
of occurrences in the document and decreases inversely with its higher frequency of
occurrences in the corpus.

IDF formula is given in Eq. (6.28)

IDF(w) = |D|
dfw

(6.28)

where |D| denotes the total number of documents in the corpus and dfw

represents the number of documents which contains term w.
TF-IDF formula is given in Eq. (6.29)

T FIDF(w, di) = tfw ∗ log(IDF(w)) (6.29)

where tfw represents the term frequency which is the number of word w in
document D.

TF-ICF is proposed as another method of calculating word weight in [87, 88],
which is similar to TF-IDF. ICF denotes inverse class frequency. TF-ICF calculates
the word weight in category level rather than in document level.

Equation (6.30) shows the ICF formula:

ICF(w) = |C|
cfw

(6.30)

where |C| denotes the total number of classes in the corpus and cfw represents the
number of classes which contains term w.

TF-ICF formula is shown in Eq. (6.31),

T FICF(w, ci) =
∑

d∈cj

tfw ∗ log(ICF(w)) (6.31)

Inspired by the IDF and ICF formulas, [48, 89, 90] proposes a new method for
calculating weights:

Ww,c = log(tf cw,c + 1) ∗ |D|
dfw

(6.32)
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where tf cw,c represents the total number of feature term w of class c. |D| denotes
the total number of documents and dfw represents the number of documents which
contain term w.

From analysis above, we can see that W is a matrix which is determined by
categories and feature terms. In fact, terms that are similar to the topic in the
category are given a larger weight because of the W matrix. The authors of [89, 90]
compare the weighting algorithm based on the category with other commonly used
feature selection algorithms, and conclude that the former one can improve the
classification performance significantly.

6.3.2 Merged Kernel Function

Both knowledge-based word similarity computation and statistical-based word
similarity computation can improve the performance of text classifiers [84]. A
heuristic idea is to apply two computation methods to a kernel function which
we call merged kernel function in this part. The pseudocode for the merged kernel
function is shown in Algorithm 5. This section will explain in detail how to combine
the two kernel functions to improve the accuracy of classification.

6.3.2.1 Vector Space Model

Document representation is a basic problem in natural language processing. Com-
puter cannot directly deal with document which is mainly consisted of unstructured
data. The key challenge is how to map a document into a vector space model (VSM).
First, a document di is represented as an n-dimensional vector composed of feature
words as shown in Eq. (6.33).

dj = (w1j , w2j , . . . , wnj ) (6.33)

Then, the weighting formula maps the document vector di to the word weight
vector φ(dj ):

φ(dj ) = [tf idf (t1, dj ), tf idf (t2, dj ), . . . , tf idf (tn, dj )] (6.34)

where tf idf (ti , dj ) denotes the TF-IDF value of the feature word ti in the document
dj .

6.3.2.2 Statistic-Based Similarity Matrix

The training phase for statistic-based similarity matrix is shown in Algorithm 5
[need to rewrite, just a figure] from the first line to the fourteenth line. In order
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Algorithm 5 Calculation of the combined semantic smoothing matrix C
1: Require: Training set D

2: Ensure: Sematic Smoothing Matrix C

3: Local variables:
4: tf cω,k : total term frequency of word ω in the documents of class k
5: tfω,d : total term frequency of word ω in the document d
6: N : total number of documents in the training set
7: Nω: shows total number of documents in the training set those contain word w
8: Z: matrix is constructed according to the list of feature word by the introduction of

HowNet
9: for each word w do

10: for each document d contains word w in the train set do
11: Nω = Nω + 1
12: end for
13: end for
14:
15: for each word w do
16: for each document d contains word w in class k do
17: tf cω,k = tf cω,k + tfω,d

18: end for
19: Wω,k = (log(tf cω,k) + 1) ∗ log(N/Nω)

20: end for
21:
22: S = W ∗ WT

23:
24: Z2 = Z ∗ ZT

25:
26: for i in columns of S do
27: for j in rows of S do
28: Ci,j = λ1 ∗ Sij + λ2 ∗ Z2

ij

29: end for
30: end for

to embed the statistical information into the space vector model and increase the
capability of representing a document of feature vectors, we construct a matrix S
based on the class-based weight, which is called the statistical similarity matrix. The
formula has been described in detail in Sect. 6.3.1.4. To make use of this formula,
we define the statistical similarity matrix S as:

S = WWT (6.35)

where W is the class-based weighting formula mentioned previously. The statistical
similarity matrix S is a symmetric matrix, and the element Sij in matrix S is the
class-based statistical similarity of the feature words wi and wj .

The S matrix represents the statistical similarity of words. For example, the words
“patient” and “sufferer” have similar meaning. When the weight of the “patient” is
higher and the weight of the “sufferer” is lower in vector ϕ(dj ), the weight of the
word sufferer will be increased after multiplication with the S matrix.
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6.3.2.3 Combined Semantic Smoothing Matrices

The knowledge-based similarity matrix Z can be constructed according to the
list of feature words by the introduction of HowNet. Zij denotes the knowledge-
based similarity between the feature words wi and wj . The knowledge-based word
similarity can be embedded into the space vector model by matrix Z. In order to
ensure the validity of final merged kernel, a second-order rule similarity matrix is
used here, that is Z2 = ZZT .

After computing the statistic-based similarity matrix S and the second-order
knowledge-based similarity matrix Z2, the degree of weight modification of the
two matrices to the space vector model cannot be determined, which should be
determined according to the data set. In this part, the matrix S and Z2 are combined
to generate a new semantic smoothing matrix C:

Cij = λ1 ∗ Sij + λ2 ∗ Z2
ij (6.36)

where Sij and Z2
ij are described in Sects. 6.3.2.2 and 6.3.2.3, λ1 and λ2 adjust the

normalization parameters of the weights in S and Z2. Parameters λ1 and λ2 satisfy
λ1 + λ2 = 1. We can adjust λ1 and λ2 to determine how matrices S and Z2 affect the
classification performance of the classifier.

6.3.2.4 Semantic Smoothing Kernel Function

By defining the mapping architecture matrix C, we can map a document vector to a
new feature space vector by using Eq. (6.37).

φ(dj ) = φ(dj )C (6.37)

The mapped vectors can be directly used in many classification methods. If the
high-dimensional sparse matrix appears in the text classification, there will be a
high-dimensional disaster in computation. Defining a kernel function can reduce
the influence of the high-dimensional sparse matrix. The inner product between
documents p and q in the feature space is computed by the kernel function using
Eq. (6.38).

KCK(dp, dq) =< φ(dp), φ(dq) >= φ(dp)CCT φ(dq)T (6.38)

where KCK(dp, dq) denotes the similarity of document dp and document dq . φ(dp)

and φ(dq) are the new feature space vectors of document dp and document dq after
transformed by the semantic smoothing matrix proposed in Eq. (6.37). The kernel
function information is stored in the matrix G:

Gp,q = KCK(dp, dq) (6.39)
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Then we prove the validity of the semantic smooth kernel proposed in this
section. According to mercer theorem [91], any semi-definite function can be used
as a kernel function. The semantic smoothing matrix C proposed in this part is
composed of the statistical similarity matrix S and the second-order knowledge-
based similarity matrix Z2, so the matrix C is also a symmetric matrix. The matrix
S and the matrix Z2 are the product of a matrix and its transpositions, so the
matrix S and Z2 are both semi-definite matrix, which is proved in [92]. In linear
algebra, the sum of two positive semi-definite matrices is also a semi-definite matrix.
Therefore, the matrix C is a semi-definite matrix, satisfying the conditions required
by Mercer’s theorem. The kernel function can be constructed by the semantic
smoothing matrix C.

6.3.3 Experiments and Results

6.3.3.1 Corpora

This section selects the corpus provided by Sogou Company.1 and Fudan Uni-
versity.2 The Sogou corpus consists of SogouCA and SogouCS news corpora
containing various categories of 2,909,551 news articles, of which about 2,644,110
articles contain both a title and relevant content. We manually categorize articles
by using the channel in URL, then we get a large Chinese corpus with the article
contents and categorizes. However, there are some categorizes that contain few
articles. So five categories with largest number—“sports”, “finance”, “entertain-
ment”, “automobile” and “technology” are finally selected for our text classification
experiments. The details of the Sogou corpus are presented in Table 6.4. During the
training process, many parameters in the model are involved. In order to determine
the optimal values of parameters in this model, we use the validation set. We
partition training set, validation set and test set in 8:1:1 proportions in Sogou corpora
after we shuffled the corpora. So the corpora is randomly divided into training set,
validation set and test set. These parameters are described in detail in Sect. 6.3.3.4.

Table 6.4 Sogou news corpora

Category Total Train Validation Test

Sports 645,931 80,000 10,000 10,000

Finance 315,551 80,000 10,000 10,000

Entertainment 160,409 80,000 10,000 10,000

Automobile 167,647 80,000 10,000 10,000

Technology 188,111 80,000 10,000 10,000

1http://www.sogou.com/labs/resource/list_news.php.
2http://www.nlpir.org/download/tc-corpus-answer.rar.

http://www.sogou.com/labs/resource/list_news.php
http://www.nlpir.org/download/tc-corpus-answer.rar
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Table 6.5 Fudan University
corpora

Category Total Train Validation Test

Economy 1589 700 100 100

Sports 1188 700 100 100

Environment 1022 700 100 100

Politics 1013 700 100 100

Agriculture 992 700 100 100

To validate the combine kernel’s effect on a small corpora, we also use the
corpus provided by Fudan University. The corpora contains 9804 articles that have
been already divided into 20 categories. We choose five categories—“economy”,
“sports”, “environment”, “politics” and “agriculture”. The details of the Fudan
training set are presented in Table 6.5. We partition training set, validation set and
test set in 7:1:1 proportions in Fudan corpus after we shuffled the corpora.

6.3.3.2 Word Segmentation and Stop Words

The current English word segmentation tool has been well developed, while the
Chinese word segmentation technology is still evolving. For python language,
NLTK [93] nltk.tokenize module can be used for word segmentation in English,
and jieba tool can be used for word segmentation in Chinese.

In order to save storage and improve the efficiency of classification, the classifica-
tion system will ignore certain words after word classification, which are called stop
words.3 There are two kinds of stop words: the first one can be found everywhere
in all kinds of documents with which the classification system cannot guarantee the
true classification result. The second kind of stop words includes the modal particle,
adverb, preposition, conjunction and so on.

6.3.3.3 Feature Word Extraction

In the problem of text categorization, a certain feature word and its class obey the
CHI square distribution. The larger the CHI value is, the more the CHI value can be
used to identify the category. The CHI formula is given:

χ2(t, c) = N(AD − BC)2

(A + C)(A + B)(B + D)(C + D)
(6.40)

where N is the number of texts in the training set, A is the number of documents
belonging to class c and contains the word w; B is the number of documents that do
not belong to class c but contains word w; C is the number of documents belonging

3https://github.com/Irvinglove/Chinese_stop_words/blob/master/stopwords.txt.

https://github.com/Irvinglove/Chinese_stop_words/blob/master/stopwords.txt
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to c Class, but does not contain the word w; D is the number of documents that do
not belong to c class and do not contain the word w.

6.3.3.4 Experiment Settings

The classifier uses the SVM function provided in the machine learning library
sklearn [94] in python environment. We change the kernel function by using the
interface it provides. We observe how the statistical similarity matrix S and the
second-order knowledge-based similarity matrix Z2 affect the performance of the
classifier when the ratio of training set and parameter λ are different.

In the experiment, we set parameter values based on the experience gained
from the validation set. First, we describe several parameters mentioned above. We
compute word similarity using α 1.6, β1 0.5, β2 0.2, β3 0.17 and β4 0.13. Second,
the length of VSM used for representing Sogou corpus is 10,000, and Fudan corpus
is 1000. Sogou corpus is large, so the feature vectors need to be longer. Finally, we
set some parameters of the model. Penalty parameter C of the error term is 1.0 and
there is no hard limit on iterations within solver, so that the SVM algorithm will
stop training before over-fitting.

A number of parameters have been used to assess the performance of classifica-
tion model output, such as accuracy [95] and f-measure (F1) [96]. To demonstrate
that the combined kernel does improve the accuracy and F1 value of text classifica-
tion, we use other machine learning methods for comparison, including KNN, Naive
Bayes, and SVM with linear kernel and RBF kernel. The corpora is processed in the
same way in Sects. 6.3.3.2 and 6.3.3.3, and then we call the interface of different
machine learning algorithms in sklearn. We compare the results with character-
level convolutional [97] networks which is the state-of-the-art method in text
classification. Finally we adopt the accuracy and the F1 value of text classification
as the evaluation standard.

6.3.3.5 Experiments and Results

As shown in Tables 6.6 and 6.7, the first column in the table shows the compared
training algorithms, and the first row indicates the value of λ1. The value of
λ2 corresponding to this is 1-λ1. The second row shows the performance of the
combined kernel in the case of different λ1 value. The rest rows represent the
performance of other machine learning methods. The values in Table 6.6 represent
the accuracy rate of Sogou corpus and the values in Table 6.7 represent the values
of F1 of Sogou corpus.

The values obtained in Tables 6.6 and 6.7 are shown by the line chart in Figs. 6.14
and 6.15 respectively from which it is easier to see the effect of the combination of
the statistical similarity matrix S and the second-order knowledge-based similarity
matrix Z2 on the classification accuracy.
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Table 6.6 Accuracy rate of Sogou corpus

0 0.2 0.4 0.6 0.8 1

SVM (Combined kernel) 92.12% 94.98% 95.58% 96.43% 95.32% 93.12%

CNN (Character-level) 95.12%

SVM (Linear kernel) 75.23%

SVM (RBF kernel) 82.53%

KNN 78.62%

Bayes 85.65%

Table 6.7 F1 value of Sogou corpus

0 0.2 0.4 0.6 0.8 1

SVM (Combined kernel) 92.16% 93.68% 94.96% 95.75% 95.14% 93.36%

CNN (Character-level) 94.93%

SVM (Linear kernel) 77.32%

SVM (RBF kernel) 84.52%

KNN 78.53%

Bayes 85.12%

Fig. 6.14 Curve: accuracy rate of Sogou corpus
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Fig. 6.15 Curve: F1 value of Sogou corpus

Table 6.8 Accuracy rate of Fudan corpus

0 0.2 0.4 0.6 0.8 1

SVM (Combined kernel) 95.34% 95.75% 96.68% 96.23% 95.56% 95.14%

CNN (Character-level) 95.15%

SVM (Linear kernel) 89.41%

SVM (RBF kernel) 94.32%

KNN 90.21%

Bayes 95.59%

As shown in Fig. 6.14, the accuracy rate is lower than that using character-
level convolutional networks which is a very effective classification method in
text categorization when λ1 is 0, 0.2, and 1. However, the accuracy rate can be
maintained at a high level when λ1 is between 0.4 and 0.8. And the accuracy rate
is always higher than that using KNN, Bayes and SVM with linear kernel and
RBF kernel, proving the combination of the two is meaningful for Chinese text
classification.

The values in Table 6.8 represent the accuracy rate of Fudan corpus and the
values in Table 6.9 represent the values of F1 of Fudan corpus. The values obtained
in Tables 6.8 and 6.9 are shown by the line chart in Figs. 6.16 and 6.17, from which
we can confirm that the combination of the two kernels is meaningful for Chinese
text classification.



238 6 Intention Based Networking Management

Table 6.9 F1 value of Fudan corpus

0 0.2 0.4 0.6 0.8 1

SVM (Combined kernel) 96.12% 96.41% 96.15% 97.24% 96.58% 96.07%

CNN (Character-level) 95.37%

SVM (Linear kernel) 90.24%

SVM (RBF kernel) 94.84%

KNN 89.56%

Bayes 96.32%

Fig. 6.16 Curve: accuracy rate of Fudan corpus

6.4 Summary

In this chapter, we discuss the main challenge of intend-based networking and
introduced several algorithms. We first propose an effective model for the similarity
metrics of English sentences. Then, the SM-CHI feature selection method based
on the common method used in Chinese text classification is presented. Finally,
we proposed a novel approach which considers both the semantic and statistical
information to improve the accuracy of text classification.
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Fig. 6.17 Curve: F1 value of Fudan corpus
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Chapter 7
Conclusions and Future Challenges

7.1 Conclusions

This book mainly discusses the architectures of intelligent networks as well as the
possible techniques and challenges. As shown in Fig. 7.1, we first introduced the
concept of NetworkAI, which is a novel paradigm that applying machine learning
to automatically control a network. NetworkAI employs reinforcement learning
and incorporates network monitoring technologies such as the in-band network
telemetry to dynamically generate control policies and produces a near-optimal
decision. We employ the SDN and INT to implement a network state upload link
and a decision download link to accomplish a closed-loop control of a network and
build a centralized intelligent agent aiming at learning the policy by interaction with
a whole network.

Then, we discuss the possible machine learning methods for network awareness.
With the rapid development of compelling application scenarios of the networks,
such as 4K/8K, IoT, it becomes substantially important to strengthen the manage-
ment of data traffic in networks. As a critical part of massive data analysis, traffic
awareness plays an important role in ensuring network security and defending traffic
attacks. Moreover, the classification of different traffic can help to improve their
work efficiency and quality of service (QoS).

Furthermore, we discuss how machine learning can achieve network automati-
cally control. One of the most critical issues in the network is finding a near-optimal
control strategy. Examples include routing decision, load balancing, QoS-enable
load scheduling, and so on. However, the majority solutions of these problems are
largely relying on a manual process.

Therefore, to address this issue, in Chap. 4, we apply several artificial intelligence
approaches for self-learning control strategies in networks. In addition, resource
management problems are ubiquitous in the networking field, such as job schedul-
ing, bitrate adaptation in video streaming and virtual machine placement in cloud
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computing. In Chap. 5, we focus on how machine learning can optimal resource
management decision.

Finally, we discuss the intent-based networking which allows a user or admin-
istrator to send a simple request—using natural language—to plan, design and
implement/operate the physical network, so that it can reduce network complexity
and improves automation by eliminating manual configurations. For example, an IT
administrator can request improved voice quality for its voice-over-IP application,
and the network can respond. For intent-based networking, the translation and
validation system take a higher-level business policy (what) as input from end users
and converts it to the necessary network configuration (how) by natural language
understanding technology. To achieve intent-based networking, in Chap. 6, we focus
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on how machine learning can technology can be used in the natural language
understanding in translation and validation system.

7.2 Future Challenges

7.2.1 New Hardware Architecture

Every innovation of the upper-level services is based on the extra improvement
in the underlying hardware, for example, the Central Processing Unit (CPU) for
general purpose computer, Digital Signal Processing (DSP) for the communication
system, and Graphics Processing Unit for image processing. Similarly, for meeting
the AI-driven networking age, the requirement for the specific AI networking
processor is obviously.

Nowadays, networks generate millions of different types of flows every millisec-
ond. Running AI agent in such massive volumes data is extremely challenging. The
currently routers’ computing power is far from being satisfied the requirement of
AI&ML deployment. Especially, machine learning is a high computational intensive
process. Recently, as the highly parallel, multi-core, multi-threaded processor, the
GPU/TPU chip become the cornerstone for the age of AI. And some research works
have shown that the GPU can improve the packet processing capability. However,
due to the high-speed mass data processing (more than 10 Gb/s) and the demanding
respond delay (less than 1 ms) in the future network, there is still a big gap between
universal AI processing chip and actual deployment in the networking field.

7.2.2 Advancing Software System

Currently, the network data is becoming a big data challenges, e.g. threefold
increase in total IP Traffic, >60% increase in devices and connections, telemetry
data streamed in near real-time. Meanwhile, the geo-distributed characteristics of
networking further impose more difficulties for the widespread deployment of
network data analytic platform. For example, how to aggregates data like logs,
metrics, and network telemetry; how to scales up to consume millions of flows
per second; how to efficiently share knowledge among distributed network nodes.
The currently end-to-end solution, which combines multiple technologies such
as Apache Spark and Hadoop MapReduce, can be extremely complex and time-
consuming. Therefore, a powerful scalable big data&AI analytic platform for
networks and services is needed.

In addition, the software library for networking machine learning tasks is another
enabler for AI-based networking. Machine learning framework offers a high-level
programming interface for designing, training and validating machine learning.
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However, current machine learning frameworks, such as Tensor-Flow, Caffe, and
Theano, are designed for general-purpose, which is too overhead for networking
domain. It needs further optimize to satisfy the requirement of the networking field,
such as processing speed, low complexity, and light-weight.

7.2.3 Self-Adaptive Network Protocol

In networks, for exchanging various messages, the network protocols define rules,
procedures, and formats for communication among network nodes. The current
network protocols largely rely on the human being defined. To improve network
flexibility and efficiency, there is still enough room for redesigning the network
protocol to accelerate the efficiency of exchanging messages mechanism. Rather
than matching patterns in a huge corpus of text, recently OpenAI released initial
result that they trained the AI agents to invent a new language which is grounded
and compositional. The multiple agents can automatically learn the communication
protocol to coordinate their act enabled by machine learning. While these results are
still far from the success of network protocol self-learning, it gives us a possibility
of future network protocol evolution tendency.

7.2.4 Promoting Machine Learning Algorithms

While the machine learning algorithms are like a hundred flowers in bloom,
current machine learning algorithms are driven by the existing business applica-
tion, such as computer vision and natural language understanding. For example,
convolutional neural networks are fascinating and powerful in image and audio
recognition and even achieve superhuman performance in many tasks. However,
the network presents a totally different theoretical mathematic model compared to
the vision/NLP fields. The convolutional layers or recurrent layer may not work
effectively in the networking domain. In addition, the network has massively more
data and demanding response time which poses great challenges for machine learn-
ing deployment. Therefore, the demanding requirement and specific characteristics
of networking require both adapting existing algorithms and developing new ones.
The networking as a new application for machine learning will push forward of both
machine learning and networking domain to a new stage.
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